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Abstract of the contribution: Disucsses options for LTE-M identification in 5GC.
1. Background
LTE-M identification, is the codename for identification of traffic generated by Cat.M1/M2 UEs and was introduced in EPC in rel.15 (see CR S2-185784 [1]). The trigger was an LS from GSMA IoTTF PACKET [2]. 
The EPC solution was based on certain design constraints taking into account the fact that there are already legacy UEs and RAN nodes deployed. The constraints are: 

· No UE impacts 

· Minimal impact in RAN

In summary the basic principles of the EPC solution in TS 23.401 [3] are: 

1. The eNB determines whether a UE is of Category M from the UE's radio capability if UE signals one or more of the specific Category M. 
2. The eNB then indicates to the MME whether the UE is Category M in the "UE Radio Capability for Category M Differentiation" information in S1-AP message(s) used to upload the UE Radio Capabilities to the MME. 

3. If the UE context in MME contains the "LTE-M Indication" the MME indicates to the S-GW that the RAT type of the UE is LTE-M in every Create Session Request message and every Modify Bearer Request message, so this is handled for charging and PCC purposes. If the MME requests the SGW to pass LTE-M RAT type to the PDN GW, based on operator policy (e.g. based on roaming agreements or based on the need to pass the LTE-M RAT type information to PGW also), the MME informs the Serving GW that it is requested to relay the LTE-M RAT type to the PGW also. Otherwise, the Serving GW indicates WB-E-UTRAN RAT type to the PDN GW.

4. In order to handle the situations of inter-MME change, the LTE-M Indication is sent from the source MME to the target MME as part of the MM Context information. 
2. Options for LTE-M identification in 5GC

As mentioned above the EPC solution was designed based on certain constraints that are not applicable to CIOT in 5GS. A more comprehensive solution could be desgned for 5GS that could allow identification right from the beginning of the UE connection to CN. This would allow for more enhanced functionality e.g. using LTE-M in AMF selection, SMF, applying subscription based access restriction to Cat.M1/M2 in similar manner it is performed for any other “RAT type”. In order to do that, the LTE-M as RAT type needs to be   contained in the Initial UE Message from RAN to AMF. Some of these motivations have been identified in tdoc [4] from Ericsson in RAN3.
In order to do that though the RAN node needs to be able to identify that the UE is Cat.M1/M2 when the RRC connection is established. There are some possible options to achieve that:
Option 1) Category M1/M2 UE indicates that during the RRC connection establishment

This option has UE impacts. The UE can indicate that is Cat.M1/M2 in RRC message 5. 

Option 2) UE accessing from Extended coverage

In this option when the UE is accessing from EC, the ng-eNB can mark the RAT Type as LTE-M. This option has no UE impacts but is not clear whether it is always reliable. 

Other options may be possible to identify that the RRC connection is performed from Cat.M1/M2 UE. 
For the rest of the procedures after ng-eNB identifies the RAT type as “LTE-M” it is used inside the CN like any other RAT e.g. NR, NB-IOT etc. 
3. Conclusion
It is proposed to liaise with RAN2/3 and ask whether for 5GS it is possible to perform identification that an RRC connection is established from Cat.M1/M2 UE and decide on the preferred option. SA2 can then complete the rest of the impacts in system procedures. 
Draft LS to RAN2/3 is submitted in S2-1905277.
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