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	Other comments:
	Revision wrt rev2:
1. Editor’s note (Whether additional parameters are needed in the 5G VN group data is FFS) removed and replaced by:
The 5G VN group data is further defined in TS 23.502[3] clause 4.15.6.3b
2. Editor’s note: (It is FFS whether in the above paragraph the mappings are carried out by the NEF or by the UDM) removed and replaced by: 
When receiving from the NEF a request managing the group members of a 5G VN group, the UDM maps the GPSI of each member of the 5G VN group to their corresponding SUPIs. The UDM also updates the list of subscribed Internal Group identifiers of the corresponding UE’s subscription data
3. EN removed and replaced by: 
Upon creation of a new group (new External Group Id) the NEF may create the corresponding Internal Group Id and (when not provided by the AF) DNN. The creation of the Internal Group Id and DNN corresponding to an External Group Id is controlled by operator policies in the NEF (see discussion document).
4. the NEF exposes a set of services to manage (e.g. add/delete/modify) 5G VN group and 5G VN group data. The NEF also exposes services to dynamically manage 5G VN members (adding/removing group members to a 5G VN group).
5. Removed “If the UE is member of a 5G VN Group, the UDM provides the Internal Group identifier and the corresponding 5G VN Group data to AMF and/or SMF” as it is not accurate … and not new (baseline that UDM provides AMF (respectively SMF) with SMF Selection Subscription data (respectively Session Management Subscription data)
6. Removed “Editor’s note: It is FFS whether an existing Data Set / Data subset can be used, or new Data Set/Subset is to be defined, e.g. whether 5G VN group data is stored as part of Application data and/or in some other Data Set / Data subset. “ 
Replaced by “Data associated with a 5G VN group (5G VN group identities, 5G VN group membership, 5G VN group data) are stored in the Group Identifier translation Data set defined in TS 23.502 [3] Table 5.2.3.3.1-2.”
7. Editorials 
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**** First Change *****
[bookmark: _Toc5000570][bookmark: _Toc4683778]5.29.2	5G LAN VN group management
5G System supports management of 5G LAN VN Group Management (i.e. definition of 5G VN group identifiers and 5G VN group data) and 5G VN Group membership. The 5G VN Group management can be configured by a network administrator (OA&M) or can be managed dynamically by AF via the NEF.
[bookmark: _Hlk8046446]A 5G VN group is characterized by the following:
-	5G VN group identities: External Group Id and Internal Group Id are used to identify the 5G VN group.
-	5G VN group membership: The 5G VN group members are is uniquely identified by their GPSI and by their SUPI (within the 5GC). The group as described in clause 5.2.3.3.1 of TS 23.502 [3] is applicable to 5G VN Group LAN-type services.
-	5G VN group data. The 5G VN group data may include the following parameters: PDU session type, DNN and S-NSSAI, Application descriptor. The 5G VN group data is further defined in TS 23.502[3] clause 4.15.6.3b;
	Comment by LTHBM0: Redundant with 23.502 clause 4.15.6.3b
An External Group Id for a 5G VN group corresponds to a unique set of 5G VN group data parameters. 

In order to support dynamic management of 5G VNLAN Group identification and membershipManagement, the NEF exposes a set of services to manage (e.g. add/delete/modify) 5G LAN VN group and 5G LAN VN group datamember. The NEF also exposes services to dynamically manage 5G VN members (adding/removing group members to a 5G VN group). 
[bookmark: _Hlk8056865]A 5G VN group is identified by the AF using External Group Id. The NEF may map the External Group Id to Internal Group Id by invoking Nudm_SDM_Get service operation (External Group Id, Group Identifier Translation). Upon creation of a new group (new External Group Id) the NEF may also create the corresponding Internal Group Id and (when not provided by the AF) DNN. The creation of the Internal Group Id and DNN corresponding to an External Group Id is controlled by operator policies in the NEF. The NEF may also determine the corresponding S-NSSAI if not provided by the AF request.


The 5G LAN group configuration is either provided by OA&M or provided by an AF to the NEF. The 5G LAN group configuration is stored in the UDR.
When configuration is provided by an AF, the NEF service operations information flow procedure described in TS 23.502 [3] clause 4.15.6.2 applies for storing the 5G VN group identifiers, 5G VN group membership information and 5G VN group data in the UDR. The 5G LAN group configuration in UDR may include the following parameters: GPSI (i.e. UE Identities of the 5G LAN group), PDU session type, DNN, S-NSSAI. 
Data associated with a 5G VN group (5G VN group identities, 5G VN group membership, 5G VN group data) are stored in the Group Identifier translation Data set defined in TS 23.502 [3] Table 5.2.3.3.1-2.
When receiving from the NEF a request managing the group members of a 5G VN group, the UDM 
· maps the GPSI of each member of the 5G VN group to its corresponding SUPI. 
· updates the list of subscribed Internal Group identifiers of the corresponding UE’s subscription data 
· [bookmark: _Hlk8058713]updates accordingly the SMF Selection Subscription data and Session Management Subscription data of the corresponding UE’s subscription data.  

.  	Comment by LTHBM0: Removed “If the UE is member of a 5G VN Group, the UDM provides the Internal Group identifier and the corresponding 5G VN Group data to AMF and/or SMF” as it is not accurate … and not new (baseline that UDM provides AMF (respectively SMF) with  SMF Selection Subscription data (respectively Session Management Subscription data)


The third party AF may update the UE Identities of the 5G VN group at any time after the initial provisioning.
Editor's note:	Relation between DNN and 5G LAN group, e.g. whether and how a 1:1 and/or 1:N relation is supported, is FFS.
The PCF delivers 5G LAN VN group configuration information (Application descriptor, DNN, S-NSSAI, PDU session type) to the UE for each GPSI that belongs to a 5G VN-LAN group. The 5G LAN VN group configuration information is delivered in the URSP from the PCF to the UE using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [3] clause 4.2.4.3 and TS 23.503 [45] clause 6.1.2.2.

**** Next Change ****

[bookmark: _Toc5000571]5.29.3	PDU Session management
Session management as defined for 5GS in clause 5.6 is applicable to 5G-LAN-type services with the following clarifications:
-	A UE gets access to 5G LAN-type services via a PDU Session of IP PDU Session type or Ethernet PDU Session type.
-	A PDU Session provides access to one and only one 5G-LAN group
-	A dedicated SMF is responsible for all the PDU Sessions for communication of a certain 5G-LAN group.
Editor's note:	Whether and how the above bullet needs to be updated due to eSBA is FFS.
Editor's note:	Whether there are impacts to SMF selection to select this dedicated SMF is FFS.
NOTE:	Having a dedicated SMF serving a 5G-LAN group does not contradict that redundancy solutions can be used to achieve high availability.
-	A DNN is associated with a 5G-LAN group
Editor's note:	The above bullet is FFS.
-	The UE provides a DNN associated with the 5G-LAN group to access the 5G LAN-type services for that 5G-LAN group, using the PDU Session Establishment procedure described in TS 23.502 [3], clause 4.3.2
-	During establishment of the PDU Session, secondary authentication as described in clause 5.6.6 and in TS 23.502 [3], clause 4.3.2.3, may be performed in order to authenticate and authorize the UE for accessing the DNN associated with the 5G-LAN group. Authentication and authorization for a DNN using secondary authentication implies authentication and authorization for the associated 5G-LAN group. There is no 5G-LAN group specific authentication or authorization defined.
-	The SM level subscription data for a DNN and S-NSSAI available in UDM, as described in clause 5.6.1, applies to a DNN associated to a 5G-LAN group.
-	Session management related policy control for a DNN as described in TS 23.502 [3], is applicable to a DNN associated to a 5G-LAN group. This includes also usage of URSP, for the UE to determine how to route outgoing traffic to a PDU Session for a DNN associated to a 5G-LAN group.

**** Next Change ****


[bookmark: _Toc5026145][bookmark: _Toc4683500][bookmark: _Toc532891632]5.6.1	Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU Sessions that are established upon request from the UE.
The Subscription Information for each S-NSSAI may contain a Subscribed DNN list and one default DNN. When the UE does not provide a DNN in a NAS Message containing PDU Session Establishment Request for a given S-NSSAI, the serving AMF determines the DNN for the requested PDU Session by selecting the default DNN for this S-NSSAI if a default DNN is present in the UE's Subscription Information; otherwise the serving AMF selects a locally configured DNN for this S-NSSAI. If the DNN provided by the UE is not supported by the network and AMF can not select an SMF by querying NRF, the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with a cause indicating that the DNN is not supported.
Each PDU Session supports a single PDU Session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU Session. The following PDU Session types are defined: IPv4, IPv6, IPv4v6, Ethernet, Unstructured.
PDU Sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.5.
SMF may support PDU Sessions for LADN where the access to a DN is only available in a specific LADN service area. This is further defined in clause 5.6.5.
SMF may support PDU Sessions for a 5G VN group; a 5G VN group offers to a group of UE a virtual data network over the 5G system. This is further defined in clause 5.29.
The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves and requests to receive update notifications on SMF level subscription data from the UDM. Such data may indicate per DNN and per S-NSSAI:
-	The allowed PDU Session Types and the default PDU Session Type.
-	The allowed SSC modes and the default SSC mode.
-	QoS Information (refer to clause 5.7):  the subscribed Session-AMBR, Default 5QI and Default ARP.
-	The static IP address/prefix.
-	The subscribed User Plane Security Policy.
-	the Charging Characteristics to be associated with the PDU Session. Whether this information is provided by the UDM to a SMF in another PLMN (for PDU Sessions in LBO mode) is defined by operator policies in the UDM/UDR.
NOTE 1:	The content of the Charging Characteristics as well as the usage of the Charging Characteristics by the SMF are defined in TS 32.240 [41].
A PDU Session may support:
(a)	a single-access PDU Connectivity Service, in which case the PDU Session is associated with a single access type at a given time, i.e. either 3GPP access or non-3GPP access; or
(b) a multi-access PDU Connectivity Service, in which case the PDU Session is simultaneously associated with both 3GPP access and non-3GPP access.
A PDU Session supporting a single-access PDU Connectivity Service is also referred to as single-access PDU Session, while a PDU Session supporting a multi-access PDU Connectivity Service is referred to as Multi-Access PDU (MA PDU) Session and it is used to support the ATSSS feature (see clause 5.32 for details).
A UE that is registered over multiple accesses chooses over which access to establish a PDU Session. As defined in TS 23.503 [45], the HPLMN may send policies to the UE to guide the UE selection of the access over which to establish a PDU Session.
NOTE 2:	In this Release of the specification, at any given time, a PDU Session is routed over only a single access network.
A UE may request to move a single-access PDU Session between 3GPP and Non 3GPP accesses. The decision to move single-access PDU Sessions between 3GPP access and Non 3GPP access is made on a per PDU Session basis, i.e. the UE may, at a given time, have some PDU Sessions using 3GPP access while other PDU Sessions are using Non 3GPP access.
In a PDU Session Establishment Request message sent to the network, the UE shall provide a PDU Session ID. The PDU Session ID is unique per UE and is the identifier used to uniquely identify one of a UE's PDU Sessions. The PDU Session ID shall be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses. The UE also provides as described in TS 24.501 [47]:
-	A PDU Session Type.
-	S-NSSAI.
-	The DNN (Data Network Name).
-	The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).
Additionally, if the UE supports ATSSS and wants to activate a MA PDU Session, the UE shall provide a MA PDU Request indication and shall indicate the supported ATSSS capabilities (see clause 5.32 for details).
Table 5.6.1-1: Attributes of a PDU Session
	PDU Session attribute
	May be modified later during the lifetime of the PDU Session
	Notes

	S-NSSAI
	No
	(Note 1) (Note 2)

	DNN (Data Network Name)
	No
	(Note 1) (Note 2)

	PDU Session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 2)
The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU Session Id
	No
	

	User Plane Security Enforcement information
	No
	(Note 3)

	Multi-access PDU Connectivity Service
	No
	Indicates if the PDU Session provides multi-access PDU Connectivity Service or not.

	NOTE 1:	If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) and S-NSSAI(s) may correspond to different default SSC modes and different default PDU Session Types
NOTE 2:	S-NSSAI and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 6.3.2.
NOTE 3:	User Plane Security Enforcement information is defined in clause 5.10.3.



Subscription Information may include a wildcard DNN per subscribed S-NSSAI: when a wildcard DNN is associated with a subscribed S-NSSAI, the subscription allows, for this S-NSSAI, the UE to establish a PDU Session using any DNN value.
NOTE 3:	The SMF is made aware whether the DNN of a PDU Session being established corresponds to an explicitly subscribed DNN or corresponds to a wildcard DNN. Thus, the SMF can reject a PDU Session establishment if the DNN of the PDU Session is not part of explicitly subscribed DNN(s) and local policies in the SMF require UE to have a subscription to this DNN.
A UE may establish multiple PDU Sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.
A UE may establish multiple PDU Sessions to the same Data Network and served by different UPF terminating N6.
A UE with multiple established PDU Sessions may be served by different SMF.
The SMF shall be registered and deregistered on a per PDU Session granularity in the UDM.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
When the SMF cannot control the UPF terminating the N3 interface used by a PDU Session and SSC mode 2/3 procedures are not applied to the PDU Session, an I-SMF is inserted between the SMF and the AMF and handling of PDU Session(s) is described in the clause 5.27.
NOTE 4:	User Plane resources for PDU Sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the SMF if the UE is only reachable for regulatory prioritized services.


next CHANGE



[bookmark: _Toc5026431]5.29.4	User Plane handling
User Plane management as defined for 5GS in clause 5.8 is applicable to 5G-LAN-type services with the following clarifications:
-	There are three types of traffic forwarding methods for 5G-LAN communication:
-	N6-based, where the UL/DL traffic for the 5G-LAN communication is forwarded to/from the DN;
-	N19x-based, where the UL/DL traffic for the 5G-LAN communication is forwarded between PSA UPFs of different PDU sessions via N19x.
-	Local switch, where traffic is locally forwarded by a single UPF if this UPF is the common PSA UPF of different PDU Sessions for the same 5G LAN VN group.
-	The SMF handles the user plane paths of the a 5G LAN VN group, including:
-	Establishing N19x tunnels between PSA UPFs to support N19x-based traffic forwarding.
-	For Ethernet PDU Session, the SMF may instruct the UPF(s) classify frames based on VLAN tags, and to add and remove VLAN tags, on frames received and sent on N6, as described in clause 5.6.10.2.
NOTE:	For handling VLAN tags to traffic on N6, TSP ID could also be used as described in clause 6.2.2.6 of TS 23.503 [45].
Further description on User Plane management for 5G LAN groups is available in clause 5.8.2.13.
Editor's note:	Whether PCF can indicate to SMF the allowed traffic forwarding methods for a 5G-LAN group is FFS.
5.29.x	Policy control
PCF policies may depend on the (DNN, S-NSSAI, Internal Group, PDU Session Type) associated with a 5G VN group. No specific 5G VN related parameter is added to PCC rules due to  the support of the 5G VN group functionality.
[bookmark: _GoBack]The PCF may Create / Update / Delete URSP rules based on 5G VN group membership and 5G VN group data.


**** Next Change ****



**** End of Changes ****
The text below will be used to create a clean version of the CR (no change on change)
[bookmark: _Toc5026429]5.29.2	5G LAN group management
5G System supports 5G LAN Group Management can be configured by a network administrator or can be managed dynamically by AF.
The 5G LAN group member is uniquely identifed by GPSI. The group as described in clause 5.2.3.3.1 of TS 23.502 [3] is applicable to 5G LAN-type services.
In order to support dynamic 5GLAN Group Management, the NEF exposes a set of service to manage (e.g. add/delete) 5G LAN group and 5G LAN member.
The 5G LAN group configuration is either provided by OA&M or provided by an AF to the NEF. The 5G LAN group configuration is stored in the UDR.
When configuration is provided by an AF, the NEF service operations information flow procedure described in TS 23.502 [3] clause 4.15.6.2 applies. The 5G LAN group configuration in UDR may include the following parameters: GPSI (i.e. UE Identities of the 5G LAN group), PDU session type, DNN, S-NSSAI.
The third party AF may update the UE Identities of the 5G LAN group at any time after the initial provisioning.
Editor's note:	Relation between DNN and 5G LAN group, e.g. whether and how a 1:1 and/or 1:N relation is supported, is FFS.
The PCF delivers 5G LAN group configuration information (DNN, S-NSSAI, PDU session type) to the UE for each GPSI that belongs to a 5G-LAN group. The 5G LAN group configuration information is delivered in the URSP from the PCF to the UE using the UE Configuration Update procedure for transparent UE Policy delivery as described in TS 23.502 [3] clause 4.2.4.3 and TS 23.503 [45] clause 6.1.2.2.
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 Y  N    

Other specs   X    Other core specifications    TS/TR ... CR ...   

affected:   X    Test specifications  TS/TR ... CR ...   

(show  related  CR s )   X    O&M Specifications  TS /TR ... CR ...   

  

Other comments:  Revision wrt rev2:   1.   Editor’s note  ( Whether additional parameters are needed in the 5G VN  group data is FFS)  removed and replaced by:   The 5G VN group data  is further defined in TS 23.502[3] clause  4.15.6.3b   2.   Editor’s note:  (It is FFS whether in the above paragraph the mappings are  carried out   by the NEF or by the UDM)  removed and replaced by:     When  receiving from the NEF a request   managing the group members of a  5G VN group, the UDM maps the GPSI of each member of the 5G VN  group to their corresponding SUPIs.  T he UDM also updates the list of 

