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**** First Change ****
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CDR
Charging Data Record

CLF
Connectivity session Location and repository Function

CS
Circuit Switched

DRVCC
Dual Radio Voice Call Continuity

E‑CSCF
Emergency‑CSCF

EATF
Emergency Access Transfer Function

ECS
Emergency Call Server
ENL
Emergency Number List

EENL
Extended Emergency Number List

ENLF
Emergency Number List Function
ESQK
Emergency Service Query Key

ESRK
Emergency Service Routing Key

ESRN
Emergency Service Routing Number

HRPD
High Rate Packet Data

LRF
Location Retrieval Function

LRO
Last Routing Option

LS
Location Server

MPC
Mobile Positioning Centre

MSD
Minimum Set of emergency related Data

PDS
Packet Data Subsystem

PSAP
Public Safety Answering Point

RDF
Routing Determination Function

SET
SUPL Enabled Terminal

SLP
SUPL Location Platform

SRVCC
Single Radio Voice Call Continuity

SUPL
Secure User Plane for Location

URN
Uniform Resource Name

VPC
VoIP Positioning Centre

WLAN
Wireless LAN

**** Second Change ****
5
Architecture model and reference points

5.1
Reference architecture

This specification introduces an additional CSCF role to those defined in the IMS architecture TS 23.002 [12], called Emergency CSCF (E‑CSCF), see figure 5.1.
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Figure 5.1: E‑CSCF and ENLF in reference architecture

NOTE 1:
P‑CSCF, MSC Server enhanced for ICS, EATF and E-CSCF are always located in the same (serving) network; this is the visited network when the UE is roaming. For emergency session initiation, the S-CSCF and AS are only applicable for non-roaming cases.

NOTE 2:
For simplicity, not all functional components, e.g. IBCF, MGCF and BGCF, are shown in this figure.

NOTE 3:
Based on operator policy, the E‑CSCF can route the emergency IMS session to the PSAP via an ECS. See the details in Annex D.
Additionally, this specification introduces a new function used by the P-CSCF to retrieve Emergency Number List and Extended Emergency Number List, called Emergency Number List Function (ENLF). 
5.2
Reference points

The E‑CSCF uses Mw, Mg, Mi, Ml, Mm, Mx and I4 reference points to connect to other IMS entities and other IP Networks.
Me is the reference point between P-CSCF and ENLF.
I4 is a reference point between an E-CSCF and an EATF. See TS 23.237 [32].

I5 is a reference point between an I‑CSCF and an EATF. See TS 23.237 [32].

I6 is a reference point between an MSC Server enhanced for ICS and E-CSCF. See TS 23.292 [46].

Sh is a reference point between LRF and HSS. See TS 23.328 [43].

**** Third Change ****
7.1.2
Non UE detectable Emergency Session

As the UE could not detect the emergency session, the session establishment request will be sent to a P‑CSCF in the visited PLMN or a P‑CSCF in the home PLMN as per a normal session establishment procedure. The former is only applicable to a roaming situation whereas the latter can apply to both a roaming and non-roaming situation. Prior to sending the session establishment request the UE must be registered in the IMS as per the normal registration procedure.
For the detection of the emergency session establishment request, the P-CSCF may use the Emergency Number List and Extended Emergency Number List. When the UE registers in the IMS, the P-CSCF may access the ENLF to retrieve the lists, if not already available in the P-CSCF. In Home Routed roaming, the P-CSCF may retrieve the VPLMN-ID of the UE as described in TS 23.228 [1], clause W.3 and may access the ENLF in the VPLMN to obtain the lists for the visited PLMN, if not already available in the P-CSCF. After retrieving the ENL and EENL from the ENLF, the P-CSCF stores the lists for the UE. 
In the case that the P‑CSCF detects that this is a request to establish an emergency session, based upon operator policy (e.g., checking access type):

-
the P‑CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection then the UE shall:

-
select a domain for the emergency session;

-
if the PS domain is selected, follow the procedure in clause 7.1.1;

-
for systems based on TS 24.008 [13], if the CS domain is selected and a dialled number is available, attempt a normal call (i.e. TS 11, see TS 22.003 [26]) using the dialled number if:

-
an emergency service information is included by the P-CSCF with either a country specific emergency subservice type (see TS 24.229 [19]) or a emergency subservice type (see TS 24.229 [19]) that does not map into an emergency service category for the CS domain; or

-
no emergency service information is included by the P-CSCF;

-
for systems based on TS 24.008 [13], if the CS domain is selected, attempt an emergency call (i.e. TS 12, see TS 22.003 [26]) if:

-
a dialled number is not available; or

-
an emergency service information is included by the P-CSCF with no emergency subservice type or a emergency subservice type (see TS 24.229 [19]) that maps into an emergency service category for the CS domain;

-
if the CS domain is selected and for CS systems that do not support emergency call handling procedures (e.g. as described by TS12 in TS 22.003 [26] for systems based on TS 24.008 [13] or in systems providing access to IM CN subsystem using a cdma2000 network, for example) a normal call is made;

-
If prior attempting the call in the CS domain the UE receives a list of local emergency numbers, the UE may verify if and recognizes the dialled number is an emergency number and if verified, the UE shall attempt an emergency call set up indicating the appropriate emergency call type.

-
Alternatively, the P‑CSCF in the visited PLMN or the P‑CSCF in the home PLMN for a non-roaming UE may allow the session initiation request to continue by inserting the explicit emergency indication in the session request. The P-CSCF in the visited PLMN forwards that request to an Emergency CSCF in the same network. The P-CSCF in the home PLMN for a non-roaming UE may forward that request to a Serving CSCF or to an Emergency CSCF in the same network, based on local regulation or operator policy. The E‑CSCF shall inform the UE that the session has been marked as an emergency session so the UE can treat the session as an emergency session establishment.

If the AS detects that this is a request to establish an emergency session, the AS shall handle the request as specified in clause 6.2.8 and forward the request marked as an emergency services request to the S-CSCF.

**** Forth Change ****

K.4
Non UE detectable Emergency Session

In addition to clause 7.1.2, the following is applicable for this scenario:

-
It is recommended that local emergency call numbers are provided to the UE according to the procedures specified in TS 24.501 [52], TS 24.301 [33], TS 24.008 [13] or Annex J.2. This helps to reduce the number of non-UE detected emergency numbers even for those PLMNs where only a subset of the local emergency numbers can be downloaded to the UEs.

-
When the UE registers in the IMS, the P-CSCF may retrieve from the ENLF the lists of all local emergency numbers for the visited PLMN as described in clause 7.1.2, if not already available in the P-CSCF. These numbers are used for detection of non UE detectable emergency calls during IMS session setup. .

**** End of Changes ****
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