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Discussion

The xBDT WID (SP-180509) states that the objective of the WID is specify the following aspects.

Assuming that the principles that were established in the WID are followed, the following observations can be made:

Observation 1: xBDT solutions should use the UE Configuration Update procedure (clause 4.2.4.3 of TS 23.502) to deliver BDT policies to the UE. 
Observation 2: The BDT policy should contain at least a time window and a location criteria.

Observation 3: The BDT policy applies to a single PDU Session and it is not established until after the UE receives the policy.

The following questions need to be addressed by any xBDT solution:

1. Is the BDT policy part of a URSP rule or is it a stand-alone rule that is independent of any URSP rule?

The UE needs to identify what traffic the background data transfer policy applies to. The UE can use a URSP rule to identify different types of traffic. Thus, it seems a natural fit to simply extend the URSP rule so that it can include a background data transfer policy. In other words, when the UE receives a URSP rule with a Background Data Transfer Policy and traffic later causes the USRP rule to be triggered, the UE can invoke the policy by establishing a PDU Session for the traffic and providing the Background Data Transfer Reference ID of the Policy during PDU Session Establishment.
2. Besides time window and a location-criteria, what other information needs to included in the policy?

The UE would need information so that it can identify the traffic that the policy applies to. This already exists in the URSP rule.

A Background Data Transfer Reference ID would be needed in the policy so that the UE may provide the Background Data Transfer Reference ID of the Policy during PDU Session Establishment so that the SMF will know that the policy applies to this PDU session.
· Why is a Background Data Transfer Reference ID needed?

Existing Behavior is as follows: When the BDT policy is requested, a PCF (PCF#1) creates the policy.  This PCF (PCF#1) does not necessarily know what UEs will use the policy. The AF will later activate the policy when the time window that is associated with the policy is approaching. The PCF that the AF contacts will be the PCF that is serving the PDU session that the policy applies to (PCF#2). The AF will use the AF session information to determine PCF#2’s contact information. The AF will identify the policy with the background data transfer reference ID. PCF#2 will then use the background data transfer reference ID to retrieve the policy.
When we consider the new case where the policy is going to be sent to the UE……….. When the BDT policy is requested, a PCF (PCF#1) creates the policy.  This PCF (PCF#1) does not necessarily know what UEs will use the policy. The AF will later activate the policy. However, since the PDU Session has not been established by the UE yet, the AF cannot contact the PCF that will serve the PDU session.  The AF will contact a PCF (PCF#2) that is serving the UE and request that the policy be sent to the UE.  The AF will use the UE Identifier to determine contact information for PCF#2. The AF can use the Background Data Transfer ID to identify the policy and the contacted PCF (PCF#2) can use the ID to retrieve the policy.  PCF#2 can then send the policy to the UE. Later, when the PDU Session is established, the PCF that serves the PDU session (PCF#3) needs to be told of the policy. Thus, it is proposed that the UE provide the Background Data Transfer Reference ID to the network during PDU Session establishment so that it ID can be captured in CDRs and provided to PCF#3 and then used by PCF#3 to retrieve the policy.
3. What triggers the PCF to send the policies to the UE?

The exact behaviour does not need to be strictly specified, but the stage-2 specification should explain how it works. The PCF may choose to send the policy to the UE immediately when it is created, or the PCF may wait until receiving a notification from the AMF that the UE has entered the Network Area where the policy applies, or the PCF may wait until the time window when the policy applies is approaching.
4. What enhancements are needed to the NEF’s BDT API

The existing background data transfer procedure is essentially a 3 step process.

1. The AF invokes Nnef_BDTPNegotiation_Create to ask for a policy and the NEF provides the AF with one or more policies. (Steps 1-7 of TS 23.502 clause 4.16.7.2)

2. (conditional) If the AF was given more than one policy in the previous step, then the AF tells the NEF which policy it selects. (Steps 8-11 of TS 23.502 clause 4.16.7.2)

3. For every UE that the AF wants the policy to apply to, the AF invokes the Npcf_PolicyAuthorization_Create service directly with the PCF or via the NEF

At a minimum, in order to support xBDT, the AF needs to indicate that it wants the policy to be sent to the UEs in the group.
If we follow the logic of the existing BDT procedure, the AF could invoke the Npcf_PolicyAuthorization_Create service directly with the PCF or via the NEF for every UE that should get the policy. However, this approach seems inefficient. The AF would have to invoke Npcf_PolicyAuthorization_Create for every UE in the group.

One possible optimization is to enhance Npcf_PolicyAuthorization_Create so that it can be group based. However, this also seems inefficient.  The NEF and PCF could have been given the group identifier when the policy was requested.

The Nnef_BDTPNegotiation_Create API already allows the AF to indicate an External Group ID. The External Group ID resolved to an Internal Group ID by the NEF and then the Internal Group ID is used by the PCF to ask the NWDAF to determine a location area for the group. We propose that the Nnef_BDTPNegotiation_Create API be updated so that the AF can indicate if the policy should be sent to the group.  If this indication is provided, then NEF can resolve the External Group ID to a SUPI list and the PCF can send the policy to the UEs that are in the SUPI list.
5. The WID says “The policy should consider to avoid huge number of UE sending the data and or signalling to the network at the same time.”. How should this be handled.
One solution to this issue is to have the PCF generate different polices for the UE that are identical but have different time windows.

Another solution is to indicate to the UE that it should randomize when, in the time window, it begins the background data transfer. We propose that this approach is selected so that that the PCF will only need to store a single policy that is shared by multiple UEs.
Proposal

Proposal 1: The BDT policy is part of a URSP rule.

Proposal 2: A Background Data Transfer Reference ID is part of the BDT rule and provided to the SMF by the UE during PDU Session establishment.

Proposal 3: The PCF may choose to send the policy to the UE immediately when it is created, or the PCF may wait until receiving a notification from the AMF that the UE has entered the Network Area where the policy applies, or the PCF may wait until the time window when the policy applies is approaching. Stage-2 can document these options but no single option needs to be required.

Proposal 4a: Nnef_BDTPNegotiation_Create can be updated to allow the AF to indicate that the policy should be sent to the UE.

Proposal 4b: When the AF indicates in the Nnef_BDTPNegotiation_Create API that the policy needs to be sent to the UE, the NEF can resolve the External Group ID to a SUPI list and the PCF can send the policy to the UEs that are in the SUPI list.
Proposal 5: The policy will include an indication to the UE that it should randomize when, in the time window, it begins the background data transfer

S2-1903389 (a TS 25.503 CR) and S2-1903396 (a TS 25.502 CR) are submitted to this meeting.
The existing URSP framework will be used for delivery of policy information related to background data transfer from 5G core network to the UE.


The policy information content will define time window and location criteria that need to be met for background data transfer.


How and when the PCF activates/disbributes the policies related with background data transfer to the UEs will be defined.


There is a single dedicated PDU Session that is used for background data transfer which is established and released based on the background data transfer policies.
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