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Abstract of the contribution: This contribution clarifies the FFS related to mapping of ID, and applying restrictions for analytics exposure of analytics information to AF via NEF.
1. Discussion
	Topic
	Reason
	Proposal

	Clause 6.1.1.2 and 6.1.2.2

Editor's note: It is FFS whether and how NEF needs to apply restrictions to the analytic information/parameters provided to AF.
	Analytics ID UE mobility Statistics (Clause 6.10 in TS 23.288) can be consumed by NFs and AFs. This analytics output fields contain the Tracking Area or Cell information (i.e., operator network information). 
- AF (consuming analytics in Table 6.10.3.1) is not part of the operator network, and the operator must have the capability to decide whether the TA or Cell information itself will be exposed; 
- Therefore, upon operator configuration the exposure of this analytics to AF will be subjected to restrictions to the outputted information to AF via NEF (i.e, outbound restrictions).

- In this example, the restriction is anonymize the TA or Cell information, e.g. instead of TA or Cell ID itself output geographical information related to TA or Cell IDs. 

6.10.3
Output Analytics
The NWDAF supporting data analytics on UE mobility shall be able to provide UE mobility analytics to consumer NFs or AFs. The analytic results provided by the NWDAF could be UE mobility statistics, UE mobility predictions:
-
UE mobility statistics is defined in the Table 6.10.3-1.

Table 6.10.3-1: UE mobility statistics
Information

Description

UE ID
Internal UE ID
UE location (1..max)
  >UE location
TA or cells which the UE stays
  >Time slot
Time slot that the UE moves to this location
  >Average Duration
Average time period that the UE stays in this location
  >Frequency
Number of times that the UE moves to this location

	1. Include in the description of Step 4 of Figure 6.1.1.2-1 and Step 4 of Figure 6.1.2.2-1 that NEF may apply outbound restrictions
2. Remove FFS from Clause 6.1.1.2, 6.1.2.2. 
3. Clarifications of the “how” restrictions are applied are included in the extension of procedure in Figure 6.1.1.2-1 to introduce how keeps the NEF the mapping among AFs, allowed Analytics IDs and associated restrictions. 

	Clause 6.1.3:

Editor's note: The relationship (e.g. the mapping when using NEF) of Analytic ID and Event ID (as defined in TS 23.502 [3] clause 4.15.1) is FFS.
	Because the new service called Nnef_AnalyticsExposure has been defined, the Analytics ID (as in NWDAF) can be the same identifier exposure by NEF to AFs, without any need to map Analytics IDs from NWDAF with Event IDs defined for NEF exposure via Nnef_EventExposure. 

Nevertheless, NEF needs to keep a mapping among AF identifier, allowed Analytics ID(s), and associated restrictions..

	4. Removal of Editor’s notes 
5. Insert text with clarification in Clause 6.1.3
6. Add capability of AF to discover allowed Analytics IDs to be consumed.




2. Proposal
* * * * Start of 1st Change * * * * 

6.1.1.2
Analytics subscribe/unsubscribe by AFs via NEF
The analytics exposure to AFs may be performed via NEF by using analytics subscription to NWDAF.
Figure 6.1.1.2-1 illustrates the interaction between AF and NWDAF performed via the NEF.
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Figure 6.1.1.2-1: Procedure for analytics subscribe/unsubscribe by AFs via NEF
0.
NEF controls the analytics exposure mapping among the AF identifier with allowed Analytics ID, and associated inbound restrictions (i.e, applied to subscription of the Analytics ID for an AF) and/or outbound restrictions (i.e., applied to notification of Analytics ID to an AF). 
In this release, AF is configured with the appropriated NEF to subscribe to analytics information, the allowed Analytics ID(s), and with allowed inbound restrictions (i.e., parameters and/or parameter values) for subscription to each Analytics ID. 
1.
The AF subscribes to or cancels subscription to analytic information via NEF by invoking the Nnef_AnalyticsExposure_Subscribe/ Nnef_AnalyticsExposure_Unsubscribe service operation defined in TS 23.502 [3]. If the analytic information subscription is authorized by the NEF, the NEF records the association of the analytic trigger and the requester identity.

2.
Based on the request from the AF, the NEF subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation. 
In case the parameters and/or parameters values of the AF request comply with the inbound restriction in the analytics exposure mapping, NEF forwards in the subscription to NWDAF service the Analytics ID, parameters and/or parameters values from the AF request.

In case the request from AF does not comply with the restrictions in the analytics exposure mapping, , NEF may apply restrictions to the subscription request to NWDAF (e.g., restrictions to parameters or parameter values of the  Nnwdaf_AnalyticsSubscription_Subscribe service operations) , based on operator configuration.

The NEF selects an NWDAF that supports analytic information requested by the AF using the NWDAF discovery procedure defined in TS 23.501 [2].
3.
If the NEF subscribes to analytic information, the NWDAF notifies the NEF with the analytic information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation.

4.
If the NEF receives the notification from the NWDAF, the NEF notifies the AF with the analytic information by invoking Nnef_AnalyticsExposure_Notify service operation defined in TS 23.502 [3].  NEF may apply outbound restrictions to the notifications to AFs (e.g., restrictions to parameters or parameter values of the Nnef_AnalyticsExposure_Notify service operation) based on analytics exposure mapping.


* * * * Start of 2nd Change * * * * 

6.1.2.2
Analytics request by AFs via NEF
The analytics exposure to AFs may be performed via NEF by using analytics request to NWDAF.
Figure 6.1.2.2-1 illustrates the interaction between AF and NWDAF performed via the NEF.
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Figure 6.1.2.2-1: Procedure for analytics request by AFs via NEF
0.
NEF controls the analytics exposure mapping among the AF identifier with allowed Analytics ID(s), and associated inbound restrictions (i.e., applied to the Analytics ID requested by AF, and/or outbound restrictions (i.e., applied to the response of  Analytics ID to AF). 
In this release, AF is configured, e.g., via static OAM configuration, with the appropriated NEF to subscribe to analytics information, the allowed Analytics ID(s), and with allowed inbound restrictions (i.e., parameters and/or parameter values) for requesting each Analytics ID. 
1.
The AF requests to receive analytic information via NEF by invoking the Nnef_AnalyticsExposure_Fetch service operation defined in TS 23.502 [3]. If the analytic information request is authorized by the NEF, the NEF records the association of the analytic trigger and the requester identity.
2.
Based on the request from the AF, the NEF requests analytic information by invoking the Nnwdaf_AnalyticsInfo_Request service operation. 
In case the parameters and/or parameters values of the AF request comply with the restriction in the analytics exposure mapping, NEF forwards in the subscription to NWDAF service the Analytics ID, parameters and/or parameters values from AF in the request to NWDAF.
In case the request from AF does not comply with the restrictions in the analytics exposure mapping,,NEF may apply restrictions to the request to NWDAF (e.g., restrictions to parameters or parameter values of the Nnwdaf_AnalyticsInfo_Request service operations) based on operator configuration.

The NEF selects an NWDAF that supports analytic information requested by the AF using the NWDAF discovery procedure defined in TS 23.501 [2].
3.
The NWDAF responds with the analytic information to the NEF.

4.
The NEF responds with the analytic information to the AF. NEF may apply restrictions to the response to AFs (e.g., restrictions to parameters or parameter values of the Nnef_AnalyticsExposure_Fetch response service operation) based on operator configuration.

* * * * Start of 3rd Change * * * * 

6.1.3
Contents of Analytics Exposure

The NFs/AF/ OAM subscribing (using Nnwdaf_ AnalyticsSubscription) or requesting (using Nnwdaf_AnalyticsInfo) analytics to NWDAF should contains:
-  Analytic ID: one or multiple Analytic ID(s)

Editor's note: New Analytic IDs possibly need to be extended to fit to use cases.


NOTE: Analytics ID(s) are also used by AFs subscribing to analytics information via NEF. NEF controls the mapping of Analytics IDs allowed to be exposed to AFs. Details in Clause 6.1.1.2 and 6.1.2.2.
-
Analytic Filter Information. This set of parameter types and values enables to select which type of analytics information are requested (e.g. subset of all available analytics produced by NWDAF for the given Analytic ID value).
-
Target of Analytic Reporting: the object targeted by analytics/predictions (UEs, group of UE(s), any UEs). The target of analytic reporting indicates entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs). 

-
A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from NWDAF with this subscription.

-
Analytic Reporting Information with the following parameters:
-
Parameters defined in Table 4.15.1-1, TS 23.502 [2].

-
Observation period: time interval [start..end] covered by the computation, either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.

-
Preferred level of accuracy of the analytics (e.g. Low/High).

Editor's note: Other additional parameters is FFS which is according to use cases e.g. as level of aggregation
The NWDAF provide analytic feedback to NFs/AF/ OAM by notifying (using Nnwdaf_AnalyticsSubscription) or response (using Nnwdaf_AnalyticsInfo) to analytics should contains:

-
The Notification Correlation Information provided in the subscription request.

-
The Analytic ID (one of the Analytic ID provided in the request),

-
Related list of analytics on the requested observation period;

-
Optional additional information:

-
Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;

-
Probability assertion: level of certainty, degree of confidence in statistics/prediction.

* * * * End of Changes * * * * 
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