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4.16.2.2
AM Policy Association Modification initiated by the PCF

This procedure is applicable to AM Policy Association modification due to Case B.
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Figure 4.16.2.2-1: AM Policy Association Modification initiated by the PCF

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

NOTE:
The V-PCF stores the access and mobility control policy information provided to the AMF.

1.
[Conditional] PCF determines locally that the new status of the UE context requires new policies.

2.
The (V-)PCF makes a policy decision.

3.
The (V-)PCF sends Npcf_UpdateNotify including the identification of AM policy context, Service Area Restrictions or RFSP.

4.
The AMF deploys the Access and mobility related policy information, which includes storing the Service Area Restrictions and Policy Control Request Trigger of AM Policy Association, provisioning of the Service Area Restrictions and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.
	Next change


4.16.3.2
AMF-initiated AM Policy Association Termination
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Figure 4.16.3.2-1: AMF-initiated AM Policy Association Termination

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.

1.
The AMF decides to terminate the AM Policy Association during Deregistration procedure or due to mobility with change of AMF and (V-)PCF in the registration procedure or handover procedure, then if a AM Policy Association was established with the (V-)PCF steps 2 to 3 are performed.

2.
The AMF sends the Npcf_AMPolicyControl_Delete service operation including the identification of AM policy context to the (V-)PCF.

3.
The (V-)PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure.

4.
The AMF removes the AM Policy Association for this UE, including the Access and Mobility Control Policy related to the UE. The AMF deletes the subscription to AMF detected events requested for that Policy Association.
	Next change


5.2.5.2.2
Npcf_AMPolicyControl_Create service operation

Service operation name: Npcf_AMPolicyControl_Create
Description: NF Service Consumer can request the creation of a AM Policy Association and by providing relevant parameters about the UE context to the PCF.
Inputs, Required: SUPI.

Inputs, Optional: Information provided by the AMF as define in 6.2.1.2 of TS 23.503 [20], such as Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, List of subscribed Service Area Restrictions, subscribed RFSP Index, the Allowed NSSAI, GUAMI, backup AMF(s) (if NF Type is AMF). Backup AMF(s) sent only once by the AMF to the PCF in its first interaction with the PCF.

Outputs, Required: Identification of AM policy context.
Outputs, Optional: The requested Access and mobility related policy information as defined in Clause 6.5 of TS 23.503 [20], and Policy Control Request Trigger of AM Policy Association.

See clause 4.2.2.2.2 (step 16) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE.

See clause 4.16.1.2 (steps 2 and 3) for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.

See clause 4.16.1.3 (steps 3 and 4) for the detail usage of this service operation for AMF. In step 3, the AMF requests the PCF to apply operator policies for the UE; in step 4, the PCF acknowledges AMF with requested policy.

	Next change


5.2.5.2.3
Npcf_AMPolicyControl_UpdateNotify service operation

Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides to the NF Service Consumer, e.g. AMF updated Policy information for the UE context evaluated based on the information previously provided by the PCF and the UDR.

NOTE:
This notification corresponds to an implicit subscription.

Inputs, Required: Identification of AM policy context.
Inputs, Optional: Access and Mobility related information or indication of Policy Association termination. Policy information for the UE context as defined in clause 5.2.5.1.

Outputs, Required: Success or failure.

Outputs, Optional: None.

See clause 4.16.2.2 for the usage of this service operation.
	Next change


5.2.5.2.4
Npcf_AMPolicyControl_Delete service operation

Service operation name: Npcf_AMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the AM policy control association..
Inputs, Required: Identification of AM policy context.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.16.3.2 (step 2 and 3) for the detail usage of this service operation for AMF. In step 2, the AMF initiates the AM Policy Association Termination procedure; in step 3 the PCF deletes the AM Policy Association for this Identification of AM policy context.
	Next change


5.2.5.2.5
Npcf_AMPolicyControl_Update service operation
Service operation name: Npcf_AMPolicyControl_Update.

Description: NF Service Consumer, e.g. AMF can request the update of the AM Policy Association to receive updated Policy information for the UE context when the policy control request trigger is met or the AMF is relocated due to the UE mobility and the old PCF is selected.

Inputs, Required: Identification of AM policy context.

Inputs, Optional: Information on the Policy Control Request Trigger condition that has been met as defined in clause 6.1.2.5 of TS 23.503 [20], GUAMI(s) (if NF Type is AMF).

Outputs, Required: Success or not.

Outputs, Optional: Policy information for the UE context as defined in clause 5.2.5.2.1.

See clause 4.16.2.1 for the usage of this service operation.
	End of change


