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	Reason for change:
	Some of the AF related descriptions are not described in TS 23.503 but only referred to TS 23.203.  
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	Summary of change:
	It is proposed to delete the reference to TS 23.203 in TS 23.503 and move the context from TS 23.203 to TS 23.503 as following: 
· Clause 6.2.3 of TS 23.203 maps to clause 6.2.3 in TS 23.503. (description on AF)

· Annex C of TS 23.203 maps to the new Annex in TS 23.503. (sponsored data connectivity)

Most of the context are similar with which is described in 203 but need to map the terms, i.e.:

· The IP-CAN session of TS 23.203 maps to the PDU Session in 5GC.

· The OCS of TS 23.203 maps to CHF in 5GC.

· The IP-CAN bearer of TS 23.203 maps to the QoS Flow in 5GC.

· The PCRF of TS 23.203 maps to the PCF in 5GC.

· The PCEF of TS 23.203 maps to the SMF in 5GC, but the SMF will instruct UPF to enforce the measurement.

· The event trigger of TS 23.203 maps to the Policy Control Request Trigger in 5GC.

· The default bearer of TS 23.203 maps to the QoS Flow associated with the default QoS rule in 5GC.
· The Rx interface and N5 interface should be both supported.

The mapping terms are shown in the words with a different editor.

Some of the context need to be removed:

· TDF and BBERF are not existing in 5GS.

· The RAN congestion awareness is not existing in 5GC.
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* * * First change* * * *  
6.2.3
Application Function (AF)






The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the user plane behaviour. The AF shall communicate with the PCF to transfer dynamic session information, required for PCF decisions as well as to receive notifications about QoS Flow level events. One example of an AF is the P‑CSCF of the IM CN subsystem.
The AF may subscribe in the PCF to receive notifications when the QoS targets can no longer (or can again) be fulfilled for a particular media flow. At the time the PCF gets notified that the GFBR can no longer (or can again) be guaranteed for a PCC rule, the PCF notifies to the AF the affected media and provides the indication that the QoS targets can no longer (or can again) be fulfilled. The AF behaviour is out of the scope of this TS.

NOTE 1:
AF subscription to notifications that QoS targets can no longer (or can again) be fulfilled which results in the setting of the QoS Notification Control in the PCC rule is only applicable to applications being able to adapt to the change of QoS (e.g. rate adaptation) for GBR flows.

To support sponsored data connectivity the AF may provide the PCF with the sponsored data connectivity information, including optionally a usage threshold, as specified in clause 6.2.1.1. The AF may request the PCF to report events related to sponsored data connectivity.

NOTE 2:
Annex X describes the scenario for sponsored data connectivity.

The AF may receive an indication that the service information is not accepted by the PCF together with service information that the PCF would accept. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards the service information to the UE that the PCF would accept.

An AF may communicate with multiple PCFs. The AF shall contact the appropriate PCF as described in clause 6.1.1.2. 
For certain events related to policy control, the AF shall be able to give instructions to the PCF to act on its own, i.e. based on the service information currently available as described in clause 6.1.3.6.

The AF may use the QoS Flow level information in the AF session signalling or to adjust the QoS Flow level event reporting.

The AF may request the PCF to report on QoS Flow level events (e.g. the signalling path status for the AF session). The AF shall cancel the request when the AF ceases handling the user.

NOTE 2:
The QoS authorization based on incomplete service information is required for e.g. IMS session setup scenarios with available resources on originating side and a need for resource reservation on terminating side.

The AF may request the PCF to report on the change of Access Type. The PCF shall report the Access Type and subsequent changes to the AF together with the information of the Radio Access Technology Type (e.g. UTRAN) if it is 3GPP Access Type. The change of the Radio Access Technology Type (e.g. UTRAN) shall be also reported to the AF, even if the Access Type is unchanged.

The AF may request the PCF to report any combination of the user location and/or UE Timezone at AF session establishment, modification or termination. For AF session termination the communication between the AF and the PCF shall be kept alive until the PCF report is received.

The AF may request the PCF to report changes of the PLMN identifier where the UE is currently located at AF session establishment. The PLMN identifier reporting remains until the AF session is terminated.

If QoS Flow resources corresponding to the AF session are released, the PCF reports to the AF, if available, the reason why QoS Flow resources are released i.e. RAN/NAS Release Cause, TWAN Release Cause or UWAN Release Cause.

If QoS Flow resources corresponding to the AF session are released, the PCF reports to the AF, if available, the User Location Information and/or the UE Timezone.

If the user plane traffic traverses the AF, the AF may handle the usage monitoring and therefore it is not required to provide a usage threshold to the PCF as part of the sponsored data connectivity information.

The AF may contact the PCF via the NEF to request a time window and related conditions for future background data transfer (as described in clause 6.1.2.4). If the PCF replies with more than one transfer policy, the AF shall select one of them and inform the PCF about the selected transfer policy. The reference ID provided by the PCF shall be used by the AF during every subsequent transfer of AF session information related to this background data transfer (via the Rx/N5 interface).

* * * Second change* * * *  
Annex X (informative):
PCC usage for sponsored data connectivity

X.1
General

With sponsored data connectivity, the Sponsor has a business relationship with the operator and the Sponsor reimburses the operator for the user's data connectivity in order to allow the user access to an associated Application Service Provider's (ASP) services. Alternatively, the user pays for the connectivity with a transaction which is separate from the subscriber's charging. It is assumed the user already has a subscription with the operator.

A possible deployment configuration for sponsored data connectivity in the non-roaming case is illustrated in Figure X.1-1. 

NOTE 1:
Sponsored data connectivity is not supported in the roaming with visited access scenario in this Release.
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Figure X.1-1: Deployment for sponsored data connectivity

The relationship between the AF and Sponsor and between the Sponsor and ASP is out of scope of this specification. A single AF can serve multiple ASPs and multiple sponsors.

NOTE 2:
An ASP can also be a sponsor.

The sponsor may choose to supply the PCF (via the AF) with the usage thresholds that it expects the SMF to enforce. Alternatively, the Sponsor can allow the ASP to enforce such control over the sponsored data connectivity.

The information required for the detection of sponsored HTTP traffic (i.e. server host name) can be verified with the corresponding server IP address/prefix of the IP packets by the SMF. The SMF uses implementation specific logic to perform this verification.

X.2
Reporting for sponsored data connectivity

There are two deployment scenarios for usage reporting for sponsored data connectivity. The Sponsor Identifier and Application Service Provider Identifier are provided for sponsored services to the PCF from the AF over the Rx/N5 interface.

In the first scenario the PCF assigns a service specific Charging Key for a sponsored IP flow. The Charging key is used by the SMF to generate separate accounting records for offline charging and and/or usage data records for online charging for the sponsored flows. Correlation of accounting records and usage data records from multiple users per sponsor and/or application service provider is then performed using the charging key.

In a second scenario the Sponsor Identifier and Application Service Provider Identity is included in PCC rules from the PCF to the SMF as defined in clause 6.3.1. For this scenario the same Charging Key may be used both for IP flows that are sponsored and for flows that are not sponsored. Accounting records generated by the SMF for offline charging include the Sponsor Identity and the Application Service Provider Identity. Correlation of accounting records from multiple users per sponsor and/or application service provider can then be based on Sponsor Identity and Application Service Provider Identity instead of the Charging Key. Usage reporting for online charging including Sponsor Identity and Application Service Provider Identity has not been specified in this release of the specification. PCC rules that include a Sponsor Identity and an Application Service Provider Identity should include a Charging Method that indicates offline charging.

* * * End of the changes* * * *
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