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Abstract of the contribution: this pCR clarifies the UE privacy setting usage.
1. Discussion
Void.
2. Proposal
It is proposed to add the following texts into TS 23.273.
***** BEGIN 1st CHANGE *****
5.4.3
LCS service authorization based on UE LCS privacy profile
UDM provides the UE LCS privacy profile to AMF, NEF and GMLC, if the information is available.
For a 5GC_MT_LR request, the GMLC determines whether the LCS client is authorized to retrieve UE location, based on the UE privacy setting. It is the H-GMLC if the UE is registered in a VPLMN.

NOTE:
The UE privacy setting is not sent to the V-GMLC.

For a 5GC_MT_LR, NEF determine whether the AF is authorized to retrieve UE location, based on the UE LCS privacy profile.

For a 5GC-MO-LR request, the AMF determines whether the NF service consumer is authorized to retrieve UE location, based on the UE LCS privacy profile.
When authorize a location request, the GMLC/AMF/NEF shall check the location request type provided in the location request message from an LCS client or third party AF. If the location request type indicates “value added service”, the GMLC/AMF/NEF further checks UE LCS privacy profile, and determine whether the location request can be authorized. If the location request type indicates other meaning, the GMLC/NEF/AMF skip the check of UE LCS privacy profile and always authorize the location request.
***** End of CHANGE *****
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