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1. Discussion
In this clause, we discuss how the UE determines the access type of a requested PDU Session and we identify the cases when the access type cannot be determined by local policy in the UE (e.g. by URSP rules).

When the UE receives a request from a UE app to establish a data connection with certain parameters (e.g. certain DNN and/or Connection Capabilities) and there is no active PDU Session that matches these parameters, then the UE decides to request a new PDU Session. The UE executes the following steps to determine if it should request a single-access PDU (SA PDU) Session or a multi-access PDU (MA PDU) Session. These steps are based on TS 23.503, clause 6.1.2.2.1.
1. First, the UE evaluates the provisioned URSP rules (if any), excluding the "match-all" URSP rule, and attempts to find a URSP rule that matches the request from the app (a matching URSP rule).
2. If the UE finds a matching URSP rule, then the UE applies this rule.

a. If the matching URSP rule indicates Access Type Preference = Multi-Access, then the UE requests a MA PDU Session.

b. If the matching URSP rule indicates Access Type Preference = 3GPP or Non-3GPP access, then the UE requests a SA PDU Session.

i. This SA PDU Session should not be converted by the network to a MA PDU Session because the UE selected the access type based on policy in the UE.
c. If the matching URSP rule does not indicate an Access Type Preference (which is an optional component), then the UE selects its own access type and it may request a SA PDU Session.
i. This SA PDU Session may be converted by the network to a MA PDU Session since no policy in the UE mandates a single access.

3. If the UE does not find a matching URSP rule, and the UE has applicable Local Configuration (i.e. local configuration that matches the requested app), then the UE applies its Local Configuration.
a. If the applicable Local Configuration indicates preference for a MA PDU Session, then the UE requests a MA PDU Session.

b. If the applicable Local Configuration indicates preference for a specific access (3GPP or Non-3GPP), then the UE requests a SA PDU Session.

i. This SA PDU Session may be converted by the network to a MA PDU Session since no policy in the UE mandates a single access.
c. If the applicable Local Configuration does not indicate an access preference, then the UE considers the Access Type Preference in the "match-all" URSP rule, if present (see NOTE 3 in TS 23.503, clause 6.1.2.2.1). If the UE has no "match-all" URSP rule, or the "match-all" URSP rule does not contain an Access Type Preference, then the UE selects its own access type and it may request a SA PDU Session.
i. This SA PDU Session may be converted by the network to a MA PDU Session since no policy in the UE mandates a single access.

4. If the UE finds no matching URSP rule and has no applicable Local Configuration, or the UE has applicable Local Configuration but the PDU Session requested based on the applicable Local Configuration was rejected by the network, then the UE applies the "match-all" URSP rule (if present).
a. If the "match-all" URSP rule indicates Access Type Preference = Multi-Access, then the UE requests a MA PDU Session.

b. If the "match-all" URSP rule indicates Access Type Preference = 3GPP or Non-3GPP access, then the UE requests a SA PDU Session.

i. This SA PDU Session should not be converted by the network to a MA PDU Session because the UE selected the access type based on policy in the UE.
c. If the "match-all" URSP rule does not indicate an Access Type Preference (which is an optional component), then the UE selects its own access type and it may request a SA PDU Session.

i. This SA PDU Session may be converted by the network to a MA PDU Session since no policy in the UE mandates a single access.

5. If the UE has no "match-all" URSP rule, then the UE selects its own access type and it may request a SA PDU Session.

a. This SA PDU Session may be converted by the network to a MA PDU Session since no policy in the UE mandates a single access.

2. Conclusions and Proposal
Based on the above discussion, we conclude that:

a. In many cases, the UE may not have URSP rules that indicate a specific "Access Type Preference" for a requested PDU Session.
· 
In these cases, it should be at the discretion of the UE to request either a SA PDU Session or a MA PDU Session. As an example, the UE may decide to request a SA PDU Session because it does not know if the serving network supports ATSSS.
b. When the UE decides to request a SA PDU Session, without using a URSP rule to determine the type of access, the network may establish a MA PDU Session instead, if the network prefers so.
· 
This will enable the 5G network to establish MA PDU Sessions more frequently, which in turn will enable the 5G network to optimize its operation and to improve the user experience by e.g. offloading traffic to non-3GPP access; or load-balancing traffic over the two accesses; or aggregating the bandwidth of both accesses, etc. 
c. However, when the UE decides to request a SA PDU Session due to a URSP rule that requires a single-access type, the network should not establish a MA PDU Session instead.

To enable the above behaviour, the following is proposed:
(a) When an ATSSS-capable UE requests a MA PDU Session, the UE provides a "MA PDU Request" indication and its ATSSS Capabilities, as already agreed. This is shown in Fig. 1(a) below.

(b) When an ATSSS-capable UE requests a SA PDU Session, but no policy in the UE and no local restrictions mandate a single access, the UE provides a "MA PDU Network-Upgrade Allowed" indication and its ATSSS Capabilities. This is shown in Fig. 1(b) below. In this case, the network is allowed to establish a MA PDU Session, if the network prefers so. The reception of ATSSS rules by the UE is an indication that a MA PDU Session was established.
(c) When an ATSSS-capable UE requests a single-access PDU Session, but either policy in the UE or local restrictions mandate a single access, the UE does not provide a "MA PDU Network-Upgrade Allowed" indication or its ATSSS Capabilities. This is shown in Fig. 1(c) below. In this case, the network is not allowed to establish a MA PDU Session.
	(a)

Signalling when an ATSSS-capable UE requests a MA PDU Session.
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	(b)

Signalling when an ATSSS-capable UE requests a single-access PDU Session, but no policy in the UE and no local restrictions mandate a single access. 
The network may establish a MA PDU Session, in which case the UE receives ATSSS rules and optionally Measurement Assistance Information.
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	(c)

Signalling when an ATSSS-capable UE requests a single-access PDU Session, but either policy in the UE or local restrictions mandate a single access.
The network shall not establish a MA PDU Session.
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