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Abstract of the contribution: This paper proposes how NWDAF collects data from UPF.
1. Discussion
The procedures in TS 23.288 include some parameters that are currently available at the UPF and can be collected by NWDAF. The table below summarizes these parameters, the target of the parameter collection, i.e. either an Application Id or the UPF or the SUPI and Application Id combination and what is the specified source of the information in the different tables describing input data.

	Procedure 
	Input Parameter
	Target
	Source

	Observed Service experience related network data analytics. 
	QoS flow Bit Rate (Table 6.4.2-1)
	IP 5-tuple (i.e. Correlation Id in Table 6.4.2-1)
	FFS

	
	QoS flow Packet Delay (Table 6.4.2-1)
	IP 5-tuple (i.e. Correlation Id in Table 6.4.2-1)
	FFS

	
	Packet retransmission (Table 6.4.2-1)
	IP 5-tuple (i.e. Correlation Id in Table 6.4.2-1)
	FFS

	Expected UE behavioural parameters related network data analytics
	Communication start or end time (Table 6.4.2-2)
	SUPI (i.e. UE id in Table 6.4.2-2) 
	FFS

	
	UL or DL Packet Latency (Table 6.4.2-2)
	SUPI (i.e. UE id in Table 6.4.2-2)
	FFS

	
	UL or DL data rate (Table 6.4.2-2)
	SUPI (i.e. UE id in Table 6.4.2-2)
	FFS

	MICO Mode Parameter Optimization for mIoT Terminals
	Traffic usage report (e.g. flow length, size, and inter packet arrival time) (Table 6.7.2-1)
	SUPI or Internal Group Id or DNN or Application Id (i.e. multiple correlation Id in Table 6.7.2-1)
	UPF or SMF



Note that the conclusions from TR 23.791 indicates that:
· OAM services (as defined per TS 28.552 [15], 28.553 [16], 28.554 [17]) may be used to retrieve information targeting a NF, a slice, a gNB while 
· EventExposure services may be used to retrieve additional information targeting a UE (or a list of UE(s)) or group(s) of UE(s)).
Proposal 1:  per SUPI or GPSI or Internal Group Id information defined in the table above is retrieved from the UPF using the existing EventExposure mechanisms. 
Proposal 2: per Application or per IP 5-tuple is also collected from UPF using the existing EventExposre mechanism.
Then, the next question is whether EventExposure procedures needs to be extended.
To that extent we propose a procedure for NWDAF to collect data from UPF based on the following aspects:
· UPF implements a Nupf_EventExposure service, notifying Events according to the UPF’s data that NWDAF collects.
· SMF’s Nsmf_EventExposure service also exposes the Events exposed by UPF
· NWDAF subscribes to SMF’s Nsmf_EventExposure service, indicating the Event-ID corresponding to the UPF’s data to collect, NWDAF IP address as Notification Target Address, EventFilter including either a SUPI/GPSI, Internal Group Id, Application Id and Notification Correlation ID.
· In turn, SMF subscribes to UPF’s  on behalf NWDAF.
· UPF sends the Event notifications directly to NWDAF, using the NWDAF’s address and Notification Correlation ID.
The rationale for NWDAF subscribing to SMF and in turn SMF subscribing to UPF on behalf NWDAF is to find the UPF allocated to a certain UE. Since SMF is the one hosting the UE-UPF binding information and NWDAF may collect UE-specific data extracted in UPF that may be relocated during the PDU session.
Proposal 3: This contribution proposes updates the different procedures specifying that the source of the data observed or extracted in UPF.
2. Proposal
The following changes are proposed in TS 23.288, according to the discussion above:
· UPF data collection per SUPI, Internal Group Id, IP 5-tuple or Application id is performed by NWDAF via SMF.
· UPF notifies to NWDAF directly, without the need to involve SMF.
· Input data required for procedures Observed Service experience related network data analytics, Expected UE behavioural parameters related network data analytics and MICO Mode Parameter Optimization for mIoT Terminals is updated to allow UPF to report to NWDAF. 
Note that the same approach could be applied to other procedures, not documented in 23.288 yet, but requiring UPF data. 
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[bookmark: _Toc536808686]6.2.2.1	General
The Data Collection from NFs/AFs is used by NWDAF to subscribe/unsubscribe at any NF or AF to be notified for data collection on a set of events.
The Data Collection from NFs/AFs is based on the services of AMF, SMF, UDM, PCF, NRF, UPF and AF via NEF:
-	exposures services (Event Exposure Service) offered by each NF or AF as defined in TS 23.502 [3] clause 4.15 and clause 5.2.
-	other NF services (e.g. NFDiscovery and NFManagement in NRF as defined in TS 23.502 [3] clause 4.15)
This service is used directly in order to retrieve behaviour data individual UE or UE groups (e.g. UE reachability), and also to retrieve global UE information (e.g. Number of UEs present in a geographical area).
Editor's note:	The Exposition Framework is likely to be extended depending on the analysis of use cases, with either:
-	new event-IDs in order to retrieve metrics covering UE populations, not covered by OAM services, as described in TR 23.791 (e.g. metrics per area on CM/RM states).
-	extensions of existing event-IDs and associated reports (e.g. for AMF the "Number of UEs present in a geographical area" in order to obtain finer grain information (cells) than TA).
Table 6.2.2.1-1: NF Services consumed by NWDAF for data collection
	NF
	Service
	Reference in TS 23.502 [3]

	AMF
	Namf_EventExposure
	5.2.2.3

	SMF
	Nsmf_EventExposure
	5.2.8.3

	PCF
	Npcf_EventExposure
	5.2.5.7

	UDM
	Nudm_EventExposure
	5.2.3.5

	NEF
	Nnef_EventExposure
	5.2.6.2

	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	
	Nnrf_NFManagement
	5.2.7.2

	UPF
	Nupf_EventExposure
	5.2.X.1 (See NOTE 1)

	NOTE 1: NWDAF uses Nsmf_EventExposure to subscribe/unsubscribe and request EventId provided by UPF and receives reporting from UPF using Nupf_EventExposure Notify



* * * Second change * * * *
[bookmark: _Toc536808700]6.4.2	Input Data
The service data from the AF and the network data from 5GC NFs for QoS profile Provisioning are defined in Table 6.4.2-1 and Table 6.4.2-2 here below.
Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Correlation ID
	AF
	Could be e.g. IP address 5-tuple or newly allocated temporary ID by 5GC, which is used by NWDAF to correlate the service data from AF and the network data from 5GC NF for the service. (NOTE 1)

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a custom MOS

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.



NWDAF subscribes the service data from AF in the Table 6.4.2-1 by invoking Naf_EventExposure_Subscribe service (Event ID = Service Data, Event Filter information = Application ID, Target of subscription = Any UE) as defined TS 23.502 [3].

Editor´s note: whether the correlation ID is IP address 5-tuple or newly allocated temporary ID by 5GC and how to correlate the Service data and Network data is FFS.

Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Correlation ID
	PCF
	Could be e.g. IP address 5-tuple or newly allocated temporary ID by 5GC , which is used by NWDAF to correlate the service data and the network data for the service

	Timestamp
	
	The timing for the service.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	
	To identify the DNN for the PDU Session which contains the QoS flow

	S-NSSAI
	
	To identify the S-NSSAI for the PDU Session which contains the QoS flow

	Application ID
	
	Provided by the AF, which is used by NWDAF to identify the application service provider and application for the QoS flow

	IP filter information
	
	Provided by the AF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction
The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction
The observed Packet delay for the DL direction

	
Packet retransmission

	UPF
	The observed number of packet retransmission



NWDAF subscribes the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service (Event ID = 5QI Statistics, Event Filter information = Application ID, Target of subscription = Any UE) as defined in TS 23.502 [3].
The Correlation ID and the time stamp are provided by both the AF and each NF to allow correlation of QoS and traffic KPIs for training. The clock reference is able to know the accuracy of the time and correlate the time series of the data retrieved from AF and each NF.
Editor´s note: The NWDAF needs information on the observed QoE at the UPF, how this information is provided to NWDAF needs to be studied.

* * * Third change * * * *
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The UE behavioural information collected from 5GC NFs for expected UE behavioural parameters related network data analytics is defined in Table 6.7.2-1.	
Table 6.7.2-1: UE behavioural information collected from 5GC NF(s)
	Information
	Source
	Description

	UE ID
	AMF
	Could be e.g. SUPI, which is used by NWDAF to correlate the UE behavioural information from different 5GC NFs.

	Communication start or end time
	UPF
	Start time when the UE is available for communication or end time when the UE is unavailable for communication.

	UL or DL Packet Latency
	UPF
	Indicating the delay for uplink or downlink packets transfers for the UE.

	UL or DL data rate
	UPF
	Indicating the bit rate for uplink or downlink packets transfers for the UE.

	Frequent mobility re-registration
	AMF
	A stationary UE may re-select between neighbour cells due to radio coverage fluctuations. This may lead to multiple re-registrations if the cells belong to different registration areas. The number of re-registrations may be an indication for abnormal behaviour.

	Location Reporting
	AMF
	As specified in the Table 4.15.3.1-1 in TS 23.502 [3]


	Communication failure
	AMF
	

	Availability after DNN failure
	AMF
	

	Number of UEs present in a geographical area
	AMF
	

	Change of SUPI-PEI association
	UDM
	

	Roaming status
	UDM
	



NWDAF subscribes the UE behavioural information from 5GC NF(s) in the Table 6.7.2-1 by invoking Namf_EventExposure and/or Nudm_EventExposure service (Event ID = UE behavioural information, Event Filter information = UE ID List, Target of subscription = Any UE) as defined TS 23.502 [3].
Editor's Note:	How the NWDAF gets input information related to Communication start or end, UL or DL Packet latency or data rate needs further study.
* * * Fourth change * * * *
[bookmark: _Toc536808726]6.9.2	Input Data
The information to be collected by the NWDAF for generation of analytic data related to MICO mode parameter optimization can be classified into three groups, 1) network data from NFs, 2) service data from AFs, and 3) management data from the OAM.
The network data to collect from NFs in the 5GC is defined in Table 6.9.2-1. The input data consist of data for identification of a specific target and data for extracting analytic estimation from the similar past situations or the similar group of targets.
Table 6.9.2-1: Network data collection for the analysis
	Information
	Source
	Description

	Location Info
	AMF
	The location information of the UE.

	DNN
	SMF or PCF
	To identify the DNN

	S-NSSAI
	SMF or AMF
	To identify the S-NSSAI for the PDU Session which contains the QoS flow

	UE ID
	AMF
	To identify UE

	Internal Group ID
	SMF
	To identify UE group if available

	Traffic usage report
	UPF or SMF
	To extract traffic characteristics such as flow length, size, and inter packet arrival time.

	Subscription data
	UDR/UDM
	To extract the specific UE related information. To extract UE's service contract, UE context, application data, UE specific policy data, and etc.

	External provisioned parameters
	UDR/UDM
	To extract the provisioned external parameters such as network configuration parameters, provisioned communication and behavioural patterns.

	NF resource status
	OAM/NRF
	The status of assigned resources such as CPU and memory.

	NF load
	OAM/NRF
	The load of specific NFs.

	Service experience
	AF
	User or service provide feedback on service experience such as MOS.



NOTE:	The correlation of analysed traffic information per DNN, per Slice, per service, per group of UE is dependent on usage of the information. Timestamp can be used to correlate the collected data from different sources.
* * * End of changes * * * *
