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Abstract of the contribution: This contribution proposes to resolve and remove three Editor’s notes for “UE behind RG” description. 
Introduction

There are three Editor’s notes in clause 4.10 on UE behind RG:
Editor's note:
this clause includes the definition of support of UE behind 5G-RG and behind FN-RG
This editor’s note can be removed as the clause now contains content

Editor's note:
Whether and how FN-RG and W-5GAN can act a trusted Non-3GPP access.
In order to support trusted non-3GPP access there are a few requirements put on the TNAP (here it is assumed that the RG acts as TNAP):
-
A non-3GPP access network may advertise the PLMNs for which it supports trusted connectivity and the type of supported trusted connectivity (e.g. "5G connectivity"). For WLAN, this could be in the form of ANQP.

-
EAP is used to get access to the trusted non-3GPP access (using EAP-5G). The TNAP thus need to support EAP-based access control. For 802.11, this would be based on 802.1X.

While the first aspect can be considered optional, the second aspect is mandatory. It is understood that an FN-BRG (as defined by BBF) does not support EAP access control. (Does FN-CRG support EAP?). However, a more general definition of FN-RG where an FN-RG is collocated with a Wi-Fi AP supporting 802.1X would however allow the use of trusted non-3GPP access also for RGs not supporting 5G NAS. It is thus proposed to discuss these two options in the meeting and decide a way forward:

- 
Alt 1: Leave out the scenario with FN-RG and W-5GAN acting as trusted Non-3GPP access. The EN can then simply be removed and replaced by a NOTE stating that FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered. 

-
Alt 2: Describe also the scenario with FN-RG and W-5GAN acting as trusted Non-3GPP access but add some text that all FN-RGs may not support the required functionality. 

Below Alt 1 is implemented, but it is straightforward to implement Alt 2 instead. 
Editor's note:
The terminology "5GC-capable UE" and "5GC-UE" needs to be revisited.
It is proposed that the terms "5GC-capable UE" and "5GC-UE" are removed and the text simply refers to a “UE”. There is no need to define new terms for a UE that is 5G capable. Text can be added to clarify that the UE need to support access to untrusted non-3GPP access and/or trusted non-3GPP access.
Proposal

It is proposed to update 23.316 as follows:

**** First Change ****

4.10
UE behind 5G-RG and FN-RG.


An RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. It is assumed that the UE is 5G capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support UEs behind the RG.

When FN-RG/5G-RG is serving a UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session and then from PSA UPF of that PDU session to an IWF. A single FN-RG/5G-RG IP PDU session can be used to serve multiple UEs.

Figure 4.10-1 shows the architecture for how 5G-RG and W-5GAN acts a trusted Non-3GPP access.
NOTE 0: 
FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered in this specification as it is assumed that FN-RG does not support EAP-based access control (e.g. 802.1X).
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Figure 4.10-1: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG RAN or via both accesses. The UE can be connected to 5GC via 5G-RG, NG RAN or via both accesses.

The TNGF and Ta reference point are defined in TS 23.501 [2].

NOTE 1:
The reference architecture in figure 4.10-1 only shows the architecture and the network functions directly connected to W-5GAN or TNGF, and other parts of the architecture are the same as defined in TS 23.501 [2], clause 4.2.
NOTE 2:
The reference architecture in figure 4.10-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.10-1 apply to a single AMF for a 5G-RG which is simultaneously connected to the same 5G Core Network over 3GPP access and W-5GAN.
**** Next Change *****

Annex A (informative):
UE behind RG using untrusted Non-3GPP access procedures

This Annex describes how untrusted Non-3GPP access to 5GC can be provided to a UE via a 5G-RG and FN-RG connected to 5GC.
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Figure A-1: Non-roaming architecture for UE behind 5G-RG using untrusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG RAN or via both accesses. The UE can be connected to 5GC via untrusted non-3GPP access (via 5G-RG), NG RAN or via both accesses.

NOTE 1:
The reference architecture in figure A-1 only shows the architecture and the network functions directly connected to W-5GAN or N3IWF, and other parts of the architecture are the same as defined in TS 23.501 [2] clause 4.2.

NOTE 2:
The reference architecture in figure A-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure A-1 apply to a single AMF for a 5G-RG which is simultaneously connected to the same 5G Core Network over 3GPP access and Wireline 5G Access Network.

NOTE 4:
The UE can as well be registered and connected via 3GPP access.
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Figure A-2: Non-roaming architecture for a UE behind FN-RG using untrusted N3GPP access

The UE can be connected to 5GC via untrusted non-3GPP access (via 5G-RG), NG RAN or via both accesses.

NOTE 5:
The reference architecture in figure A-2 only shows the architecture and the network functions directly connected to Wireline 5G Access Network or N3IWF, and other parts of the architecture are the same as defined in TS 23.501 [2], clause 4.2.

NOTE 6:
The reference architecture in figure A-2 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.

**** End of Changes *****
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