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	Reason for change:
	1.
Two types of UEs need to be considered:
· Legacy UE: unlike CSG which was introduced in the first release of EPS, CAG is not introduced in the first release of 5GS. I.e., legacy R-15 UE does not understand CAG.
· Non-NPN-capable UE: UEs not supporing NPN feature is neither required to understand CAG. It is undesirable for Non-NPN UE to implement functions designed for NPN feature. 

In section 8.1 of TR23.734, the conclusion for key issue 1 and 2 indicates solution 1/2. Solution 1/2 describes the use of “cellReservedForOtherUse” to prevent access from Non-NPN-capable UE. By use of “cellReservedForOtherUse”, legacy UE and Non-NPN-capable UE can be prevented from accessing cells dedicated to NPN

For Non-NPN-capable UE, the use of ‘cellReservedForOtherUse” is applicable for both Standalone NPN or PLMN integrated NPN.
For NPN-capable UE, SNPN ID or CAG can be used to prevent access to non-authorized NPN. 

However, text in section 5.30.3.1 can be misinterpreted so that non-NPN UE also need to support CAG.


	
	

	Summary of change:
	It is clarified that:
· Access from Legacy UE and Non-NPN-capable UE are prevented by NG-RAN. 

	
	

	Consequences if not approved:
	Non-NPN-capable UEs are unnecessarily required to implement some NPN-related functionality.
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<<< Start of first changes >>>
[bookmark: _Toc4683791]5.30	Support for non-public networks
[bookmark: _Toc4683792]5.30.1	General
A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 22.261 [2]. An NPN may be deployed as:
-	a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
-	a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.
SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3 and the additional functionality covered in clause 5.30.2.
Public network integrated NPNs can be enabled using network slicing (see Annex D). To prevent unauthorized UEs from trying to access a Public network integrated NPN, the Closed Access Group (CAG) functionality described in clause 5.29.3 can be used in addition.	Comment by LGE2: Related aspect is covered in 5.30.3.1. This text is not accurate for non-NPN UEs 
[bookmark: _GoBack]
<<< Start of second changes >>>
[bookmark: _Toc4683790]5.30.3.4	Network and cell (re-)selection, and access control
The following is assumed for network and cell selection, and access control:
-	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell (see TS 38.300 [28], TS 38.304 [50]);
NOTE:	The above also implies that cells are either CAG cells or normal PLMN cells.
-	For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];
-	For aspects related to cell (re-)selection, see TS 38.304 [50];
-	The Mobility Restrictions shall be able to restrict the UE's mobility according to the Allowed CAG list (if configured in the subscription) and include an indication whether the UE is only allowed to access CAG cells (if configured in the subscription);
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:
-	The AMF shall verify whether UE access is allowed by Mobility Restrictions:
-	If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-	If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and
-	If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.
-	During connected mode mobility procedures:
-	Based on the Mobility Restrictions received from the AMF:
-	Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-	Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
-	Update of Mobility Restrictions:
-	When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;
-	The AMF shall update the Mobility Restrictions in the UE and NG-RAN accordingly; and
-	If the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure.


<<< End of changes >>>

