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It is FFS whether the NF Service Set ID is unique within the NF instance or NF Set. If former, it is FFS how to correlate the NF Service Set ID values between the NF instances within the NF Set.

2) Editor's note:
To be updated if needed based on the outcome of the ongoing discussions regarding the SET concept.

3) Editor's note:
This text of this bullet needs to be updated depending on the outcome of the NF set discussion.

4) Editor's note:
It is FFS whether the locality parameter is defined at NF instance level or NF service instance level. If latter, the locality of the NF instance is the union of the locations of its NF service instances. If later, it is FFS how stateful NF services can handle request and process transactions for the same UE.

Proposing to resolve these items:

Item 1:

· Let us say UE transaction is processed by NF Service Set #1 within NF instance #1. 

· For subsequent transaction, another NF instance #2 within the same NF set is selected. All NF service sets of the same service type are considered to be equivalent. Thus the consumer/SCP could select any NF service set of the same service type in principle. However, if the NF service sets within NFs are grouped / optimized for specific feature/slice etc, then the recommendation is that the NFs within the same NF set use equivalent numbering scheme:

· NF Service Set A within NF instance-1 &

· NF Service Set A within NF instance-2 are optimized for the same feature/slice etc. 

Item 2/3:
· It was pending resolution of items #1/#4. 

Item 4: 

· As illustrated in figure below, this can result in major technical issues as services within the NF are dependent on each other for processing UE transactions. Thus it can result in delay and impact performance. 
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· Distributing NFs within a NF Set across different locality (DC) allows the same functionality to be supported but without the technical issues illustrated above. It is proposed to retain Locality at the NF level and simply remove EN for item #4.
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6.2.6
NRF

The Network Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance or SCP, and provides the information of the discovered NF instances (be discovered) to the NF instance or SCP.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID.
-
NF type.
-
PLMN ID.
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.
-
FQDN or IP address of NF.
-
NF capacity information.
-
NF priority information.
NOTE 1:
This parameter is used for AMF selection, if applicable, as specified in the clause 6.3.5. See clause 6.1.6.2.2 of TS 29.510 [58] for its detailed use.
-
NF Set ID.

-
NF Service Set ID of the NF service instance.


-
NF Specific Service authorization information.
-
if applicable, Names of supported services.
-
Endpoint Address(es) of instance(s) of each supported service.
-
Identification of stored data/information.
NOTE 2:
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.

-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
-
Location information for the NF instance.

NOTE 3:
This information is operator specific. Examples of such information can be geographical location, data center.

-
TAI(s).

-
Routing Indicator, for UDM and AUSF.

-
One or more GUAMI(s), in case of AMF.

-
SMF area identity(ies) in case of UPF.

-
UDM Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDM.

-
UDR Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDR.

-
AUSF Group ID, range(s) of SUPIs for AUSF.

-
Analytics ID, in case of NWDAF.

NOTE 4:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in the case that e.g. an NF instance has an exceptional service authorization information.

NOTE 5:
It is also expected that the NRF stores a mapping between UDM Group ID and SUPI(s), UDR Group ID and SUPI(s), AUSF Group ID and SUPI(s) to enable discovery of UDM, UDR, AUSF using SUPI, SUPI ranges as specified in clause 6.3.

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface.
6.3
Principles for Network Function and Network Function Service discovery and selection

6.3.1
General

The NF discovery and NF service discovery enable Core Network entities (NFs or Service Communication Proxy (SCP)) to discover a set of NF instance(s) and NF service instance(s) for a specific NF service or an NF type. NF service discovery is enabled via the NF discovery procedure, as specified in TS 23.502 [3], clauses 4.17.4, 4.17.5, 4.17.9 and 4.17.10.
Unless the expected NF and NF service information is locally configured on the requester NF, e.g. when the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the NRF. The Network Repository Function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.

NOTE 1:
NRF can be colocated together with SCP e.g. for communication option D, depicted in Annex E.

In order for the requested NF type or NF service to be discovered via the NRF, the NF instance need to be registered in the NRF. This is done by sending a Nnrf_NFManagement_NFRegister containing the NF profile. The NF profile contains information related to the NF instance, such as NF instance ID, supported NF service instances (see clause 6.2.6 for more details regarding the NF profile). The registration may take place e.g. when the producer NF instance and its NF service instance(s) become operative for the first time. The NF service registration procedure is specified in TS 23.502 [3], clause 4.17.1.

In order for the requester NF or SCP to obtain information about the NF and/or NF service(s) registered or configured in a PLMN/slice, based on local configuration the requester NF or SCP may initiate a discovery procedure with the NRF by providing the type of the NF and optionally a list of the specific service(s) it is attempting to discover. The requester NF or SCP may also provide other service parameters e.g. slicing related information. For the detailed service parameter(s) used for specific NF and NF service discovery refer to clause 5.2.7.3.2 of TS 23.502 [3]. The requester NF may also provide NF Set related information to enable reselection of NF instances within the NF set.
In the case of Indirect Communication, a NF Service Consumer employs an SCP which routes the request to the intended target of the request.

If the requester NF is configured to delegate discovery, the requester NF may omit the discovery procedure with the NRF and instead delegate the discovery to the SCP; the SCP will then act on behalf of the requester NF. In this case, the requester NF adds any necessary discovery and selection parameters to the request in order for the SCP to be able to do discovery and associated selection. The SCP may interact with the NRF to perform discovery and obtain discovery result.

Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN of NF instance(s) or the Endpoint Address(es) of relevant NF services instance(s) to the requester NF. The NRF provides a list of NF instances and NF service instances relevant for the discovery criteria. The result of the NF and NF service discovery procedure is applicable to any subscriber that fulfils the same discovery criteria. The entity that does the discovery A requester (NF or SCP) may cache the NF profile(s) received from the NF/NF service discovery procedure. The stored NF profile(s) may be used for NF selection for any subscriber matching the NF profile(s).
In the case of Direct Communication, the requester NF uses the discovery result to select NF instance and a NF service instance that is able to provide a wanted NF Service (e.g., an instance of the PCF that can provide Policy Authorization).
In the case of Indirect Communication without Delegated Discovery, the requester NF uses the discovery result to select a NF instance while the associated NF service instance selection may be done by the requester NF and/or an SCP on behalf of the requester NF.

In both the cases, the requester NF may use the information from a previously cached discovery result for subsequent selections (i.e. the requester NF does not need to trigger a new NF discovery procedure to perform the selection).
In the case of Indirect Communication with Delegated Discovery, the SCP will select a suitable NF service instance based on discovery and selection parameters provided by the requester NF and optional interaction with the NRF. The NRF to be used may be provided by the NF consumer as part of the discovery parameters, e.g. as a result of a NSSF query.

NOTE 2:
In a given PLMN, Direct Communication, Indirect Communication, or both may apply.
6.3.1.0
Principles for Binding and Reselection
The NF service producer may provide a binding indication to the NF service consumer as part of the Direct or Indirect Communication procedures, to be used in subsequent related service requests. The binding indication provided by the NF service producer to the NF consumer indicates if the producer is either bound to NF service instance, NF instance, NF service set or NF set. The binding indication may include NF Service Set ID or NF Set ID.
Table 6.3.1.0-1 defines the selection and reselection behaviour of NF services consumers and SCPs depending on the the binding indication provided by an NF service producer.  
Editor’s note: it is FFS how binding indication applies in case of subscribe/notify.
Table 6.3.1.0-1: Binding, selection and reselection
	Binding indication
	The NF Consumer/SCP selects
	The NF Consumer/SCP can reselect e.g. when selected producer is not available

	NF Service Instance
[Note 1]

	The indicated NF Service Instance

	An equivalent NF Service instance:
- within the NF Service Set (if applicable)
- within the NF instance
- within the NF Set (if applicable)


	NF Service Set
	Any NF Service instance within the indicated NF Service Set
	Any NF Service instance within the NF Service Set or any NF Service Set with the same NF Service Set ID within the NF Set (if applicable)
[Note 2]


	NF Instance
	Any equivalent NF Service instance within the NF instance.
	Any equivalent NF Service instance within a different NF instance within the NF Set (if applicable)



	NF Set
	Any equivalent NF Service instance within the indicated NF Set


	Any equivalent NF Service instance within the NF Set 

	NOTE 1: if binding indication is not available, the NF Consumer/SCP routes the service request to the target based on routing information available.
NOTE 2: NF Service Sets in different NFs are considered equivalent if they include same type and variant of NF Services.




Editor’s note: whether and when the binding indication is included is FFS and the content that will be included along with the binding indication is FFS.
The requester NF or SCP may subscribe to receive notifications from the NRF of a newly updated NF profile of an NF (e.g. NF service instances taken in or out of service), or newly registered de-registered NF instances. The NF/NF service status subscribe/notify procedure is defined in TS 23.502 [3], clauses 4.17.7 and 4.17.8.

For NF and NF service discovery across PLMNs, the NRF in the local PLMN interacts with the NRF in the remote PLMN to retrieve the NF profile(s) of the NF instance(s) in the remote PLMN that matches the discovery criteria. The NRF in the local PLMN reaches the NRF in the remote PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF. The NF/NF service discovery procedure across PLMNs is specified in clause 4.17.5 of TS 23.502 [3].

NOTE:
See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the remote PLMN.

For topology hiding, see clause 6.2.17.
6.3.1.1
NF Discovery and Selection aspects relevant with indirect communication

For indirect communication shown in Annex E, the SCP performs the following functionalities regarding Network Function and Network Function Service discovery and selection:

-
If the request sent by NF consumer includes a binding indication, the SCP shall route the service request to the requested target as specified in Table 6.3.1.0-1. If the binding indication does not exist, the SCP may get the NF Set ID from the NRF or local configuration (if available). If the producer had responded with a binding indication, then the NF consumer shall include the same binding indication for subsequent related requests towards the producer.




6.3.1.2
Location information

A locality parameter describes the location of NF instance (e.g. geographic location, data center). The locality of the NF instance is limited to one location.

The locality parameter may be used to select the NF service instance or NF instance from a particular network location based on local configuration.


7.2
Network Function Services

7.2.1
General

In the context of this specification, an NF service is offering a capability to authorised consumers.

Network Functions may offer different capabilities and thus, different NF services to distinct consumers. Each of the NF services offered by a Network Function shall be self-contained, reusable and use management schemes independently of other NF services offered by the same Network Function (e.g. for scaling, healing, etc). 
The discovery of the NF instance and NF service instance is specified in clause 6.3.1.


NOTE 1:
There can be dependencies between NF services within the same Network Function due to sharing some common resources, e.g. context data. This does not preclude that NF services offered by a single Network Function are managed independently of each other.


[image: image2.emf] 


Figure 7.2.1-1:
Network Function and NF Service

Each NF service shall be accessible by means of an interface. An interface may consist of one or several operations.
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Figure 7.2.1-2:
Network Function, NF Service and NF Service Operation

System procedures, as specified in TS 23.502 [3] can be built by invocation of a number of NF services. The following figure shows an illustrative example on how a procedure can be built; it is not expected that system procedures depict the details of the NF Services within each Network Function.


[image: image4.emf] 

   


Figure 7.2.1-3:
System Procedures and NF Services

NOTE 2:
The SCP can be used for indirect communication between NF/NF service instances. For simplicity the SCP is not shown in the procedure.

The following subsections provide for each NF the NF services it exposes through its service based interfaces.

3GPP


[image: image5.png]Forwarding not possible

as the service logicis 2) UE1: Paging
split across DCs request

1) UE1: NASi Namf_communication_ Namf_Event_Exposure
message service



_1554128184.doc

[image: image2.png]NETWORK FUNCTION

NF SERVICE 1 NFSERVICE2 see NF SERVICE n







[image: image1]
_1554128236.doc

[image: image2.png]w22y

By
zuonelado”zaol

By
L uonerado~zaol

YELY

J

95U TN

NF SERVICE n

NETWORK FUNCTI

oS JUN

NF SERVICE 2

ot JuN

NF SERVICE 1

o Jun

N







[image: image1]
_1554128055.doc
[image: image1]
[image: image2.png]NETWORK FUNCTION A NETWORK FUNCTION B NETWORK FUNCTION C

CONSUMERB1 CONSUMERA2
NFSERVICEAZ  *oe NFSERVICEBT eee







 












