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FIRST CHANGE
5.8.2.11
Parameters for N4 session management

5.8.2.11.1
General

These parameters are used by SMF to control the functionality of the UPF as well as to inform SMF about events occurring at the UPF.

The N4 session management procedures defined in clause 4.4.1 of TS 23.502 [3] will use the relevant parameters in the same way for all N4 reference points: the N4 Session Establishment procedure as well as the N4 Session Modification procedure provide the control parameters to the UPF, the N4 Session Release procedure removes all control parameters related to an N4 session, and the N4 Session Level Reporting procedure informs the SMF about events related to the PDU Session that are detected by the UPF.

The parameters over N4 reference point provided from SMF to UPF comprises an N4 Session ID and may also contain:

-
Packet Detection Rules (PDR) that contain information to classify traffic (PDU(s)) arriving at the UPF;
-
Forwarding Action Rules (FAR) that contain information on whether forwarding, dropping or buffering is to be applied to a traffic identified by PDR(s);
-
Multi-Access Rules (MAR) that contain information on how to handle traffic steering, switching and splitting for a MA PDU Session;

-
Usage Reporting Rules (URR) contains information that defines how traffic identified by PDR(s) shall be accounted as well as how a certain measurement shall be reported;
-
QoS Enforcement Rules (QER), that contain information related to QoS enforcement of traffic identified by PDR(s);
-
Trace Requirements.
The N4 Session ID is assigned by the SMF and uniquely identifies an N4 session.

If the UPF indicated support of Trace, the SMF may activate a trace session during a N4 Session Establishment or a N4 Session Modification procedure. In that case it provides Trace Requirements to the UPF. The SMF may deactivate an on-going trace session using a N4 Session Modification procedure. There shall be at most one trace session activated per N4 Session at a time.

NEXT CHANGE
5.8.2.11.8
Multi-Access Rule

The following table describes the Multi-Access Rule (MAR) that includes the association to the two FARs for both 3GPP access and non-3GPP access in the case of supporting ATSSS.

Table 5.8.2.11.8-1: Attributes within Multi-Access Rule

	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this MAR.
	

	Rule ID
	Unique identifier to identify this rule.
	

	Steering functionality
	Indicates the applicable traffic steering functionality:

Values "MPTCP functionality", "ATSSS-LL functionality".
	

	Steering mode
	Values "Active-Standby", "Smallest Delay", "Load Balancing" or "Priority-based".
	

	Per-Access Forwarding Action information (NOTE 1)
	Forwarding Action Rule ID
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	
	Weight
	Identifies the weight for the FAR in case steering mode is "Load Balancing"
	The weights for all FARs need to sum up to 100

	
	Priority
	Values "Active or Standby" or "High or Low" for the FAR
	"Active or Standby" for "Active-Standby" steering mode and "High or Low" for "Priority-based" steering mode

	
	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	This enables the SMF to request separate usage reports for different FARs (i.e. different accesses)

	NOTE 1:
The Per-Access Forwarding Action information is provided per access type (i.e. 3GPP access or Non-3GPP access).
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