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Abstract of the contribution: This contribution proposes miscellaneous updates to the framework procedures for Data Collection.
Discussion

 In 6.2.1, it is specified that the NWDAF shall, for data collection, use the Generic management services as defined in TS 28.532, the Exposure services offered by NFs/AFs, and other NF services in order to collect NF data (e.g. NRF). However, this should not be mandatory, and rather be left to NWDAF option.

Text in 6.2.3.2 is redundant with text in 6.2.3.1.

NOTE 1 in 6.2.2.2 is shortened to just say that The Event ID (s) are defined in TS 23.502. In NOTE 2, the correct flag is the "immediate" reporting flag.

Some other editorial corrections are proposed.

Proposal

It is proposed to update TS 23.288 as follows.

START CHANGE
6.2
Procedures for Data Collection

6.2.1
General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF), as a basis of the computation of network analytics.

All available data encompass:

-
OAM global NF data,

-
behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),

-
other NF data available in the 5GC (e.g. NRF)

The NWDAF shall use at least one of the following services:

-
the Generic management services as defined in TS 28.532 [6] offered by OAM in order to collect OAM global NF data.

-
the Exposure services offered by NFs/AFs in order to retrieve behaviour data and other non-OAM pre-computed metrics.

-
Other NF services in order to collect NF data (e.g. NRF)

The NWDAF shall be able to discover the metrics supported by a NF/AF.

Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity
NEXT CHANGE
6.2.2.2
Procedure for Data Collection from NFs/AF 

The procedure in Figure 6.2.2.2-1 is used by NWDAF to subscribe/unsubscribe at NFs/AF in order to be notified for data collection on a related event (s), using Event Exposure Services as in Table 6.2.2.1-1.
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Figure 6.2.2.2-1: Event Exposure Subscribe/unsubscribe for NFs/ AF
1.
The NWDAF subscribes to or cancels subscription for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe/ Nnf_EventExposure_Unsubscribe service operation.

NOTE 1:
The Event ID (s) are defined in TS 23.502 [3].

2.
If NWDAF subscribes to a (set of) Event ID(s), the NFs notifies the NWDAF (e.g. with the event report) by invoking Nnf_EventExposure_Notify service operation.

NOTE 2:
The NWDAF can use the immediate reporting flag as defined in Table 4.15.1-1 of TS 23.502 [3] to meet the request-response model for data collection from NFs.

NEXT CHANGE
6.2.2.4
Procedure for Data Collection from NRF
The NWDAF may use NRF services and Network Function service framework procedures as defined in TS 23.502 [3] clause 5.2.7 and clause 4.17:
-
NF/NF service discovery procedures (in TS 23.502 [3] clause 4.17.4) and Nnrf_NFDiscovery service (in TS 23.502 [3] clause 5.2.7.3) in order to dynamically discover the NF instances and services of the 5GC. Such discovery may be performed on a periodic basis, or under specific circumstances.

-
NF/NF service status subscribe/notify procedures (in TS 23.502 [3] clause 4.17.7) and Nnrf_NFManagement service (in TS 23.502 [3] clause 5.2.7.2) in order to be notified about the change of status of an NF. The service operations for obtaining status information are NFStatusSubscribe and NFStatusNotify, from the Nnrf_NFManagement service.

The information provided by the NRF to the NWDAF with the Nnrf_NFDiscovery_Request and the Nnrf_NFManagement_NFStatusNotify operations are the NFProfile and the NFService. Such information can be used to set-up and maintain a consistent network map for data collection and also, depending on use cases, in order to perform estimations:

-
NF profile: NF capacity, NF load information, NF status, NF recovery time, NF locality;
-
NF service: service capacity, service load information, service status, service recovery time.
NEXT CHANGE
6.2.3
Data Collection from OAM
6.2.3.1
General
The NWDAF may collect relevant management data from the services in the OAM as configured by the PLMN operator.
‐
NG RAN or 5GC performance measurements as defined in TS 28.552 [8].

‐
5G End to end KPIs as defined in TS 28.554 [10].
NWDAF shall use the following services to have access to the information provided by OAM:

-
Generic performance assurance and fault supervision management services as defined in TS 28.532 [6].

‐
PM (Performance Management) services as defined in TS 28.550 [7].

‐
FS (Fault Supervision) services defined in the TS 28.545 [9].

NWDAF can be configured to invoke the existing OAM services to retrieve the management data.
OAM perform the required configuration in order to provide the information requested by NWDAF subscription and perform the tasks, e.g. data collection, data processing, associated with the subscribed request from NWDAF.
Another usage of OAM services is when the target of data collection is related to MDT based retrieval of information which is a per UE mechanism.


6.2.3.2
Procedure for data collection from OAM

The interactions between NWDAF and OAM for data collection are illustrated in Figure 6.2.3.2-1. The data collected depends on the use cases. This figure is an abstraction of the actual services that are defined in specifications such as TS 28.532 [6].
The flow below assumes the NWDAF is configured on how to subscribe to the relevant OAM services.
OAM shall setup the required mechanisms to guarantee the continuous data collection requested by NWDAF.
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Figure 6.2.3.2-1: Data collection from OAM services

1. (Clause 7.1.1.3.2, TS 28.532 [6]), Subscribe (Input): NWDAF subscribes to the notification(s) related to the services provided by the management service producer.

2. (Clause 7.1.1.3.3, TS 28.532 [6]), Subscribe (Output): management service producer responses to NWDAF if the subscription is success or not.

3. Data processing: management service producer prepares the data.

4. Notification (notifyFileReady): management service producer notifies the data file is ready.

As the final step, NWDAF fetches data by using FTP (not specified in 3GPP, based on vendor implementation). 

NOTE 1:
The call flow in Figure 6.2.3.2 -1 only shows a subscribe/notify model for the simplicity, however both request-response and subscription-notification models shall be supported.

END OF CHANGES
3GPP
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