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Abstract of the contribution: This paper proposes to collect UP session metrics. These metrics are exposed by the SMF via Event Exposure. They are collected by the SMF from the UPF through N4.

1. Discussion
The NWDAF needs to collect UP communication metrics in several use cases, for instance:
· UC “UE Communication Analytics “
· UC “Expected UE behavioural parameters related network data analytics”
However, several issues exist at present time:
· The metrics are not defined at present time in the SMF Event Exposure framework. The following are the types of events for which a subscription can be made: UP path change, PDU Session release, 	Change of Access Type, PLMN change; and UE IP address change.
· There is not UPF Event Exposure framework, and it is not planned for release 16
The proposal is to extend the SMF event Exposure framework in order to defined basic communication metrics. 
Accordingly, the SMF will collect such data through the existing mechanisms of the N4 interface (PFCP) from the UPFs closest to DNs.
2. Proposal
The following changes are proposed in TS 23.288.
[bookmark: _Toc517082226]* * * First change * * * *
[bookmark: _Toc3103182][bookmark: _Toc3539238][bookmark: _Toc3876071][bookmark: _Toc3539453]6.11	UE Communication Analytics
6.11.1	General
In order to provide, e.g. customized mobility management or QoS improvement, in 5GS, NWDAF shall be able to perform data analytics on UE communication pattern and user plane traffic, and provide the analytics results (i.e. UE communication pattern statistics or prediction) to the 5GC.
NWDAF supporting data analytic on UE communication shall be able to collect information on UE sessions from SMFs, and/or per application communication description from AFs. If consumer NF provides an Application ID, the NWDAF only considers the data from AF and SMF that corresponds to this application ID. 
[bookmark: _Toc3539454]6.11.2	Input Data
The NWDAF supporting data analytic on UE communication shall be able to collect communication information for the UE from AFs or SMFs. The detailed information collected by the NWDAF could be service data related to UE communication description as defined in the Table 6.11.2-1.
Table 6.11.2-1: Service Data from AF related to UE communication
	Information
	Description

	UE ID
	Could be GPSI or external UE ID

	Correlation information
	Identifying the application generating the traffic

	Application ID
	Identifying the application providing this information

	UE communication (1..max)
	Communication description per application



Editor's Note:	The exact information carried in the UE communication is FFS.
The correlation information may be used to correlate the communication information collected from an AF with the communication information collected from SMF(s). Other correlations can be made within the NWDAF using UE communication time pattern.
Editor's Note:	 the exact nature of correlation information (e.g. IP address 5-tuple) is FFS. 

[bookmark: _Toc3539455]6.11.3	Output Analytics
The NWDAF supporting data analytic on UE communication shall be able to provide the analytics to consumer NFs. The analytic results provided by the NWDAF could be the UE communication pattern statistics or predictions as defined in the Table 6.11.3-1;
Table 6.11.3-1: UE communication pattern statistics or predictions
	Information
	Description

	UE ID
	Internal UE ID

	UE communications (1..max)
	

	  > Periodic communication indicator
	Identifies whether the UE communicates periodically or not

	  > Periodic time
	Interval Time of periodic communication

	  > Scheduled communication time
	Time zone and Day of the week when the UE may be available for communication

	  > Communication duration time
	Duration interval time of periodic communication or the scheduled communication

	  > Traffic Profile
	Identifies the traffic type: MO/MT, single packet or multiple packets 

	  > Traffic volume 
	Volume UL/DL 

	  > Confidence
	Confidence of the prediction if this is a communication pattern prediction




6.11.4	Procedures
The NWDAF can provide UE communication related analytics, in the form of statistics or predictions or both, to a 5GC NF.


NF
NWDAF
1-Nnwdaf_AnalyticsInfo_Request 
/ Nnwdaf_AnalyticsInfo_Subscribe 
AF
SMF
2a-Naf_EventExposure_Subscribe 
2b--Naf_EventExposure_Notify
2c-Nsmf_EventExposure_Subscribe 
2d-Nsm_EventExposure_Notify
3- NWDAF derives new analytics
4-Nnwdaf_AnalyticsInfo_Response
/ Nnwdaf_AnalyticsInfo_Notify
7-Nnwdaf_AnalyticsInfo_Response
/ Nnwdaf_AnalyticsInfo_Notify
6- NWDAF derives new analytics
5b--Naf_EventExposure_Notify
5d-Nsm_EventExposure_Notify


Figure 6.11.4-1: Procedure for UE communication analytics
1.	5GC NF to NWDAF: Nnwdaf_AnalyticsInfo_Request (Analytic ID=UE communication pattern, Analytic Filter=SUPI) or:  Nnwdaf_ AnalyticsSubscription_Subscribe (Analytic ID=UE communication analytics, Analytic Filter=SUPI).
	5GC NF sends a request to the NWDAF for analytics on a specific UE(s), using either Nnwdaf_AnalyticsInfo or Nnwdaf_ AnalyticsSubscription_Subscribe service. The analytic type indicated by "Analytic ID" is set to “UE communication”. The analytic target indicated by Analytic Filter is set to SUPI or a list of SUPI. 
2a-b.	NWDAF to AF (Optional): Naf_ EventExposure_Subscribe (Event ID, external UE ID).
In order to provide the requested analytics, the NWDAF may subscribe per application communication information from AFs for the UE. Event ID indicates communication report for the UE is requested. The external UE ID is obtained by the NWDAF based on UE internal ID, i.e., SUPI.
This step is skipped if the NWDAF already has the requested analytics available or has subscribed to the AF.
2c-d- NWDAF to SMF: Nsmf_ EventExposure_Subscribe (Event ID, SUPI).
In order to provide the requested analytics, the NWDAF subscribes to UE session information from SMFs. 

3.	The NWDAF derives requested analytics, in the form of UE communication pattern statistics or predictions or both.
4.	NWDAF to 5GC NF: Nnwdaf_AnalyticsInfo_Response or Nnwdaf_ AnalyticsSubscription_Notify.
The NWDAF provides requested UE communication analytics to the NF, using either Nnwdaf_AnalyticsInfo_Response or Nnwdaf_ AnalyticsSubscription _Notify, depending on the service used in step 1.
5-6. If the NF subscribed UE communication analytics at step 1, when the NWDAF generates new analytics, it provides the new generated analytics to the NF.

* * * End of changes * * * *
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