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Abstract of the contribution: This contribution proposes the definition of the specific mechanism to provide the setup of NWDAF map of data collection from different sources and automatically trigger NWDAF data collection.
1. Discussion

Observation 1: TS 23.288 defines in Clause 6.2.2.4 the following:

“The information provided by the NRF to the NWDAF with the Nnrf_NFDiscovery_Request and the Nnrf_NFManagement_NFStatusNotify operations are the NFProfile and the NFService. Such information can be used for all purposes in order to set-up and maintain a consistent network map for data collection and also, depending on use cases, in order to perform estimations:”

Problem: It is not defined in TS 23.288 how exactly NWDAF setup of network map for data collection. 

Observation 2: TS 23.288 defines in Clause 6.7.4.1 the following FFS:

Editor's Note: How NWDAF is triggered to subscribe in different NFs to start receiving that info and how and if UDM decides to trigger that indication in the first place is FFS.
Problem: Clause 6.2.2 (Data Collection from NFs/AFs) and Clause 6.2.3 (Data Collection from OAM) define the mechanisms itself for collecting data, but do not define the triggers for NWDAF to subscribe/request the data from such sources. 

Proposed Solution:
· Definition of the data collection information configured by OAM at NWDAF to trigger the setup of data collection from different sources.

Proposed Changes in TS 23.288:
· Extend description of Clause 6.2.1 with the description of the information of a network map for data collection which is used for the discovery of the metrics from NF/AF.

2. Proposal
**** First Change ****
6.2.1
General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF), as a basis of the computation of network analytics.

All available data encompass:

-
OAM global NF data,

-
behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),

-
other NF data available in the 5GC (e.g. NRF)

The NWDAF shall use:

-
the Generic management services as defined in TS 28.532 [6] offered by NFs in order to collect OAM global NF data.

-
the Exposure services offered by NFs/AFs in order to retrieve behaviour data and other non-OAM pre-computed metrics.

-
Other NF services in order to collect NF data (e.g. NRF)

The NWDAF shall be able to discover the metrics supported by a NF/AF.
· NWDAF may be configured with a network map for data collection, which includes: Analytics IDs, NF Types, geographical location. 
· NWDAF may query NRF with Analytics ID, NF Type and geographical location to discover the proper NF instances of data collection.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity
*************** End of changes ***************
