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1.	Discussion
During the SA2#131 meeting in Tenerife a CR to 23.501 implementing the eNS KI#3 conclusions could not be agreed. This Tdoc S2-1902881 contained the following description:
If a Requested NSSAI includes S-NSSAIs which map to S-NSSAIs of the HPLMN subject to Network Slice-Specific Secondary authentication and authorisation, the AMF shall indicate in the Allowed NSSAI only those S-NSSAIs that are not to be subject to Network Slice-Specific Secondary authentication and authorisation or for which Network Slice-Specific Secondary authentication and authorisation succeeded previously, and shall indicate to the UE that Slice-Specific Secondary authentication will be executed. Then, the AMF shall initiate the Network Slice-Specific Secondary authentication and authorisation procedure as described in clause 5.15.x for each S-NSSAI that requires it. At the end of the Network Slice-Specific Secondary authentication and authorisation steps, the UE may obtain a new Allowed NSSAI which also contains the S-NSSAIs subject to Network Slice-Specific Secondary authentication and authorisation, and for which the authentication and authorisation is successful. If an AMF change is required, this shall be triggered by the AMF using a UE Configuration Update procedure indicating a UE re-registration is required. The S-NSSAIs which were not successfully authenticated and authorised are not included in the Allowed NSSAI and are included in the list of Rejected S-NSSAIs with a cause code indicating Network Slice Specific authentication and authorisation failure.
If a S-NSSAI is rejected with cause code indicating Network Slice Specific Authentication and Authorisation failure, the UE can attempt to request the S-NSSAI again based on local policy.
Editor’s Note: the topic of No Allowed NSSAI due to no S-NSSAIs being authorised for the UE needs to be handled.
The yellow highlighted text shows the case of SSAA failure. 
Further analyses of the SSAA failure cases is provided as follows:
1)	if there are S-NSSAI(s), which do not require SSAA or for which the SSAA is successful, the network provides an Allowed NSSAI to the UE and list of Rejected S-NSSAI(s) with an appropriate reject cause for failed SSAA. Such a rejection was described in the above yellow highlighted text. 
2)	if there are no S-NSSAIs which can be provided in the Allowed NSSAI, the network may perform one of the following:
a)	send Registration Reject message, if the Registration procedure has not completed; or
b) send Deregistration Request message, if the Registration procedure is completed and the network wants to remove the UE's registration. 
In cases 2a) and 2b) an appropriate reject 5GMM cause is needed. Considering the 5GMM reject causes which can be used in the Registration Reject message as described in TS 24.501 clause 9.11.3.2, the most appropriate causes are highlighted in yellow bellow:
Table 9.11.3.2.1 : 5GMM cause information element
	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
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	3
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	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	1
	0
	1
	1
	
	PLMN not allowed

	0
	0
	0
	0
	1
	1
	0
	0
	
	Tracking area not allowed

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	1
	1
	1
	0
	0
	
	Restricted service area

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	0
	0
	1
	
	Serving network not authorized

	
	
	
	
	
	
	
	
	
	

	Any other value received by the mobile station shall be treated as 0110 1111, "protocol error, unspecified". Any other value received by the network shall be treated as 0110 1111, "protocol error, unspecified".



None of the currently available 5GMM causes is appropriate in the case of failed SSAA and no Allowed NSSAI can be provided to the UE. 
There is also the case that the UE may have multiple configured S-NSSAIs (corresponding to subscribed S-NSSAIs in the network) and the UE includes in the Requested NSSAI a subset of the Configured NSSAI. In such case, the SSAA for all S-NSSAIs of the Requested NSSAI or default S-NSSAI(s), if available, can fail and the Registration Request from the UE can be rejected. However, the UE is able to initiate further Registrations using the S-NSSAI(s) which have not been requested so-far.  Using the available 5GMM reject causes are not appropriate and new 5GMM cause is needed to indicate that the UE can initiate Registration procedure in the same PLMN and same TA but for different S-NSSAI(s).
Observation 1: In case that Allowed NSSAI can be provided to the UE, and the SSAA for one or more S-NSSAIs fails, the failed S-NSSAI(s) are included in the list of Rejected S-NSSAI(s) with an appropriate reject cause in the Registration Accept message or UE Configuration Update command. 
Observation 2: In case that no Allowed NSSAI can be provided to the UE due to failed SSAA for one or more requested or default S-NSSAIs, the Registration Reject or the Deregistration Request message needs to contain an appropriate 5GMM reject cause to indicate SSAA failure. The UE might initiate Registration Request for further S-NSSAI(s), which has not been requested in the failed Registration. 
Proposal
Based on the Observations 1 and 2, it is proposed to introduce 2 levels of rejection to the UE due to failed SSAA and to implement this in the CRs to TS 23.501 and TS 23.502. The 2 levels of rejections are:
A)	an appropriate reject cause for Rejected S-NSSAI included in the Registration Accept message or UE Configuration Update command, in Allowed NSSAI can be provided to the UE. This was available in the CRs from SA2#131 meeting; and 
B)	an appropriate 5GMM reject cause to be used in Registration Reject message or Deregistration Request message, if no Allowed NSSAI can be provided to the UE due to failed SSAA for one or more requested or default S-NSSAIs. This was missing in the CRs from SA2#131 meeting.
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