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Abstract of contribution: This paper discusses possible mapping relations between DNN and 5GLAN group and propose to support the 1:N relation. 
Discussion

This paper provides analysis on the relationship between DNN and 5GLAN group. There are two possible scenarios:

Scenario A (1:1 mapping): DNN corresponds to one and only one 5GLAN group. 

Scenario B (1:N mapping): DNN corresponds to multiple 5GLAN group(s). The scenario B can be further split into two sub-scenarios.

Scenario B1: A UE belongs to at most one 5GLAN group at any given time under the DNN.

Scenario B2: A UE can belong to one or multiple 5GLAN groups at any given time under the DNN.
It is noted that the scenario A is a special (restricted) case of the scenario B and that the scenario B1 is a special (restricted) case of the scenario B2.
A scenario C (M:N mapping) was identified in the last SA2 meeting (S2-1902105) for the relation between 5GLAN group and group configuration, where the same 5GLAN group can be applied with multiple 5GLAN group configurations and the same 5GLAN configuration can be applied to multiple 5GLAN groups.

1) The scenario C (M:N mapping) is an issue related to data structure inside the UDR and have the same standard impact at the scenario B.
This M:N mapping is related to the internal structure/organization of 5GLAN group configuration data within UDR for storage optimization (avoiding data redundancy). A common practice addressing this issue in the field of database system is the use of 'foreign key' According to Wikipedia (https://en.wikipedia.org/wiki/Database_index#Types_of_indexes), 

A foreign key is a field in a relational table that matches the primary key column of another table. Foreign keys need not have unique values in the referencing relation. A foreign key can be used to cross-reference tables, and it effectively uses the values of attributes in the referenced relation to restrict the domain of one or more attributes in the referencing relation. The concept is described formally as: "For all tuples in the referencing relation projected over the referencing attributes, there must exist a tuple in the referenced relation projected over those same attributes such that the values in each of the referencing attributes match the corresponding values in the referenced attributes."
For example, user data in the UDR can be stored in a table indexed by UE ID (primary key). The table has a group ID column/field defined as foreign key, which is the primary key of 5GLAN group table that stores distinct 5GLAN group configurations. If a large number of rows in the 5GLAN group table often share the same values for a particular sub set of columns, that particular sub set of columns can be separated from the 5GLAN group table into a new 5GLAN group configuration table and replaced with a configuration ID column (foreign key) that references to rows in the new 5GLAN group configuration table. When a 5GLAN group is provisioned, if identical configuration in the 5GLAN group configuration table is found, e.g. using SQL SELEC query with GROUP BY clause, the corresponding configuration ID will be used in the 5GLAN group table instead of creating a new row in the 5GLAN group configuration table and get a new configuration ID. Hence, support of scenario C is an implementation issue of UDR. Standardization-wise, it enables the same feature and has the same impact as the scenario B. 
The following analysis is focused on the Scenarios A and B (including B1 and B2). 

2) How is dynamic management of 5GLAN group be supported or limited?
The scenario A
Because 5GLAN group equals DNN, 5GLAN group creation is equal to DNN creation.
- 5GLAN group configuration management is subscription (to DN) management and DN related configuration. 
- It is actually not necessary to allocated a UE group ID to the 5GLAN group (a.k.a. 5GLAN group ID). 
In this case, 5GLAN group management can be done via the OAM system in the form of configuration management. Dynamic group creation by OAM however implies frequent provisioning of subscription data and DN-related configuration, e.g. when each time a 5GLAN group is creation (even for a very small number of UEs)
- deciding a DNN
- deciding the S-NSSAI to use for the DNN
- provisioning the UDR for the users, with the S-NSSAI in the subscribed S-NSSAIs (if not subscribed yet), with the DNN in the S-NSSAI, with the applications to associate to the S-NSSAI+DNN for the URSP
- selecting or creating an SMF Set for this DNN+S-NSSAI
- provision the NRF with the SMF Set, provisioning the SMF Set instances with DNN+S-NSSAI information (so it can register its services to NRF)
- provisioning the UPFs, having the UPFs registered in the NRF for this DNN+S-NSSAI, having the NRF notify the relevant SMFs with UPF information
- configuring charging/accounting for the DNN in PCC
- etc.

After a DN is created for a 5GLAN group, the regular subscription/policy provisioning will occur. When the UDR is provisioned, the UDM needs to update the AMF (which may lead to slice procedures, if a new slice was created for the DN), which in turn will update the UE, the PCF needs to update the UE with new URSP, etc.
The scenario B
AF-initiated 5GLAN group management is a value-added feature for the 5GC as it enables dynamic management without changing DN related configuration/subscription (thus without the associated OAM overhead).
- A 5GLAN group can be created under a DNN only for UEs that have subscription to the DNN.

- A UE group ID is allocated to a 5GLAN group and can be used to identify the 5GLAN group.
Scenario B1 has limitations in supporting dynamic group management.
For example, the following use case is not supported. Within an enterprise DN, a user with cross-department appointment (or overseeing multiple departments, e.g. a high-level manager) performs 5GLAN communication within two groups corresponding to the two departments that the user belongs to (resp. that the user is overseeing)
Adding a UE into multiple 5GLAN groups may lead to dynamic DN creation and migration of UE group from one DN to another DN (or require OAM involvement). For example, when the UE-1 belonging to the group-1 under the DN-x is added to the group-2 under the same DN-x (e.g. due to cross-department appointment), a new DN-y has to be created and the group-2 has to be migrated into the DN-y. This means DN-related configuration, user subscription, policies need to be created or updated (similar to scenario A).
Scenario B2 does not have these limitations and provides fully dynamic group management.
3) How can the target 5GLAN group be identified during PDU Session establishment without UE impact?
The scenario A
The target 5GLAN group is identified by the DNN in the PDU Session establishment request.
The scenario B
In the scenario B1, because the UE belongs to at most one 5GLAN group in the DN, the target 5GLAN group can be identified by the combination of DNN and UE ID (e.g. SUPI). 
In the scenario B2, the target 5GLAN group can be identified by the DN-AAA using DN authentication/authorization information during secondary authentication and authorization. The target 5GLAN group ID is provided to the SMF from the DN-AAA as part DN authentication data. 

- The SMF needs to be configured (by OAM) to perform secondary authentication and authorization.

- The SMF needs to receives the 5GLAN group ID from the DN-AAA.

- DN authentication and authorization information is provided to the UE through offline method that is not specified by 3GPP.
NOTE: In both B1 and B2, the URSP rules provided to the UE do not need to include 5GLAN group ID, and the UE does not provide any additional information in PDU Session establishment request.
4) How can the dedicated SMF is selected for the target 5GLAN group?
The scenario A
The AMF selects the dedicated SMF for the target 5GLAN group using the DNN. 
- Due to the 1:1 mapping relation, SMF dedication is at per group level by OAM configuration.
The scenario B
In the scenario B1, there are two possible approaches (1) the AMF selects the dedicated SMF by using DNN and SUPI, enabling per-group SMF selection; (2) the AMF selects the dedicated SMF by using DNN, achieving per-DNN SMF selection.

- The approach (1) assumes that SMF dedication is at per group level by OAM configuration.
- The approach (2) assumes that SMF dedication is at per DNN level by OAM configuration. In this case, the SMF needs to identify the target 5GLAN group using DNN and SUPI.

In the scenario B2, the AMF selects the target SMF by using DNN. 

- It is assumed that SMF dedication is at per DNN level by OAM configuration.
The following table lists above analysis for the three scenarios.
	Scenario
	5GLAN group ID
	URSP impact
	AMF impact (in selecting SMF)
	SMF impact (in identifying target 5GLAN group)
	DN-AAA impact
	UE impact
	Limitation

	A
	redundant
	No
	SMF selection is based on DNN.
(SMF dedication is at per DNN (group) level)
	SMF identifies the target 5GLAN group using OAM configuration
	No
	No
	Heavy dependency on OAM

	B1
	needed
	No
	If SMF dedication is at per group level, AMF selects SMF using DNN + SUPI;

If SMF dedication is at per DNN level, SMF selection can be based on DNN.
	If SMF dedication is at per DNN level, SMF identifies the target 5GLAN group using DNN + SUPI; 

If SMF dedication is at per group level, SMF identifies it using OAM configuration.
	No
	No
	Restriction on use cases

	B2
	needed
	No
	SMF selection is based on DNN.
(SMF dedication is at per DNN level)
	SMF identifies the target 5GLAN group ID using DN-AAA
	DN-AAA identifies target 5GLAN group and provides the group ID to SMF
	No
	None


In summary, 

Support of the scenario C is an implementation issue of UDR and enables the same feature and has the same standard impact as the scenario B. 

Which of the scenarios A, B (B1 and B2) to apply is operator's decision that is possibly related to business model or customer's requirement.
The scenario A is a restricted case of the scenario B (where the restriction can be realized through configuration); it is less flexible than the scenario B.

Support of the scenario A heavily relies on OAM.

Support of the scenario B (B1 and B2) impacts neither UE nor URSP.
The scenario B1 is a restricted case of the scenario B2 (where the restriction can be realized through configuration); it is less flexible than the scenario B2.
To have a unified solution and to allow maximal flexibility, the scenario B2 should be supported (which automatically enables the scenario B1 and the scenario A). If further study on the scenario B2 is however needed, the scenario B2 can be left for consideration in R17, and we document the scenario B1 in R16. 
Proposal
It is proposed to support 1:N mapping (scenario B) between DNN and 5GLAN group by taking one of the two options: 
(1) supporting the scenario B2 in R16; 
(2) supporting the scenario B1 in R16 and leaving the scenario B2 for further study in R17.
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