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FIRST CHANGE
4.15.6.3a
Network Configuration parameters

The Network Configuration parameters are the parameters sent from an AF by invoking the Nnef_ParameterProvision Service as described in clause 4.15.6.2.

The Network Configuration parameters are described in Table 4.15.6.3a-1.

Table 4.15.6.3a-1: Description of Network Configuration parameters

	Network Configuration parameter
	Description

	Maximum Response Time
	Identifies the time for which the UE stays reachable to allow the AF to reliably deliver the required downlink data.

[optional]

	Maximum Latency
	Identifies maximum delay acceptable for downlink data transfers.

Example: in order of 1 minute to multiple hours.

[optional]

	Suggested Number of Downlink Packets
	Identifies the number of packets that the core network is expected to buffer in case the UE is not reachable.

Example: 5 packets.

[optional]


The parameters Maximum Response Time and Maximum Latency are classified in the UDM as AMF-Associated parameters and sent to the AMF. If the UDM is able to associate these parameters with subscribed DNN or S-NSSAI, then the UDM provides the associated DNN or S-NSSAI to the AMF. The AMF may take these parameters into account when a corresponding PDU Session to the indicated DNN or S-NSSAI is established.

The AMF may use the Maximum Latency parameter to configure the time between UE reachability events (e.g. MICO mode duration, Periodic Registration Timer value).

The AMF may use the Maximum Response Time parameter as guide to configure:

-
Active Time or Extended Connected time for MICO mode;

-
when to send reachability notifications to AF relative to expected reachability events (e.g. paging occasions).
The Suggested Number of Downlink Packets is classified as SMF-Associated parameter. The Suggested Number of Downlink Packets may indicate the number of packets that the SMF, UPF or NEF shall buffer in case the UE is not reachable and extended buffering of downlink data is activated.

A Validity Time may be associated with any of the Network Configuration parameters. When the validity time expires, the related NFs delete their local copy of the associated Network Configuration parameter(s).

NOTE:
It is expected that the format of validity time, to be defined by Stage 3, is defined in a manner which allows NFs to consistently and uniformly interpret the expiration of the associated Network Configuration parameters.
END OF CHANGES

