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***** First Change *****

4.2.3
Non-roaming reference architecture

Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.
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Figure 4.2.3-1: 5G System architecture

NOTE:
If an SCP is deployed it can be used for indirect communication between NFs and NF services as described in Annex E. SCP does not expose services itself.

Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.
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NOTE 1:
N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.

NOTE 2:
For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.

NOTE 3:
The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to clause 4.2.5).

NOTE 4:
For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to clause 4.2.5.

NOTE 5:
For clarity, the NWDAF and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on network data analytics architecture refer to TS 23.288 [86].
Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation

Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU Sessions where two SMFs are selected for the two different PDU Sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU Session.
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Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU Session in reference point representation

Figure 4.2.3-4 depicts the non-roaming architecture in the case of concurrent access to two (e.g. local and central) data networks is provided within a single PDU Session, using the reference point representation.
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Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU Session option) in reference point representation

Figure 4.2.3-5 depicts the non-roaming architecture for Network Exposure Function, using reference point representation.
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Figure 4.2.3-5: Non-roaming architecture for Network Exposure Function in reference point representation

NOTE 1:
In figure 4.2.3-5, Trust domain for NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].

NOTE 2:
In figure 4.2.3-5, 3GPP Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.

***** Next Change *****
4.2.4
Roaming reference architectures

Figure 4.2.4-1 depicts the 5G System roaming architecture with local breakout with service-based interfaces within the Control Plane.
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Figure 4.2.4-1 Roaming 5G System architecture- local breakout scenario in service-based interface representation

NOTE 1:
In the LBO architecture. The PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN.

NOTE 2:
An SCP can be used for indirect communication between NFs and NF services within theVPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.

Figure 4.2.4-3 depicts the 5G System roaming architecture in the case of home routed scenario with service-based interfaces within the Control Plane.
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Figure 4.2.4-3 Roaming 5G System architecture - home routed scenario in service-based interface representation

NOTE 3:
An SCP can be used for indirect communication between NFs and NF services within theVPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.

Figure 4.2.4-4 depicts 5G System roaming architecture in the case of local break out scenario using the reference point representation.
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Figure 4.2.4-4: Roaming 5G System architecture - local breakout scenario in reference point representation

NOTE 2:
The NRF is not depicted in reference point architecture figures. Refer to Figure 4.2.4-7 for details on NRF and NF interfaces.

NOTE 3:
For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.

The following figure 4.2.4-6 depicts the 5G System roaming architecture in the case of home routed scenario using the reference point representation.
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Figure 4.2.4-6: Roaming 5G System architecture-Home routed scenario in reference point representation

For the roaming scenarios described above each PLMN implements proxy functionality to secure interconnection and hide topology on the inter-PLMN interfaces.
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Figure 4.2.4-7: NRF Roaming architecture in reference point representation

NOTE 4:
For the sake of clarity, SEPPs on both sides of PLMN borders are not depicted in figure 4.2.4-7.

***** Next Change *****

4.2.7
Reference points

The 5G System Architecture contains the following reference points:

N1:
Reference point between the UE and the AMF.

N2:
Reference point between the (R)AN and the AMF.

N3:
Reference point between the (R)AN and the UPF.

N4:
Reference point between the SMF and the UPF.

N6:
Reference point between the UPF and a Data Network.

NOTE 1:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.

N6n:
Reference point between the UPF and a NEF.
N9:
Reference point between two UPFs.

The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.

N5:
Reference point between the PCF and an AF.

N7:
Reference point between the SMF and the PCF.

N8:
Reference point between the UDM and the AMF.
N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.

N15:
Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.

N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N16a:
Reference point between SMF and I-SMF.
N17:
Reference point between AMF and 5G-EIR.

N18:
Reference point between any NF and UDSF.

N22:
Reference point between AMF and NSSF.

N23:
Reference point between PCF and NWDAF.

N24:
Reference point between the PCF in the visited network and the PCF in the home network.

N27:
Reference point between NRF in the visited network and the NRF in the home network.

N31:
Reference point between the NSSF in the visited network and the NSSF in the home network.

NOTE 2: in some cases, a couple of NFs may need to be associated with each other to serve a UE.

In addition to the reference points above, there are interfaces/reference point(s) between SMF and the CHF. The reference point(s) are not depicted in the architecture illustrations in this specification.

NOTE 3:
The functionality of these interface/reference points are defined in TS 32.240 [41].

N32:
Reference point between SEPP in the visited network and the SEPP in the home network.

NOTE 4:
The functionality of N32 reference point is defined in TS 33.501 [29].
N33:
Reference point between NEF and AF.

N34:
Reference point between NSSF and NWDAF.

N35:
Reference point between UDM and UDR.
N36:
Reference point between PCF and UDR.

N37:
Reference point between NEF and UDR.
N38:
Reference point between I-SMFs.
N40:
Reference point between SMF and the CHF.

NOTE 5:
The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].

N50:
Reference point between AMF and the CBCF.

NOTE 6:
The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].

The reference points to support SMS over NAS are listed in clause 4.4.2.2.

The reference points to support Location Services are listed in TS 23.273 [87].

***** Next Change *****
5.8.2.11.3
Packet Detection Rule

The following table describes the Packet Detection Rule (PDR) containing information required to classify a packet arriving at the UPF. Every PDR is used to detect packets in a certain transmission direction, e.g. UL direction or DL direction.

Table 5.8.2.11.3-1: Attributes within Packet Detection Rule

	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this PDR
	

	Rule ID
	Unique identifier to identify this rule
	

	Precedence
	Determines the order, in which the detection information of all rules is applied
	

	Packet 
	Source interface
	Contains the values "access side", "core side", "SMF", "N6-LAN", "5G LAN internal", "5G LAN Nx", N6n
	Combination of UE IP address (together with Network instance, if necessary), CN tunnel info,

	detection
	UE IP address 
	One IPv4 address and/or one IPv6 prefix with prefix length (NOTE 3)
	packet filter set, application ID, Ethernet PDU Session

	information
	Network instance (NOTE 1)
	Identifies the Network instance associated with the incoming packet
	Information and QFI are used for traffic detection.
Source interface identifies the

	
	CN tunnel info
	CN tunnel info on N3, N9, N6n interfaces, i.e. F-TEID
	interface for incoming packets

	
	Packet Filter Set
	Details see clause 5.7.6, TS 23.501.
	where the PDR applies, e.g. from access side (i.e. up-link),

	
	Application ID
	
	from core side (i.e. down-link),

	
	QoS Flow ID
	Contains the value of 5QI or non-standardized QFI
	from SMF, from N6-LAN (i.e. the

	
	Ethernet PDU Session Information
	Refers to all the (DL) Ethernet packets matching an Ethernet PDU session, as further described in clause 5.6.10.2 and in TS 29.244 [65].
	DN or the local DN), from "5G LAN internal" (i.e. local switch), or from "5G LAN Nx" (i.e. Nx interface).

	
	Framed Route Information
	Refers to Framed Routes defined in clause 5.6.14
	Details like all the combination possibilities on N3, N9 interfaces are left for stage 3 decision.

	Outer header removal
	Instructs the UP function to remove one or more outer header(s) (e.g. IP+UDP+GTP, IP + possibly UDP, VLAN tag), from the incoming packet.
	Any extension header shall be stored for this packet. 

	Forwarding Action Rule ID (NOTE 2)
	The Forwarding Action Rule ID identifies a forwarding action that has to be applied.
	

	Multi-Access Rule ID (NOTE 2)
	The Multi-Access Rule ID identifies an action to be applied for handling forwarding for a MA PDU Session.
	

	List of Usage Reporting Rule ID(s)
	Every Usage Reporting Rule ID identifies a measurement action that has to be applied.
	

	List of QoS Enforcement Rule ID(s)
	Every QoS Enforcement Rule ID identifies a QoS enforcement action that has to be applied.
	

	NOTE 1:
Needed e.g. in case:


-
UPF supports multiple DNN with overlapping IP addresses;


-
UPF is connected to other UPF or AN node in different IP domains.

-
UPF "local switch" and Nx forwarding is used for different 5G LAN groups.

NOTE 2:
Either a FAR ID or a MAR ID is included, not both.

NOTE 3:
The SMF may provide an indication asking the UPF to allocate one IPv4 address and/or IPv6 prefix. When asking to provide an IPv6 Prefix the SMF provides also an IPv6 prefix length.


***** Next Change *****
5.8.2.11.6
Forwarding Action Rule

The following table describes the Forwarding Action Rule (FAR) that defines how a packet shall be buffered, dropped or forwarded, including packet encapsulation/decapsulation and forwarding destination.

Table 5.8.2.11.6-1: Attributes within Forwarding Action Rule

	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this FAR.
	

	Rule ID
	Unique identifier to identify this information.
	

	Action
	Identifies the action to apply to the packet
	Indicates whether the packet is to be forwarded, duplicated, dropped or buffered.

When action indicates forwarding or duplicating, a number of additional attributes are included in the FAR.

For buffering action, a Buffer Action Rule is also included.

	Network instance

(NOTE 2)
	Identifies the Network instance associated with the outgoing packet (NOTE 1).
	

	Destination interface

(NOTE 3)
(NOTE 7)
	Contains the values "access side", "core side", "SMF", "N6-LAN", "5G LAN internal", "5G LAN Nx" or N6n.
	Identifies the interface for outgoing packets towards the access side (i.e. down-link), the core side (i.e. up-link), the SMF, the N6-LAN (i.e. the DN or the local DN), to 5G LAN internal (i.e. local switch), or to 5G LAN Nx (i.e. Nx interface).

	Outer header creation

(NOTE 3)
	Instructs the UP function to add an outer header (e.g. IP+UDP+GTP+QFI, VLAN tag), IP + possibly UDP to the outgoing packet.
	Contains the CN tunnel info, N6 tunnel info or AN tunnel info of peer entity (e.g. NG-RAN, another UPF, SMF, local access to a DN represented by a DNAI).

Any extension header stored for this packet shall be added.

	Send end marker packet(s)

(NOTE 2)
	Instructs the UPF to construct end marker packet(s) and send them out as described in clause 5.8.1.
	This parameter should be sent together with the "outer header creation" parameter of the new CN tunnel info.

	Transport level marking

(NOTE 3)
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	

	Forwarding policy

(NOTE 3)
	Reference to a preconfigured traffic steering policy or http redirection (NOTE 4).
	Contains one of the following policies identified by a TSP ID:

-
an N6-LAN steering policy to steer the subscriber's traffic to the appropriate N6 service functions deployed by the operator, or

-
a local N6 steering policy to enable traffic steering in the local access to the DN according to the routing information provided by an AF as described in clause 5.6.7.
or a Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect")).

	Request for Proxying in UPF
	Indicates that the UPF shall perform ARP proxying and / or IPv6 Neighbour Solicitation Proxying as specified in clause 5.6.10.2.
	Applies to the Ethernet PDU Session type.

	Container for header enrichment

(NOTE 2)
	Contains information to be used by the UPF for header enrichment.
	Only relevant for the uplink direction.

	Buffering Action Rule

(NOTE 5)
	Reference to a Buffering Action Rule ID defining the buffering instructions to be applied by the UPF

(NOTE 6)
	

	NOTE 1:
Needed e.g. in case:


-
UPF supports multiple DNN with overlapping IP addresses;


-
UPF is connected to other UPF or NG-RAN node in different IP domains;


-
UPF "local switch" and Nx forwarding is used for different 5G LAN groups.

NOTE 2:
These attributes are required for FAR action set to forwarding.

NOTE 3:
These attributes are required for FAR action set to forwarding or duplicating.

NOTE 4:
The TSP ID is preconfigured in the SMF, and included in the FAR according to the description in clauses 5.6.7 and 6.1.3.14 of 23.503 [45] for local N6 steering and 6.1.3.14 of 23.503 [45] for N6-LAN steering. The TSP ID action is enforced before the Outer header creation actions.

NOTE 5:
This attribute is present for FAR action set to buffering.

NOTE 6:
The buffering action rule is created by the SMF and associated with the FAR in order to apply a specific buffering behaviour for DL packets requested to be buffered, as described in clause 5.8.3 and clause 5.2.4 in TS 29.244 [65].
NOTE 7:
The use of "5G LAN Internal" instructs the UPF to send the packet back for another round of ingress processing using the active PDRs pertaining to another N4 session of the same 5G LAN. To avoid that the packet matches again the same PDR, it is assumed that the packet has been modified in some way (e.g. tunnel header has been removed, the packets being received from the source interface 5G LAN Internal of the same 5G LAN).


***** Next Change *****
5.31.5
Non-IP Data Delivery (NIDD)

5.31.5.1
General

Functions for NIDD may be used to handle Mobile Originated (MO) and Mobile Terminated (MT) communication with UEs, where the data used for the communication is considered unstructured (which we refer to also as Non-IP). Such data delivery to the AF is accomplished by one of the following two mechanisms:

-
Delivery using the NIDD API;

-
Delivery using UPF via a Point-to-Point (PtP) N6 tunnel.

Data exchange with the UE may take place using one of the following mechanisms:
 -
Control plane data delivery over the NG RAN, or

-
User plane data delivery over the NG RAN.

NIDD is handled using an Unstructured Type PDU session to the NEF. At PDU Session establishment the SMF determines the data path of the PDU Session taking into account
-
An indication received from the UE (over NAS signalling) of whether Control Plane or User Plane data delivery is to apply over the NG RAN, 

-
An indication received in subscription data of whether Control Plane (i.e. via NEF) or User Plane data delivery is to apply on the AF interface:Whether or not the NIDD API shall be invoked for a PDU session is determined by a per DNN per S-NSSAI Invoke NEF Selection indication in the subscription. If UE has requested RDS, then the SMF uses Nnef service to negotiate support of RDS in the NEF and maps this information with RDS support indication in PCO.

If the subscription includes an Invoke NEF Selection indication and a NEF ID corresponding with the DNN and S-NSSAI information, then the SMF selects that NEF and the NIDD API is used for that PDU session. The NEF ID for a given DNN and S-NSSAI in the subscription can be updated by using the NIDD configuration procedure.

For a PDU session using User plane data delivery over the NG RAN, the SMF selects a UPF as specified in clause 6.3.3. 

For a PDU session using User plane data delivery over the NG RAN and Control Plane data delivery on the AF interface, the SMF also sets up the N6n IP tunnel by configuring the N6n point-to-point tunnel information to the UPF and NEF as specified in clause 5.31.5.y.
The NEF exposes the NIDD APIs described in TS 23.502 [3] on the N33/Nnef reference point.

The NEF uses the provisioned policies to map an AF Identity and UE Identity to a DNN/S-NSSAI combination if the Reliable Data Service (RDS) is not enabled. If the RDS is enabled, the NEF determines the association based on RDS port numbers and the provisioned policies that may be used to map AF identity and User identity to a DNN.

The NEF also supports distribution of Mobile Terminated messages to a group of UEs based on the NIDD API. At inclusion of an External Group Identifier in the MT NIDD request from the AF, the NEF uses UDM to resolve the External Group Identifier to a list of SUPIs and sends the message to each UE in the group that has the relevant PDU Session established via this NEF.

***** Next Change *****

5.31.5.y
N6n tunnel management
For a PDU session using User plane data delivery over the NG RAN and Control Plane data delivery on the AF interface, the SMF sets up the N6n IP tunnel by configuring the N6n point-to-point tunnel information to the UPF and NEF. The N6n point-to-point tunnel is based on GTP-u.

At PDU Session establishment, the SMF:
-
Ensures that a CN Tunnel Info is allocated at the UPF for this PDU Session; this uses N4 signaling.
-
Sends to the NEF a request to establish the PDU Session including parameters received from the UE in PCO (e.g. RDS parameter), the target DNN and S-NSSAI, the SUPI and the CN Tunnel Info allocated at the UPF side.

-
Receives from the NEF an answer containing the CN Tunnel Info allocated at the NEF side.

-
Configures over N4 the UPF with the CN Tunnel Info allocated at the NEF side.
***** Next Change *****

6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (including optional Authorization). The UE IP address may be received from a UPF or from an external data network.
-
DHCPv4 (server and client) and DHCPv6 (server and client) functions.

-
Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-
Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.

-
Configures traffic steering at UPF to route traffic to proper destination, including:

-
Routing traffic between UPF and DN

-
Routing traffic between UPF and NEF (for NIDD).
-
Termination of interfaces towards Policy control functions.

-
Lawful intercept (for SM events and interface to LI System).

-
Charging data collection and support of charging interfaces.

-
Control and coordination of charging data collection at UPF.

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Support for Control Plane CIoT 5GS Optimisation.

-
Support of header compression.

-
Act as I-SMF in deployments where I-SMF can be inserted, removed and relocated.

-
Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).

-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU Session authentication/authorization by external DN.

-
Instructs UPF and NG-RAN to perform redundant transmission on N3/N9 interfaces.

NOTE:
Not all of the functionalities are required to be supported in an instance of a Network Slice.

In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
***** Next Change *****

6.3.2
SMF discovery and selection

The SMF selection functionality is supported by the AMF and SCP and is used to allocate an SMF that shall manage the PDU Session. The SMF selection procedures are described in clause 4.3.2.2.3 of TS 23.502 [3].

The SMF discovery and selection functionality follows the principles stated in clause 6.3.1

If the AMF does discovery, the AMF shall utilize the NRF to discover SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The AMF provides UE location information to the NRF when trying to discover SMF instance(s). The NRF provides NF profile(s) of SMF instance(s) to the AMF. In addition, the NRF also provides the SMF service area of SMF instance(s) to the AMF. The SMF selection functionality in the AMF selects an SMF instance and an SMF service instance based on the available SMF instances obtained from NRF or on the configured SMF information in the AMF.

NOTE 1:
Protocol aspects of the access to NRF are specified in TS 29.510 [58].

The SMF selection functionality is applicable to both 3GPP access and non-3GPP access.

The SMF selection for Emergency services is described in clause 5.16.4.5.

The following factors may be considered during the SMF selection:

a)
Selected Data Network Name (DNN).

b)
S-NSSAI.

c)
NSI-ID.

NOTE 2:
The use of NSI -ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.

d)
Access technology being used by the UE.

e)
Support for CIoT 5GS Optimisation.

f)
Subscription information from UDM, e.g.

-
per DNN: whether LBO roaming is allowed.

-
per S-NSSAI: the subscribed DNN(s).

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed.

g)
per (S-NSSAI, subscribed DNN): whether EPC interworking is supported.

h)
Local operator policies.

i)
Load conditions of the candidate SMFs.

j)
Analytics (i.e. statistics or predictions) for candidate SMFs' load as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.

k)
UE location (i.e. TA).

l)
Service Area of the candidate SMFs.

m)
MA-PDU Capability of the SMF.

In the case of delegated discovery, the AMF, shall send all the available factors a)-d) to the SCP and shall also indicate if interworking with EPS is required and if the PDU session shall be home routed.

In addition, the AMF may indicate to the SCP which NRF to use (in case of NRF dedicated to the target slice).

Editor's note:
It is FFS how to capture that required discovery and selection information should be conveyed to the SCP with as minimal impact on the end-to-end signalling performance latency between AMF and SMF.

If there is an existing PDU Session and the UE requests to establish another PDU Session to the same DNN and S-NSSAI and the UE subscription data indicates the support for interworking with EPS for this DNN and S-NSSAI, the same SMF shall be selected. In any such a case where the AMF can determine which SMF should be selected, if delegated discovery is used, the AMF shall indicate a desired NF Instance ID so that the SCP is able to route the message to the relevant SMF. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different SMF may be selected. For example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).

In the home-routed roaming case, the SMF selection functionality selects an SMF in VPLMN as well as an SMF in HPLMN. In the context of Network Slicing this is specified in clause 4.3.2.2.3.3 of TS 23.502 [3].
When the UE requests to establish a PDU Session to a DNN and an S-NSSAI, if the UE MM Core Network Capability indicates the UE supports EPC NAS and optionally, if the UE subscription indicates the support for interworking with EPS for this DNN and S-NSSAI, the selection functionality (in AMF or SCP) selects a combined SMF+PGW-C. Otherwise, a standalone SMF may be selected.

If the UDM provides a subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and S-NSSAI and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the following applies:

-
If the AMF does discovery, the SMF selection functionality in AMF selects an SMF from the visited PLMN.
-
If delegated discovery is used, the AMF indicate to the SCP that home routing is not needed, the delegated discovery and selection functionality in SCP shall discover and select an SMF from the visited PLMN.

If an SMF in VPLMN cannot be derived for the DNN and S-NSSAI, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then the following applies:

-
-
If the AMF does discovery, both an SMF in VPLMN and an SMF in HPLMN are selected, and the DNN and S-NSSAI is used to derive an SMF identifier from the HPLMN.

Editor's note:
It is FFS how the SCP handles the selection of the vSMF and hSMF in the HR roaming case and it is also FFS how the vSMF is informed of the selected hSMF in the case of delegated discovery and HR case.

If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session Establishment Request message) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).

The AMF selects SMF(s) considering support for CIoT 5GS optimisations.

Additional details of AMF selection of an I-SMF are described in the clause 5.34.

In the case of home routed scenario, the AMF selects a new V-SMF if it determines that the current V-SMF cannot serve the UE location. The selection/relocation is same as an I-SMF selection/relocation as described in the clause 5.34.


_1586172136.vsd
VPLMN


HPLMN


NRF


UDM


Npcf


Nnrf


PCF


�

Nudm


UE


(R)AN


UPF


N1


N2


N3


N9


AMF


SMF


PCF


Namf


Nsmf


Npcf


NRF


Nnrf


N4


AUSF


Nausf


UPF


N4


AF


�

Naf


SMF


Nnef


Nsmf


NEF


Nnef


NEF


DN


N6


Nnssf


NSSF


vSEPP


hSEPP


N32


Nnssf


NSSF



UE
(R)AN
UPF
AF
AMF
SMF
PCF
UDM
DN
N6
N1
NRF
NEF

N3
N2

N4
AUSF
Nausf
Namf
Nsmf
Npcf
Nnrf
Nnef
Nudm
Naf
NSSF
Nnssf
N9
SCP



UE
(R)AN
UPF
AF
AMF
SMF
PCF
UDM
DN
N6
N1
NRF
NEF

N3
N2

N4
AUSF
Nausf
Namf
Nsmf
Npcf
Nnrf
Nnef
Nudm
Naf
NSSF
Nnssf
N9
SCP

N6n



_1615636201.vsd
VPLMN


HPLMN


NRF


UDM


Nnef


Nnrf


NEF


�

Nudm


UE


(R)AN


UPF


N1


N2


N3


N9


AMF


SMF


PCF


Namf


Nsmf


Npcf


NRF


Nnrf


N4


AUSF


Nausf


UPF


N4


AF


�

Naf


SMF


Nnef


Nsmf


NEF


Npcf


PCF


DN


N6


Nnssf


NSSF


vSEPP


hSEPP


N32


Nnssf


NSSF



_1586172581.vsd
UDM


AMF


H-PCF


UE


(R)AN


UPF


Data Network


N8


N16


N3


N9


N2


N4


N1


AF


N5


H-SMF


N7


UPF


N6


VPLMN


HPLMN


N4


N11


V-SMF


AUSF


N12


N13


N10


V-PCF


N15


N24


V-NSSF


N22


H-NSSF



_1612740800.vsd
PCF


UDM



_1586172244.vsd
UDM


AMF


vPCF


UE


(R)AN


UPF


DN


N8


N24


N3


N2


N4


N1


hPCF


N7


N6


VPLMN


HPLMN


N11


SMF


AF


N5


AUSF


N12


N13


N10


N15


NSSF


N22


N9



_1586170950.vsd
N3


PCF


UE


(R)AN


UPF


DN


SMF


N7


N3


N6


N2


N4


N1


AF


N5


DN


UPF


N4


UDM



_1586171309.vsd
NRF


UDM


Npcf


Nnrf


PCF


�

Nudm


UE


(R)AN


UPF


DN


N1


N2


N3


N6


AMF


SMF


PCF


Namf


Nsmf


Npcf


NRF


Nnrf


N4


AUSF


Nnef


Nausf


NEF


Nnef


NEF


VPLMN


HPLMN


AF


Naf


Nnssf


NSSF


vSEPP


hSEPP


N32


N9



NEF
NEF
API 1
API 2
API 3
API n
...
NF1
NF2
NFn
TRUST DOMAIN
...
3GPP 
Interface
(See Note 2)
AF
AF
AF
N33
N33
3GPP 
Interface
(See Note 2)



_1584766636.vsd
hNRF


vNRF


N27


VPLMN
NF


VPLMN


HPLMN



_1559419205.vsd
UDM


AMF


PCF


UE


(R)AN


UPF


DN


N13


N7


N3


N6


N2


N10


AF


N4


N1


N5


SMF


N11


N9


AUSF


N8


N12


N14


N15


NSSF


N22



