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	As discussed in S2-1903487, present specification of access control (for pro-active congestion contrl) for UE making access attempts in NPNs are imprecise in normative 23.501 whilst in the TR 23.734, within subclause 6.5 (Soultion#5) there is a mix of suggesting use of special access identities, access class control and mention of new unifed access control framework. 

S2-1903487 further provide reasoning as to why it is inappropriate to use special access identities, reuse access class control and question what the new UAC framework allude to. S2-1903487 then suggest instead to use existing UAC mechanisms but with new standardized access categories or operator-defined access categories or both. This would leverage the most out of existing UAC plus with a new or different access category, that will relate that access is for NPN service. Another advantage is that will also be  forward compatible when time comes that hybrid mode comes into play.
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*** First change ***

[bookmark: _Toc5026439]5.30.2.5	Network access control
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a locally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a universally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.
NOTE:	The details of rejection and cause codes will be defined in TS 24.501 [47].
In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, unified access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
To facilitate access control of SNPN enabled UEs through Unifed Access Control mechanism, standarized access categories, or operator-defined access categories, or both is/are defined that can relate that the access attempt is for SNPN service.

*** Next change ***

[bookmark: _Toc5026443]5.30.3	Public network integrated NPN
[bookmark: _Toc5026444]5.30.3.1	General
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.
NOTE:	Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.
As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used in addition to network slicing to apply access control.
To facilitate access control of UEs that are allowed to access CAG cells through Unifed Access Control mechanism, standarized access categories, or operator-defined access categories, or both is/are defined that can relate that the access attempt is for service through a CAG cell.
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.
CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).
The following clauses describes the functionality needed for supporting CAGs.
Editor's note:	It is FFS whether Emergency services are to be supported in a CAG cell.

*** Next change ***

[bookmark: _Toc5026447]5.30.3.4	Network and cell (re-)selection, and access control
The following is assumed for network and cell selection, and access control:
-	The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell;
NOTE:	The above also implies that cells are either CAG cells or normal PLMN cells.
-	For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];
-	For aspects related to cell (re-)selection, see TS 38.304 [50];
-	For aspects related to access control through Unified Access Control mechanism with standardized access categories or operator-defined access categories for UEs that are allowed to access CAG cells, see TS 24.501 [47] and TS 38.304 [50]; 
-	The Mobility Restrictions shall be able to restrict the UE's mobility according to the Allowed CAG list (if configured in the subscription) and include an indication whether the UE is only allowed to access CAG cells (if configured in the subscription);
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF:
-	The AMF shall verify whether UE access is allowed by Mobility Restrictions:
-	If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-	If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and
-	If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.
-	During connected mode mobility procedures:
[bookmark: _Hlk5087499]-	Based on the Mobility Restrictions received from the AMF:
-	Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-	Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
-	Update of Mobility Restrictions:
-	When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;
-	The AMF shall update the Mobility Restrictions in the UE and NG-RAN accordingly; and
-	If the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure.

*** End of changes ***


