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* * * * Start of 1st Change * * * * 
4.2.4.3
UE Configuration Update procedure for transparent UE Policy delivery

This procedure is initiated when the PCF wants to update UE access selection and PDU Session selection related policy information (i.e. UE policy) in the UE configuration. In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF.
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Figure 4.2.4.3-1: UE Configuration Update procedure for transparent UE Policy delivery

0.
PCF decides to update UE policy procedures based on triggering conditions such as an initial registration, registration with 5GS when the UE moves from EPS to 5GS, or need for updating UE policy as follows:

-
For the case of initial registration and registration with 5GS when the UE moves from EPS to 5GS, the PCF compares the list of PSIs included in the UE access selection and PDU session selection related policy information in Npcf_UEPolicyControl_Create request and determines whether UE access selection and PDU Session selection related policy information have to be updated and be provided to the UE via the AMF using DL NAS TRANSPORT message; and

-
For the network triggered UE policy update case (e.g. the change of UE location, the change of Subscribed S-NSSAIs as described in clause 6.1.2.2.2 of TS 23.503 [20]), the PCF checks the latest list of PSIs to decide which UE access selection and/or PDU Session selection related policies have to be sent to the UE.


The PCF checks if the size of the resulting UE access selection and PDU Session selection related policy information exceeds a predefined limit:

-
If the size is under the limit, then UE access selection and PDU Session selection related policy information are included in a single Namf_Communication_N1N2MessageTransfer service operation as described below.

-
If the size exceeds the predefined limit, the PCF splits the UE access selection and PDU Session selection related policy information in smaller, logically independent UE access selection and PDU Session selection related policy information ensuring the size of each is under the predefined limit. Each UE access selection and PDU Session selection related policy information will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations as described below.

NOTE 1:
NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.

NOTE 2:
The mechanism used to split the UE access selection and PDU Session selection related policy information is described in TS 29.507 [32].

1.
PCF invokes Namf_Communication_N1N2MessageTransfer service operation provided by the AMF. The message includes SUPI, UE Policy Container.

2.
If the UE is registered and reachable by AMF in either 3GPP access or non-3GPP access, AMF shall transfers transparently the UE Policy container to the UE via the registered and reachable access.


If the UE is registered in both 3GPP and non-3GPP accesses and reachable on both access and served by the same AMF, the AMF transfers transparently the UE Policy container to the UE via one of the accesses based on the AMF local policy.


If the UE is not reachable by AMF over both 3GPP access and non-3GPP access, the AMF reports to the PCF that the UE Policy container could not be delivered to the UE using Namf_Communication_N1N2TransferFailureNotification as in the step 5 in clause 4.2.3.3.


If AMF decides to transfer transparently the UE Policy container to the UE via 3GPP access, e.g. the UE is registered and reachable by AMF in 3GPP access only, or if the UE is registered and reachable by AMF in both 3GPP and non-3GPP accesses served by the same AMF and the AMF decides to transfer transparently the UE Policy container to the UE via 3GPP access based on local policy, and the UE is in CM-IDLE and reachable by AMF in 3GPP access, the AMF starts the paging procedure by sending a Paging message described in the step 4b of Network Triggered Service Request (in clause 4.2.3.3). Upon reception of paging request, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2).

3.
If the UE is in CM-CONNECTED over 3GPP access or non-3GPP access, the AMF transfers transparently the UE Policy container (UE access selection and PDU Session selection related policy information) received from the PCF to the UE. The UE Policy container includes the list of Policy Sections as described in TS 23.503 [20].

4.
The UE updates the UE policy provided by the PCF and sends the result to the AMF.

5.
If the AMF received the notification of the reception of UE Policy container, the AMF forwards the response of the UE to the PCF using Namf_N1MessageNotify.


The PCF maintains the latest list of PSIs delivered to the UE and updates the latest list of PSIs in the UDR by invoking Nudr_DM_Update (SUPI, Policy Data, Policy Set Entry, updated PSI data) service operation.

* * * * Start 2nd Changes * * * * 
5.2.5.3.2
Npcf_PolicyAuthorization_Create service operation

Service operation name: Npcf_PolicyAuthorization_Create

Description: Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.
Inputs, Required: UE (IP or Ethernet) address, identification of the application session context.

Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application identifier or traffic filtering information , AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID.
Outputs, Required: Success or Failure.

Outputs, Optional: The service information that can be accepted by the PCF.
Authorizes the request from the application, and optionally communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Creates an application context in the PCF.
* * * End of Changes * * * 
3GPP


_1599641695.vsd
UE


(R)AN


AMF


PCF


2. Network Triggered Service Request



