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Abstract of the contribution: Discusses and proposes logic for the support of emergency services for the different deployment option with PNI NPN .
1. Introduction
The current status of support of emergency services for NPN is:
SNPN:			
" Emergency services are not supported in SNPN access mode.
NOTE 1: 	Voice support with emergency services in SNPN access mode is not specified in this release."; and
PNI NPN:		
" Editor's Note: It is FFS whether Emergency services are to be supported in a CAG cell.".
That is, we have the open issue on “How to support emergency services for PNI NPN” (noting that support for emergency in SA NPN is not for Rel-16).
This is an attempt to find a way forward for resolving the open issue.
2. Discussion
For PNI NPN there is a public network and as long as the public network supports voice services then the network should support also emergency services (actual requirements depends on regional regulations).
As there is no support in the SNPN case, we can assume that the emergency services are to use the public network.
Proposal 1: The standard shall support Emergency services for PNI NPN using the public network.
There may be different level of integration of the NPN in the public network e.g.
1.	The SMF and/or UPF is dedicated to NPN;
2.	The AMF and SMF/UPF are dedicated to NPN; or
3.	Only the NG-RAN is shared with the public network.
For integration level 1, the AMF is controlled by the public network and the network should support emergency services.
For integration level 2, the AMF is controlled by the NPN i.e. when emergency is to be initiated the UE need to use an AMF of the public network.
For integration level 3, the AMF and whole 5GC is controlled by the NPN as only the NG-RAN is shared with the public network. 
[bookmark: _GoBack]The above integration levels should be possible to be supported with some common logic. A UE logic to check whether the UE is "restricted", e.g. if the cell is a CAG cell and if the CAG Identifier is not part of the Allowed CAG list then the UE is restricted, and if the UE is not allowed to access non-CAG cell then the UE is restricted from using non-CAG cells. If the UE is restricted, the UE ignores the CAG restrictions while making an emergency registration, and if the UE is not restricted the UE uses normal procedures. With the assumption that only the public network supports emergency the UE also should select a network identifier (i.e. PLMN ID) corresponding to the public network (i.e. the UE also need to select a cell which provides access to a public network).
Proposal 2: The UE need to check if CAG restriction applies, and if the UE is not restricted the UE continues as per normal procedures, and if the UE is restricted the UE ignores restriction and initiates an emergency registration, and in both cases the UE selects a public network.

3. Proposal
It is proposed to agree on the principles of the following two proposals for supporting emergency services in the different PNI NPN deployment options.
Proposal 1: The standard shall support Emergency services for PNI NPN using the public network.
Proposal 2: The UE need to check if CAG restriction applies, and if the UE is not restricted the UE continues as per normal procedures, and if the UE is restricted the UE ignores restriction and initiates an emergency registration, and in both cases the UE selects a public network.
