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Abstract of the contribution: This contribution proposes an updated 5G-RG registration procedure.

Introduction
This contribution proposes updates to the 5G-RG registration procedures. These technical assumptions are used for the update procedure:
1. No AMF relocation will happen due to registration in 5G-RG i.e., the W-AGF will need to be connected to all AMFs that can serve a 5G-RG for the 3GPP access in the region. This is same requirement as for N3IWF. Problem with using geographically bounded AMFs also for wireline access would be for hybrid 5G-RGs where the AMF selected for 3GPP access can’t serve the 5G-RG for fixed access. 
2. AMF re-selection due to slicing can occur so that the first AMF forwards the registration request to a second AMF.
3. No PDU sessions will be tied to non-3GPP access at registration on W-5GAN access so there is no need to support activation of user-plane during the registration procedure. Mobility and periodic registration over W-5GAN is not used.
4. DRX and LADN are not supported for W-5GAN access.
5. Emergency registration and IMS via W-5GAN access for 5G-RG can be supported even though use-case can be discussed. Ericsson don’t see any reason to prohibit this by explicitly saying that it is not supported in the specification.
6. EAP-Identity request from W-AGF to 5G-RG is not needed. It should be sufficient for W-AGF with the SUCI/5G-GUTI as AN parameters to select and route the registration request to a correct AMF.
In the proposal below most N1 and N2 parameters that can be used for each message are listed and only those that are specific protocol parameters (like timers and criticality diagnostics) have been left out. A disclaimer is added that stage 3 specs must be taken in to account as well.

Proposal
It is proposed to update TS 23.316 as follows:
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[bookmark: _Toc3295048]7.2	Connection, Registration and Mobility Management procedures
The listed parameters in the procedures are not exhaustive, but more parameters can be used as described in the protocol specifications.
Where parameters have not been described, the meaning of the parameter is the same as for 3GPP access as described in TS 23.502 [3], TS 24.501 [X], TS 38.413 [Y]. 
[bookmark: _Toc3295049]7.2.1	Registration Management procedures
Editor's note:	This clause includes delta for Registration Management procedure defined in TS 23.502 [3] clause 4.2 for 5G-RG and FN-RG.
7.2.1.1	5G-RG Registration via W-5GAN
Editor’s note: Roaming scenarios are FFS
The 5G-RG registration management procedures are followed for both W-5GBAN and W-5GCAN.
Clause 7.2.1.1 specifies how a 5G-RG can register to 5GC via a W-5GAN access network. It is based on the Registration procedure specified in TS 23.502 [3] clause 4.2.2.2.2 and it uses the EAP method "EAP-5G" as specified in clause 4.12.2.1. If the 5G-RG needs to be authenticated, mutual authentication is executed between the 5G-RG and AUSF. The details of the authentication procedure are specified in TS 33.501 [X11]. In Registration and subsequent Registration procedures via W-5GAN access, the NAS messages are always exchanged between the 5G-RG and the AMF. When possible, the 5G-RG can be authenticated by reusing the existing UE security context in AMF for the 5G-RG.
Editor’s note: EAP-5G is assumed to be used during authentication but need to be verified with BBF/CableLabs.
The signalling flow in Figure 7.2.1.1-1 does not show all the details of a registration procedure via W-5GAN access. It shows primarily the steps executed between the 5G-RG and W-AGF. All the details of a registration procedure, including interactions with PCF, UDM, etc. are specified in TS 23.502 [3] clause 4.2.2.2.2.
Editor’s note: It is FFS whether to add interactions/steps (possibly boxes) toward EIR, PCF and UDM to make it clearer. Also further details on the exact set of parameters provided in each step is FFS.  



 
 Figure 7.2.1.1-1: 5G-RG Registration via W-5GAN
Editor’s note: The procedure assuming that EAP-5G is used between the 5G-RG and the W-AGF. This assumption may be revised based on SA3, BBF and Cablelabs decision. 
1.	The 5G-RG connects to a W-5GAN with procedures outside the scope of 3GPP and creates an initial not authenticated W-CP EAP signaling connection. This connection shall support EAP messages transfer between 5G-RG and W-AGF.
2.	The W-AGF sends an EAP-Request/5G-Start packet over the W-CP connection. The EAP-Request/5G-Start packet informs the 5G-RG to initiate an EAP-5G session, i.e. to start sending NAS messages encapsulated within EAP-5G packets. 
Editor’s note: This step depends on BBF/CableLabs decision for what protocols to use for NAS transport.
3.	The 5G-RG sends an EAP-Response/5G-NAS packet that contains the Access Network parameters (SUCI or 5G-GUTI, the selected PLMN, Requested NSSAI and Establishment CauseAN parameters) and a NAS Registration Request message (SUCI or 5G-GUTI, security parameters/UE security capability, NSSAI parameters, UE MM Core Network Capability, PDU session status, Follow-on request). The AN parameters contain information that is used by the W-AGF for selecting an AMF in the 5G core network. This information includes the GUAMI, the Selected PLMN ID, the Requested NSSAI and the Establishment cause. The Establishment cause provides the reason for requesting a signalling connection with 5GC.
Editor’s note:	TBD if EAP-Identity request is needed. Not needed in untrusted N3GPP scenario since IKE carries the identity
Editor’s note: The steps from 1 to 3 depend on BBF/CableLabs decision for what protocols to use for NAS transport. The step needs to be revised based on their decision.
4.	The W-AGF shall select an AMF based on the received AN parameters and local policy, as specified in TS 23.501 [2], clause 6.3.55.3. The W-AGF shall then forward the Registration Request received from the UE to the selected AMF within an N2 initial UE message (NAS message, Line-id based ULI, Establishment cause, AMF set id, UE context request, Allowed NSSAI). This message contains N2 parameters that include the Selected PLMN ID and the Establishment cause.
5.	The selected AMF may decide to request the SUCI by sending a N2 Downlink NAS transport message (NAS Identity Request) message to W-AGFUE. This NAS message and the response and all subsequent NAS messages are sent to between W-AGF and 5G-RG encapsulated within EAP/5G-NAS packets.
6.	The AMF may decide to authenticate the UE 5G-RG by invoking an AUSF. In this case, the AMF shall select an AUSF as specified in TS 23.501 [2] clause 6.3.4 based on SUPI or SUCI.
	The AUSF executes the authentication of the UE 5G-RG as specified in TS 33.501 [15]. The AUSF selects a UDM as described in TS 23.501 [2], clause 6.3.8 and gets the authentication data from UDM. The authentication packets are encapsulated within NAS authentication messages and the NAS authentication messages are encapsulated within EAP/5G-NAS packets. Between W-AGF and AMF, the messages are encapsulated within N2 downlink/uplink NAS transport messages. After the successful authentication:
	In step 6c, the AUSF shall send the anchor key (SEAF key) to AMF which is used by AMF to derive NAS security keys and a security key for W-AGF (W-AGF key). The UE 5G-RG also derives the anchor key (SEAF key) and from that key it derives the NAS security keys and the security key for W-AGF (W-AGF key). The W-AGF key can be used by the 5G-RG and W-AGF for establishing an authenticated W-CP connection (in step 10b).
	In step 6c, the AUSF shall also include the SUPI, if in step 6a the AMF provided to AUSF a SUCI .
The AMF decides if the Registration Request needs to be rerouted as described in clause TS 23.502 clause 4.2.2.2.3, where the initial AMF refers to the AMF.
Editor’s note: Check that procedure for authentication of 5G-RG is added to 33.501.
NOTE 2:	EAP-AKA' or 5G-AKA are allowed for the authentication of 5G-RG via W-5GAN access, as specified in TS 33.501 [15]. Figure 7.2.1.1-1 only shows authentication flow using EAP-AKA'.
7a.	The AMF shall send a NAS Security Mode Command (Selected NAS security algorithm, ngKSI, Replayed UE security capabilities, IMEISV request, Additional 5G security information, EAP message) to UE 5G-RG in order to activate NAS security. If an EAP-AKA' authentication was successfully executed in step 6, the AMF shall encapsulate the EAP-Success received from AUSF within the NAS Security Mode Command message. The message is encapsulated within a N2 downlink NAS transport message.
7b.	The W-AGF shall forward the NAS Security Mode Command message to UE 5G-RG within an EAP/5G-NAS packet.
7c.	The 5G-RG completes the EAP-AKA' authentication (if initiated in step 6), creates a NAS security context and a W-AGF key and sends the NAS Security Mode Complete message (IMEISV) within an EAP/5G-NAS packet.
7d.	The W-AGF relays the NAS Security Mode Complete message to the AMF in a N2 Uplink NAS transport message.
8a.	Upon receiving NAS Security Mode Complete, the AMF shall send an NGAPN2 Initial Context Setup Request message (Old AMF, UE Aggregate MBR, GUAMI, Allowed NSSAI, UE security capability, Security Key, Trace Activation, Masked IMEISV)that includes the W-AGF key.
8b.	This triggers the W-AGF to send an EAP-Success to UE5G-RG, which completes the EAP-5G session. No further EAP-5G packets are exchanged.After this step, NAS messages between 5G-RG and W-AGF are transported without EAP-5G using W-CP signalling connection.
9.	Optional[Conditional]: An authenticated W-CP signalingsignalling connection is established between the 5G-RG and W-AGF by using the common W-AGF key that was created in the 5G-RG in step 7c and received by the W-AGF in step 8a. 
Editor’s note: Whether this step is performed or not requires input from BBF and CableLabs
10.		W-AGF notifies the AMF that the 5G-RG context (including AN security) was created by sending a NGAPN2 Initial Context Setup Response. 
11.	[Conditional] The AMF requests the PEI from the 5G-RG as described in TS 23.502, clause 4.2.2.2.2 step 11.

12. The AMF performs step 12-16 in TS 23.502 clause 4.2.2.2.2. At 5G-RG registration to UDM, the Access Type non-3GPP access is used. The RAT type used toward PCF and UDM shall indicate wireline access. The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.
131.	The AMF sends the N2 Downlink NAS transport with NAS Registration Accept message (5GS registration result, 5G-GUTI, Equivalent PLMNs, Non-3GPP TAI, Allowed NSSAI, Reject NSSAI, Configured NSSAI, 5GS network feature support, network slicing indication, Non-3GPP de-registration timer value, Emergency number lists, SOR transport container, NSSAI inclusion mode) to the W-AGF which forwards the NAS Registration accept message to the 5G-RG. The N2 Message includes the Allowed NSSAI for the access type for the 5G-RG.
142.	[Conditional] The 5G-RG responds with NAS Registration Complete message as described in TS 23.502 clause 4.2.2.2.2 step 22 and W-AGF forwards the NAS Registration Accept to 5G-RGAMF in a N2 Uplink NAS transport message.
15. The AMF performs step 23-24 in TS 23.502 clause 4.2.2.2.2. 

**** End of Second Change ****
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