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Abstract of the contribution: This paper proposes the text change for clause 6.9 of TS 23.288.
1. Introduction
This contribution proposes text update based on offline discussion during/after SA2 #131 meeting:
 1. Clarification of the procedure for NWDAF to send updated analytics data to a subscribed consumer AMF as needed.
 2. Changed the analytics ID to be “UE communication” and “Expected UE behaviour parameters”.
 3. Editorial update to align with other clauses, e.g., heading style, terminology, etc., and correct missing descriptions.

2. Proposal
It is proposed to adopt the following text changes in TS 23.288.

**** Start of 1st Changes ****
6.9	MICO Mode Parameter Optimization for mIoT TerminalsConfiguration Related Network Data Analytics
[bookmark: _Toc536808725]6.9.1	General
To enhance the mIoTCIoT terminalUE's battery lifetime, the proper configuration of MICO mode related parameters are required. The NWDAF may provide analytics information to the AMF to assist the AMF to decide configuration parameters for MICO mode such as 1) Allow/disallow MICO mode, 2) periodic registration timer, 3) Active Time and Connected Time.
Editor's note: 	The exact parameters for MICO mode configuration may be further updated based on CIoT conclusion.
Depending on the decision algorithm in the AMF, tThe AMF may utilize the external parameters provisioned by AFs such as the behavioural pattern and the communication pattern in TS 23.502 [3]. The AMF may request the NWDAF to include recommended values for any missing external parameters in the analytics information.
[bookmark: _Toc536808726]6.9.2	Input Data
The information to be collected by the NWDAF for generation of analytic data related to MICO mode parameter optimization can be classified into three groups, 1) network data from NFs, 2) service data from AFs, and 3) management data from the OAM.
The network data to collect from NFs in the 5GC is defined in Table 6.9.2-1. The input data consist of data for identification of a specific target and data for extracting analytic estimation from the similar past situations or the similar group of targets.
The data to collect from the AF in Table 6.9.2-1includes service experience information, which is reported by the application server.
The data to collect from the OAM in Table 6.9.2-1 includes NF resource status and NF load information.

Table 6.9.2-1: Network data collection for the analysisMICO Configuration
	Information
	Source
	Description

	Location Info
	AMF
	The location information of the UE.

	DNN
	SMF or PCF
	To identify the DNN

	S-NSSAI
	SMF or AMF
	To identify the S-NSSAI for the PDU Session which contains the QoS flow

	UE ID
	AMF
	To identify UE

	Internal Group ID
	SMF
	To identify UE group if available

	Traffic usage report
	UPF or SMF
	To extract traffic characteristics such as flow length, size, and inter packet arrival time.

	Subscription data
	UDR/UDM
	To extract the specific UE related information. To extract UE's service contract, UE context, application data, UE specific policy data, and etc.

	External provisioned parameters
	UDR/UDM
	To extract the provisioned external parameters such as network configuration parameters, provisioned communication and behavioural patterns.

	NF resource status
	OAM/NRF
	The status of assigned resources such as CPU and memory.

	NF load
	OAM/NRF
	The load of specific NFs.

	Service experience
	AF
	User or service provide feedback on service experience such as MOS.



NOTE:	The correlation of analysed traffic information per DNN, per Slice, per service, per group of UE is dependent on usage of the information. Timestamp can be used to correlate the collected data from different sources.
[bookmark: _Toc536808727]6.9.3	Output Analytics
The AMF may consult NWDAF to obtain the analytics information for MICO mode parameter optimization. The NWDAF may respond to the AMF request with the analytic estimation of necessary parameter values and any missing external parameter values. The accuracy and confidence interval related to the analytic assistant information can be optionally contained together in the response. It provides that the confidence on the results of the NWDAF compared to the past observed data. The examples of parameters include behavioural pattern and communication pattern in TS 23.502 [3].
Editor's note:	The exact analytics information for MICO mode parameter optimization is FFS.
6.9.4	Procedures
6.9.4.1	NWDAF assisted MICO mode configuration


Figure 6.9.4-1 MICO configuration related analytics provided by NWDAF
1.	The AMF sends either Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe Request to the NWDAF, to request for analytics for MICO mode configuration of the UE. The type of analytics is set to UE communication and Expected UE behaviour parameters, and the target for analytics is set to UE ID. 
2. The NWDAF subscribes to AMF, SMF, UDM, AF and OAM to retrieve the information as defined in the Table 6.9.2-1. This step may be skipped if the NWDAF has already made subscription to these NFs and/or the OAM before.
  Editor's note: The exact OAM service defied by SA5 is FFS.
3.	The NWDAF derives requested analytics.
4.	The NWDAF provides the requested MICO configuration related analytics information to the AMF, using either the Nnwdaf_AnalyticsInfo_Response or Nnwdaf_AnalyticsSubscription_Subscribe response, depending on the message received in Step 1.
5.	The NWDAF receives update from the subscribed NF and OAM. 
[bookmark: _GoBack]6.	The NWDAF may generate new analytics for MICO configuration of the UE.
7.	The NWDAF provides the new analytics to the AMF, using Nnwdaf_AnalyticsSubscription_Notify.



**** End of 1st Changes ****
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