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* * * First change * * * *
5.3.1
Interactions between PCF and AF

Npcf and Naf enable transport of application level session information from AF to PCF. Such information includes, but is not limited to:
-
IP filter information or Ethernet packet filter information to identify the service data flow for policy control and/or differentiated charging;

-
Media/application bandwidth requirements for QoS control;
-
In addition, for sponsored data connectivity:

-
the sponsor's identification;
-
optionally, a usage threshold and whether the PCF reports these events to the AF;
-
information identifying the application service provider and application (e.g. SDFs, application identifier, etc.);
-
information required to enable Application Function influence on traffic routing as defined in Clause 5.6.7 of TS 23.501 [2].

Npcf and Naf enable the AF subscription to notifications on PDU Session events, i.e. the events requested by the AF as described in clause 6.1.3.18 and the change of DNAI as defined in Clause 5.6.7 of TS 23.501 [2].

NOTE:
The interactions between PCF and AF need to provide the Rx functionalities for services e.g. IMS based services and Mission Critical Push To Talk services. In addition, Npcf and Naf also provide additional services.

The N5 reference point is defined for the interactions between PCF and AF in the reference point representation.

* * * Second change * * * *
5.3.2
Interactions between PCF and SMF

Npcf and Nsmf enable the PCF to have dynamic control over the policy and charging behaviour at a SMF.

Npcf and Nsmf enable the signalling of policy and charging control decisions and support the following functionality:

-
Creation of a SM Policy Association as defined in clause 4.16 of TS 23.502 [3];

-
Request for policy and charging control decision from the SMF to the PCF when a Policy Control Request Trigger related to Session Management has been met;

-
Provision of policy and charging control decision from the PCF to the SMF;

-
Deletion of a SM Policy Association as defined in clause 4.16 of TS 23.502 [3].

The N7 reference point is defined for the interactions between PCF and SMF in the reference point representation.

* * * Third change * * * *
5.3.3
Interactions between PCF and AMF

Npcf and Namf enable the PCF to provide Access and Mobility Management related policies to the AMF and support the following functionality:

-
Creation of an AM Policy Association as defined in clause 4.16 of TS 23.502 [3];

-
Request for access and mobility management related policies from the AMF to the PCF when a Policy Control Request Trigger related to Access and Mobility Management has been met;

-
Provision of access and mobility management decision from the PCF to the AMF;

-
Deletion of an AM Policy Association as defined in clause 4.16 of 23.502 [3];

-
Handling of transparent delivery UE access selection and PDU Session selection policy from PCF to the UE via the AMF.
The N15 reference point is defined for the interactions between PCF and AMF in the reference point representation.

* * * Fourth change * * * *
5.3.4
Interactions between V-PCF and H-PCF

For roaming scenario, the interactions between V-PCF and H-PCF through Npcf enables:

-
Creation of an UE Policy Association as defined in clause 4.16 of 23.502 [3];

-
Provision of UE access selection and PDU Session selection related policies to the V-PCF in the VPLMN;

-
Deletion of an UE Policy Association as defined in clause 4.16 of 23.502 [3].

The N24 reference point is defined for the interactions between V-PCF and H-PCF in the reference point representation.

* * * Fifth change * * * *
5.3.6
Interactions between SMF and CHF
The interactions between SMF and CHF enable online and offline charging.

The N40 reference point is defined for the interactions between SMF and CHF in the reference point representation.

Since the N40 reference point resides between the SMF and CHF in the HPLMN, home routed roaming and non-roaming scenarios are supported in the same manner.

NOTE:
The functionality of this interface/reference point is defined in TS 32.240 [8].
* * * Sixth change * * * *
5.3.8
Interactions between PCF and CHF
The Nchf enables the PCF to access policy counter status information relating to subscriber spending from CHF and support the following functionality:

-
Request for reporting of policy counter status information from PCF to CHF and subscribe to or unsubscribe from spending limit reports (i.e. notifications of policy counter status changes);
-
Report of policy counter status information upon a PCF request from CHF to PCF;
-
Notification of spending limit reports from CHF to PCF;
-
Cancellation of spending limit reporting from PCF to CHF.

The N28 reference point is defined for the interactions between PCF and CHF in the reference point representation.

Since the N28 reference point resides between the PCF and CHF in the HPLMN, home routed roaming and non-roaming scenarios are supported in the same manner.

NOTE:
In this Release of the specification, there is no support by the Nchf_SpendingLimitControl service between the PCF in VPLMN and the CHF in the HPLMN.

* * * Seventh change * * * *
5.3.9
Interactions between SMF and NEF

Nsmf and Nnef enable transport of PFDs from the NEF (PFDF) to the SMF for a particular Application Identifier or for a set of Application Identifiers. It is achieved with the support of the following functionality:

-
Creation, updating and removal of individual or the whole set of PFDs from the NEF (PFDF) to the SMF;
-
Confirmation of creation, updating and removal of PFDs from the SMF to the NEF (PFDF).

NOTE:
The interactions between the SMF and the NEF (PFDF) for transporting PFDs are not related to any PDU Session.

The N29 reference point is defined for the interactions between SMF and NEF (PFDF) in the reference point representation.

* * * Eighths change * * * *
5.3.11
Interactions between NWDAF and PCF

The Nnwdaf enables the PCF to subscribe to and be notified on network status analytics. The following information are notified by the NWDAF:

-
Identifier of network slice instance;
-
Load level information of network slice instance.

NOTE:
How this information is used by the PCF is not standardized in this release of the specification.
The N23 reference point is defined for the interactions between NWDAF and PCF in the reference point representation.

* * * Ninths change * * * *
6.1.2.3.1
PFD management

The Management of Packet Flow Descriptions enables the UPF to perform accurate application detection when PFD(s) are provided by an ASP and then to apply enforcement actions as instructed in the PCC Rule.

The operator is able to configure pre-defined PCC Rules in the SMF or dynamic PCC Rules in the PCF that include at least an application identifier for service data flowdetection, charging control information, i.e. charging key and optionally the Sponsor identifier or the ASP identifier or both. Depending on the service level agreements between the operator and the Application Server Provider, it may be possible for the ASP to provide individual PFDs or the full set of PFDs for each application identifier maintained by the ASP to the SMF via the PFD Management service in the NEF (PFDF). The PFDs become part of the application detection filters in the SMF/UPF and therefore are used as part of the logic to detect traffic generated by an application. The ASP may remove or modify some or all of the PFDs which have been provided previously for one or more application identifiers. The SMF may report the application stop to the PCF for a application instance identifier as defined in clause 5.8.2.8.4 of TS 23.501 [2] if the removed/modified PFD in SMF/UPF results in that the stop of the application instance is not being able to be detected.
NOTE 1:
PFD management is optionally supported in the NEF and the SMF.

The ASP manages (provision, update, delete) the PFDs through the NEF (PFDF). The PFD(s) are transferred to the SMF through the NEF (PFDF). The PFDF is a logical functionality in the NEF which receives PFD(s) from the ASP through the NEF, stores the PFD(s) in the UDR and provides the PFD(s) to the SMF(s) either on the request from ASP PFD management through NEF (PFDF) (push mode) or on the request from SMF (pull mode). The PFDF functionality is a service provided by the NEF.

The ASP may provide/update/remove PFDs with an allowed delay to the NEF (PFDF). Upon reception of the request from the ASP, the NEF (PFDF) shall check if the ASP is authorized to provide/update/remove those PFD(s) and request the allowed delay. The NEF (PFDF) may be configured with a minimum allowed delay based on SLA to authorize the allowed delay provided by the ASP. When ASP and requested allowed delay are successfully authorized, the NEF (PFDF) shall translate each external Application Identifier to the corresponding Application Identifier known in the core network. The NEF (PFDF) stores the PDF(s) into the UDR.

NOTE 2:
The Allowed Delay is an optional parameter. If the Allowed Delay is included, it indicates that the requested PFD(s) should be deployed within the time interval indicated by the Allowed Delay.

The PFDs may be retrieved by SMF from NEF (PFDF) in "pull" mode or may be provisioned from NEF (PFDF) to the SMF in "push" mode.

When the "push" mode is used, the NEF (PFDF) retrieves from the UDR the PFDs for each application identifier and distributes them to those SMFs that enable access to those applications. The NEF (PFDF) may be configured with the list of SMFs where PFD(s) should be distributed. There are three methods to provision PFD(s) from the NEF (PFDF) to the SMF:

a)
Push of whole PFD(s) that can be accessed by the NEF (PFDF) according to operator configuration in NEF (PFDF) (e.g., provision per day according to operator configuration);

b)
Selective push of an ASP change in the PFD set (i.e. ASP changes the PFD set while operator configuration defines when to push);

c)
Selective push of an ASP change in the PFD set according to ASP request (i.e. ASP indicates to push changes in a PFD set within the time interval indicated by the Allowed Delay).

When the "pull" mode is used, at the time a PCC Rule with an application identifier for which PFDs are not available is activated or provisioned, the SMF requests all PFDs for that application identifier from the NEF (PFDF), and NEF (PFDF) retrieves them from the UDR. The PFD(s) retrieved for an application identifier from the NEF (PFDF) are cached in the SMF, and the SMF maintains a caching timer associated to the PFD(s) to control how long the PFD(s) are valid. When the caching timer expires:

-
If there are still active PCC rules that refer to the corresponding application identifier, the SMF reloads the PFD(s) from the NEF (PFDF) and provides it to the UPF over N4;

-
If there's no active PCC rule that refers to the corresponding application identifier or the SMF removes the last PCC rule that refers to the corresponding application identifier, the SMF removes the PFD(s) identified by the application identifier and informs the UPF to remove the PFD(s) identified by the application identifier over N4.

NOTE 3:
It is assumed that all SMF(s) and PFD (s) in an operator network are configured with the same default caching time value to be applied for all application identifiers.

When the "pull" mode is used, the NEF (PFDF) may provide to the SMF a caching time value per application identifier. The SMF receives the caching time value together with the PFD(s) from the NEF (PFDF) over N29 and applies this value for the application identifier instead of the configured default caching time value. In case no caching time value is received from NEF (PFDF), the SMF uses the configured default caching time value.

NOTE 4:
The configuration of a caching time value per application identifier in NEF (PFDF) is based on the SLA between the operator and the ASP.

When only "pull" mode is supported in one PLMN, if the Allowed Delay is shorter than the caching time value stored for this application identifier, or shorter than the default caching time if no application-specific caching time is stored, the NEF (PFDF) may still store the PFD(s) to the UDR. The NEF (PFDF) shall provide an indication that the PFD(s) were stored and the caching time value to the ASP when informing that the Allowed Delay could not be met.
When either "pull" mode or "push" mode is used, if there's any update of the PFD(s) received and there are still active application detection rules in the UPF for the Application ID, the SMF shall provision the updated PFD set corresponding to the Application ID to the UPF.

NOTE 5:
SMF should assure not to overload N4 signalling while managing PFD(s) to the UPF, e.g. forwarding the PFD(s) to the right UPF where the PFD(s) is enforced.

When the UPF receives the updated PFD(s) from either the same or different SMF for the same application identifier, the latest received PFD(s) shall overwrite any existing PFD(s) stored in the UPF.

If the PFDs are managed by local O&M procedures, PFD retrieval is not used; otherwise, the PFDs retrieved from NEF (PFDF) overrides any PFDs pre-configured in the SMF. The SMF shall manage the pre-configured PFDs and PFDs provided by the NEF (PFDF) at the UPF as defined in clause 5.8.2.8.4 of TS 23.501 [2]. The SMF may differentiate the need for PFD retrieval based on operator configuration in the SMF.

The AF requests including an application identifier may trigger the activation or provisioning of a PCC Rule in the SMF by the PCF based on operator policies.

* * * Tenths change * * * *
6.2.1.4
V-PCF

The V-PCF is a functional element that encompasses policy control decision functionalities in the VPLMN.

For SM-related policy control, the V-PCF only includes functionality for local breakout roaming scenario based on roaming agreements.

For UE policy control, the V-PCF receives the UE policy from the H-PCF and forwards it to the UE via the AMF. The V-PCF can send additional UE policy information (i.e. ANDSP policies) to the UE which is different from the one from H-PCF.
For Access and mobility related policy control, the V-PCF generates RFSP Index and Service Area Restriction.

* * * Eleventh change * * * *
6.2.1.5
H-PCF

The H-PCF is a functional element that encompasses policy control decision functionalities in the HPLMN.

For SM-related policy control, the H-PCF only includes functionality for home routed roaming scenario and provides the same functionality as the PCF in the non-roaming case.

For UE policy control, H-PCF generates the UE policy based on subscription data and transfers the UE policy to the UE via the AMF or the V-PCF in case of roaming.

* * * End of changes * * * *
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