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<<< Start of changes >>>
5.X	Support for non-public networks
5.X.2.7	Access to PLMN services via stand-alone non-public networks
5.X.2.7.Y	QoS differentiation when access to PLMN services via stand-alone non-public networks
When a UE accesses a PLMN’s services via a SNPN, the UE assists the SNPN for QoS differentiation of the NAS singaling and user plane data of the PLMN, as follows:
· Upon reception of the signalling IPsec SA setup (i.e, for NAS signalling) from the N3IWF of the PLMN, the UE may request the SNPN to setup a QoS flow solely used for the signalling IPsec SA. For the requested QoS flow, the UE shall provide to the SMF of the SNPN the SPI of the signalling IPsec SA as the UL and DL packet filter of the requested QoS flow and 5QI with the highest priority (e.g. 69) in the PDU session. If the SPI is updated for the signalling IPsec SA (e.g. due to SA rekey), the UE shall update the packet filter of the QoS flow used for the signalling IPsec SA to the SMF of the SNPN accordingly. If the signalling IPsec SA is removed, the UE may request the SMF of the SNPN to remove the QoS rule related to the SPI of the signalling IPsec SA.
· Upon reception of the IPsec child SA setup (i.e, for user plane data) from the N3IWF of the PLMN, the UE may request the SNPN to setup the QoS flow for each IPsec child SA. For the requested QoS flow, the UE shall provide to the SMF of the SNPN the requested QoS flow description based on the QoS flow description (e.g, QFI(s)) associated with the IPsec child SA and the SPI of the IPsec child SA as the UL and DL packet filter of the requested QoS flow. If the SPI is updated for the IPsec child SA, the UE shall update the packet filter of the QoS flow used for the IPsec child SA to the SMF of the SNPN accordingly. If the IPsec child SA is removed, the UE may request the SMF of the SNPN to delete the QoS rule related to the SPI of the IPsec child SA.

5.X.2.8	Access to stand-alone non-public network services via PLMN
5.X.2.8.Y	QoS differentiation when access to stand-alone non-public network services via PLMN
When a UE accesses a SNPN’s services via a PLMN, the UE assists the PLMN for QoS differentiation of the NAS singaling and user plane data of the SNPN, as follow:
· Upon reception of the signalling IPsec SA setup (i.e, for NAS signalling) from the N3IWF of the SNPN, the UE may request the PLMN to setup a QoS flow solely used for the signalling IPsec SA. The UE shall provide to the SMF of the PLMN the SPI of the signalling IPsec SA as the UL and DL packet filter of the requested QoS flow and 5QI with the highest priority in the PDU session. If the SPI is updated for the signalling IPsec SA, the UE shall update the packet filter of the QoS flow used for the signalling IPsec SA to the SMF of the PLMN accordingly. If the signalling IPsec SA is removed, the UE may request the SMF of the PLMN to remove the QoS rule related to the SPI of the signalling IPsec SA.
· Upon reception of the IPsec child SA setup (i.e, for user plane data) from the N3IWF of the SNPN, the UE may request the PLMN to setup the QoS flow for each IPsec child SA. The UE shall provide to the SMF of the PLMN the requested QoS flow description based on the QoS flow description (e.g, QFI(s)) associated with the IPsec child SA and the SPI of the IPsec child SA as the UL and DL packet filter of the requested QoS flow. If the SPI is updated for the IPsec child SA, the UE shall update the packet filter of the QoS flow used for the IPsec child SA to the SMF of the PLMN accordingly. If the IPsec child SA is removed, the UE may request the SMF of the PLMN to delete the QoS rule related to the SPI of the IPsec child SA.

<<< End of changes >>>

