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************* First Change **************************

4.15.3.1
Monitoring Events

The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection, and the event reporting to the requested party.

To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM and the AMF enables NEF to configure a given Monitor Event at UDM or AMF, and reporting of the event via UDM and/or AMF. Depending on the specific monitoring event or information, it is either the AMF or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.

The following table illustrates the monitoring events:

Table 4.15.3.1-1: List of event for monitoring capability
	Event
	Description
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.
	AMF

	UE reachability
	It indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer.
	AMF

UDM: reachability for SMS

	Location Reporting
	It indicates either the Current Location or the Last Known Location of a UE. One-time and Continuous Location Reporting are supported for the Current Location. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location. (see NOTE 1) For One-time Reporting is supported only for the Last Known Location.
	AMF

	Change of SUPI-PEI association
	It indicates a change of the ME's PEI (IMEI(SV)) that uses a specific subscription (SUPI)
	UDM

	Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification when that status changes. (see NOTE 2)
	UDM

	Communication failure
	It is identified by RAN/NAS release code
	AMF

	Availability after DNN failure
	It indicates when there has been some data delivery failure followed by the UE becoming reachable.
	AMF

	Number of UEs present in a geographical area
	It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	Downlink data delivery status
	It indicates the downlink data delivery status in the core network. Events reported triggered at every downlink data packet being buffered, include:
- Downlink data in extended buffering, including:
- Data packets buffered
- Estimated buffering time, as per clause 4.2.3.3
- Downlink data transmitted

- Downlink data discarded
	SMF

	NOTE 1:
Location granularity for event request, or event report, or both could be at cell level (Cell ID), TA level or other formats e.g. shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF.

NOTE 2:
Roaming status means whether the UE is in HPLMN or VPLMN.




************* Next Change ***************************

4.15.3.2.x
Information flow for downlink data delivery status
The procedure is used by the Application Function to subscribe to data delivery status notifications and to explicitly cancel a previous subscription. Cancelling is done by sending Namf_EventExposure_UnSubscribe request identifying Subscription Correlation ID. The notification steps 3 and 4 are not applicable in cancellation case.


[image: image1.emf]SMF PCF NEF AF

1. Nnef_EventExposure_(Un)Subscribe Request

2. Npcf_EventExposure_(Un)Subscribe request

4. Nsmf_EventExposure_(Un)Subscribe Response

6. Nnef_EventExposure_(Un)Subscribe Response

3. Nsmf_EventExposure_(Un)Subscribe request

5. Npcf_EventExposure_(Un)Subscribe response

7. Change in delivery 

status event detected

8. Nsmf_EventExposure_Notify

9. Nnef_EventExposure_Notify


Figure 4.15.3.2.x-1: Information flow for downlink data delivery status

1.
AF sends Nnef_EventExposure_Subscribe Request to NEF requesting data delivery status. The IP Filter information is included in the message to identify the IP PDU traffic or the Ethernet packet filter. The Downlink delivery status events include:

-
Downlink Packet(s) in extended buffering event, including Extended Buffering time.
-
This event is triggered every time a new downlink data packet is buffered with extended buffering matching the IP filter information.

-
the SMF provides the Extended Buffering time as determined in clause 4.2.3.3.
-
Downlink Packet(s) discarded.
- This event occurs when Extended Buffering time, as determined in clause 4.2.3.3, expires.
-
Downlink Packet(s) transmitted.
-
This event occurs when the UE becomes CM-CONNECTED, and buffered data can be delivered to UE as per clause 4.2.3.3.
2.
NEF sends the Npcf_EventExposure_Subscribe Request to PCF. IP Filter information, monitoring event received from step 1 are included in the message.

3.
PCF sends the Nsmf_EventExposure_Subscribe Request message to the SMF which servcs the PDU Session relevant to the IP Filter information.and includes the the notification endpoint of NEF.

4.
SMF sends the Nsmf_EventExposure_Subscribe Response message to PCF.

5.
PCF send sends the Npcf_EventExposure_Subscribe response message to NEF.

6.
NEF sends the Nsmf_EventExposure_Subscribe response to AF.
7.
The SMF detects a change in Downlink Delivery Status event as described in clause 4.2.3.

8.
The SMF sends the Nsmf_EventExposure_Notify with Downlink Delivery Status event message to NEF

9.
The NEF sends Nnef_EventExposure_Notify with Downlink Delivery Status event message to AF.
************* Next Change ***************************

5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and

-
Notifying events on the PDU Session to the subscribed NFs.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):

-
UE IP address / Prefix change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.

-
PDU Session Release.
-
UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.


The event notification may contain following information:

-
the type of notification ("EARLY" or "LATE").
-
for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:

-
DNAI.

-
UE IP address / Prefix.

-
N6 traffic routing information.

NOTE 1:
UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-
Change of Access Type; The event notification contains the new Access Type for the PDU Session.

-
PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.
-
Downlink data delivery status. The event notification contains the status of downlink data packets in the core network including:
-
Downlink packet(s) in extended buffering and Estimated maximum wait time.

-
Downlink packet(s) discarded.

-
Downlink packet(s) transmitted.
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.

Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	


The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (on a specific DNN).[image: image2.png]
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