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1	Introduction
S2-1901329, which has been endorsed at the previous meeting, includes the following Editor's notes:
Editor's note: The stand-alone/non-stand-alone terminology may be revisited in a future meeting.
Editor's Note: It is FFS whether list of NIDs per PLMN ID per cell or only a single NID per PLMN ID in a cell is needed.
Editor's note: Need for support of emergency services in SNPN mode of operation is FFS.
[bookmark: _Hlk1414906]Editor's note: Details of access to PLMN services in SNPN mode of operation are FFS.
[bookmark: _Hlk1414926]Editor's note: The need to support QoS differentiation for access to PLMN services via non-public networks is FFS.
The following section discusses those Editor's notes and proposes a way forward.
2	Discussion
2.1	Terminology
Editor's note: The stand-alone/non-stand-alone terminology may be revisited in a future meeting.
In the previous meeting various comments were raised that the terminology, specifically the term non-stand-alone non-public network was too cumbersome and should be revisited. To simplify the terminology it is proposed to replace this term by "Public network integrated NPN".
[bookmark: _Hlk1400571]Proposal 1: It is proposed to place the term "non-stand-alone non-public networks" by "Public network integrated NPN"
2.2	List of NIDs per PLMN ID per cell
Editor's Note: It is FFS whether list of NIDs per PLMN ID per cell or only a single NID per PLMN ID in a cell is needed.
Solution 1 in TR 23.734, which has been chosen as the way forward, states:
-	The following information is broadcasted in SIB by gNBs providing access to a non-public network:
[...]

-	List of NPN-IDs identifying the non-public networks the cell provides access to
However, what has not been discussed is the number of NPN IDs that should be supported per cell. To limit the amount of information that needs to be broadcasted in system information it is proposed to align with the supported number of PLMNs for network sharing, i.e. to support a total of twelve (12) NPN IDs per cell, which can either be broadcasted for a single PLMN ID or across multiple PLMN IDs.
Proposal 2: Support a total of twelve (12) NPN IDs per cell, which can either be broadcasted for a single PLMN ID or across multiple PLMN IDs. Further details will be defined by RAN2.
2.3	Support of emergency services
As of now there are no SA1 requirements on the need to support emergency calls in stand-alone non-public networks. As emergency call support is typically defined based on explicit regulatory requirements, the following aspects would require discussion (non-exhaustive list):
-	Which types of stand-alone NPNs (if any) need to support emergency calls, e.g. are emergency call requirements applicable to factory NPNs used solely for industrial automation? Does support of a local voice service (e.g. using a PBX with PSTN break-out) imply a mandate to support emergency calls? Any implications stemming from the type of spectrum used (licensed vs unlicensed)?
- 	Should "normal" UEs (i.e. UEs not operating in SNPN mode of operation) be allowed to make emergency calls via SNPNs, e.g. in case no PLMN is available?
-	What is the expected behavior for a UE in SNPN mode of operation in case emergency calls are not supported on the SNPN the UE is registered with? Alternatives include to
(a)	search for other SNPNs that may support emergency calls and that the UE may have a subscription for,
(b)	search for SNPNs that support emergency calls in limited service state or
(c)	immediately disable SNPN of operation and try to find a PLMN that supports emergency calls
It is also worth emphasizing that prematurely defining emergency call procedures for stand-alone non-public networks could create unnecessary UE complexity in idle mode procedures of SNPN mode of operation – without clearly knowing whether and which regulatory requirements will eventually apply. It is therefore prudent to wait until solid regulatory requirements (if any) are defined and reflected in Stage 1 specifications, before any SA2 work is done in this area.
Proposal 3: Agree for Rel-16 that the UE disables NPN mode of operation and follows existing PLMN selection procedures in case an emergency call needs to be placed. In a future release this aspect may be revisited if service requirements are defined.
2.4	Access to PLMN services in SNPN mode of operation
Editor's note: Details of access to PLMN services in SNPN mode of operation are FFS.
The question in the previous SA2 meeting, which led to this Editor's note was how a UE in SNPN mode of operation (in which it is supposed to only select stand-alone non-public networks) can actually select a PLMN.
To address this, it is proposed to clarify that the SNPN mode of operation applies to the primary (first) registration of the UE, i.e. in SNPN mode of operation the UE only selects and registers with SNPNs and does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17] for its primary (first) registration. To access PLMN services, a UE in SNPN mode of operation that has successfully registered with an SNPN may perform - via the SNPN - a secondary registration with a PLMN following the same architectural principles as specified in clause 4.2.8 (untrusted non-3GPP access to 5GC) and the SNPN taking the role of “Untrusted non-3GPP access”.
Proposal 4: Clarify that in SNPN mode of operation the UE only selects and registers with SNPNs and does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17] for its primary (first) registration; once registered with an SNPN the UE can perform a second registration with a PLMN via the SNPN and the N3IWF of the PLMN.
2.5	Need for QoS differentiation for access to PLMN services via non-public networks
Editor's note: The need to support QoS differentiation for access to PLMN services via non-public networks is FFS.
Support for QoS differentiation for access to PLMN services via stand-alone non-public networks requires SLAs and also a certain level of technical agreements (e.g. on QoS mapping) between the non-public network and the PLMN. 
On the other hand, stand-alone non-public networks are defined as networks not relying on network functions provided by a PLMN. Therefore it is not obvious why such SLAs and technical agreements can be assumed to be in place.
Given this, it is proposed to not support QoS differentiation for access to PLMN services via non-public networks in Rel-16.
Proposal 5: No support for QoS differentiation for access to PLMN services via non-public networks in Rel-16. This does not preclude that support of the same can be added in a later release.
3	Proposal
In line with the discussion in the previous section it is proposed to agree the companion CR in S2-19xxyy.
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