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Abstract of the contribution: UE privacy setting is a new LCS feature and the concept and terminologies should be aligned in the TS.
1. Discussion
Last meeting there was a remaining issue on the alignment of terminology, in particular the terminology related to feature “UE privacy setting”.

Several concepts and terminologies should be considered in an overall view.

“Use of UE privacy setting” is the interim feature name. After referred to other 5G specs, it is proposed to rename it to “UE privacy setting handling”.
The feature “UE privacy setting handling” involves the interaction of UE, AMF, GMLC, NEF, and UDM.

The information set by UE and sent the network, is suggested to call “UE privacy profile”, of which the name has been used in legacy system.
When UDM receives UE privacy profile, UDM stores it in the UE subscription data, in particular a sub data set, called LCS data.
2. Proposal
Proposal 1: feature “Use of UE privacy setting” is renamed to “UE privacy setting handling”.

Proposal 2: The information set by UE and sent the network, is suggested to call “UE privacy profile”.

Proposal 3: UDM stores “UE privacy profile” in the UE subscription data, in particular a sub data set, called LCS data.
***** BEGIN 1st CHANGE *****
5.4
UE privacy setting handling
5.4.1
General

An LCS client may or may not be authorised to retrieve the UE location, if the UE is not intended to be positioned e.g. for commercial use.
UE privacy setting is a feature which allows the UE to set a UE privacy profile and provide it to the network. 
The UE privacy profile is used to indicate whether the subsequent LCS request from the LCS client is allowed, and the UE privacy profile may further indicate the allowed LCS client type, e.g. NG-RAN, third party AF, etc.

The UE privacy profile is a Data Subset i.e. LCS data, of the Subscription Data stored in the UDR that is accessed by the UDM. UDM may also store the UE privacy setting locally.

5.4.2
Provision of UE privacy profile
The UE privacy setting is set by the UE and provided to the network using N1 NAS message. It may be updated by UE any time after the first time provisioning.

An authorized AF is allowed to provision the UE privacy profile for specific UE(s) via NEF. If the privacy profile provided by the UE and the AF conflict, the one provided by UE takes precedence.

The privacy profile may be updated by the target UE during the 5GC-MO-LR, 5GC-MT-LR and Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events. The updated value is stored into the UDR by the UDM after the interaction with the AMF.

In addition, a notification is sent by the UDM in order to notify the subscribed consumer i.e. GMLC, NEF and AMF about the change of UEs privacy setting:

-
Target UE identity, (one or both of MSISDN and IMSI);

-
Updated UE privacy setting.
5.4.3
LCS service authorization based on UE privacy profile
UDM provides the UE privacy profile to AMF, NEF and GMLC, if the information is available.
For a 5GC_MT_LR request, the GMLC determines whether the LCS client is authorized to retrieve UE location, based on the UE privacy setting. It is the H-GMLC if the UE is registered in a VPLMN.

NOTE:
The UE privacy setting is not sent to the V-GMLC.

For a 5GC_MT_LR, NEF determine whether the AF is authorized to retrieve UE location, based on the UE privacy profile.

For a 5GC-MO-LR request, the AMF determines whether the NF service consumer is authorized to retrieve UE location, based on the UE privacy profile.
***** BEGIN next CHANGE *****
4.1
General Concepts
A general description of location services and service requirements are given in the specification TS 22.071 [2]. Support of location services for GERAN, UTRAN and E-UTRAN access networks is described in TS 23.271 [X], TS 43.059 [5], TS 25.305 [17] and TS 36.305 [7].

The positioning of a UE can be supported by RAT dependent position methods, which rely on for example 3GPP RAT measurements obtained by a target UE and/or on measurements obtained by an Access Network of 3GPP RAT signals transmitted by a target UE. Positioning of a UE can also be supported by RAT independent position methods which may rely on non-RAT measurements obtained by a UE and/or on other information.

Location information for a target UE may be requested by and reported to an LCS client (or application) external to a PLMN, or an LCS client (e.g. a control plane NF) within a PLMN including the target UE itself. Location information may include a location estimate for a target UE together with a time of applicability. A location estimate may be geodetic and comprise location coordinates with an optional uncertainty and confidence, as defined in TS 23.032 [8]. A location estimate may alternatively be expressed in civic form. The velocity of the UE may be optionally returned in a format specified in TS 23.032 [8]. The accuracy of a location estimate and a delay in obtaining and returning it may be specified by an LCS client via an LCS Quality of Service (QoS).

For location requests from external LCS clients, privacy support shall be enabled using UE privacy profile in an HPLMN. Additionally, UEs may optionally support privacy notification and verification on behalf of a user. Privacy override is also supported for regulatory LCS services according to local regulation.


The capabilities of a target UE to support LCS may be signalled by the UE to a serving PLMN at the AS, NAS and application (positioning protocol) levels to enable use of position methods supported by the UE.

***** End of CHANGE *****
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