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	Reason for change:
	1) Even though there are  requirements that a UE  can only access a CAG if 
1. it is configured to access CAG;
2. if (in automatic mode) the the CAG cell selected for access is on the UE's CAG white list
there is still a need in certain circumstances that the NW is able to send a reject to that UE configured to access CAG when that UE configured to acces CAG attempts to such an access. These circumstance include:-

· when the white list on the UE side and the subscription information available on the NW side are not in sync.

· when the UE's subscription to CAG has expired while UE is still registered to the NPN
· when a UE that is configured to only access CAG cells, attempts an access to a normal cell.
Note: Whilst the requirements for the AMF to support such kinds of reject are in 23.501CR0757 (S2-1901391) which was endorsed in SA2#130 (Kochi), such requirements are not in 23.734, solution 2 nor are they in the conclusions of the study report.
2) When a UE access attemot to a CAG is rejected, the UE should remove that CAG id from its white list, if that CAG id entry exist in the white list.
Failure to enforce that on the UE, will mean that UE will make repeated attempts to that CAG, causing a drain on UE's battery, increased use of radio/signalling resources and overall bad user experience.



	
	

	Summary of change:
	1) introduce the requirement that NW can reject the UE :-
- if UE has no CAG subscription or 
- if UE is accessing normal cell when it is only allowed to use CAG cells.
2) Introduce the requirement that the UE need to remove the CAG id entry in its white list if its attempt to that CAG is rejected.
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* * * First Change * * * *

6.2
Solution 2: Closed Access Group
6.2.1
Description

The solution addresses key issue #1 ("Network discovery, selection and access control for non-public networks") and key issue #2 ("Network Identification for non-public networks").

The solution supports the following network types:

-
non-stand-alone non-public networks (i.e. non-public networks that are deployed as part of a PLMN)

The solution is based on the following principles:

-
Identities:

-
A Closed Access Group (CAG) ID uniquely identifies a closed access group (CAG) in a PLMN.

-
A human-readable network name identifies the CAG. The human-readable name may be unique.

-
The following information is broadcasted in SIB for a PLMN that supports a CAG:

-
CAG indication identifying the cell as a Closed Access Group cell.

-
cellReservedForOtherUse indication (to prevent non-supporting UEs from accessing the cell; see also TS 38.304 [8]). UEs that support non-public networks consider a cell that broadcasts both the cellReservedForOtherUse and the CAG indication as not barred.

-
CAG ID.

-
(Optional) Human-readable network name.

-
Network and cell selection

-
UE maintains a white list of CAG IDs

-
UE configured to only access CAG cells are not allowed to register via non-CAG cells of any PLMN.

-
UE shall only automatically select and attempt to register via a CAG cell whose identity is contained in the white list.

-
NW shall explicitly reject a UE's access to a CAG cell that UE has no subscription for or if the UE had subscription but that subscription has expired.
NOTE :
The explicit reject signalling and the reject cause to be used are a stage 3 matter and left to CT1 and RAN2 to decide.

-
For manual CAG selection the UE presents the list of available CAG IDs and related human-readable names (if available). If a UE has successfully registered to a CAG which was not listed in the white list yet, the CAG ID is added to the CAG white list.

-
When a UE's is notified that a CAG acces is rejected by the NW, the UE shall delete from the white list that CAG ID entry, if that entry exist in the white list.
-
Subscription

-
Subscription contains the list of CAGs the UE is entitled to access

-
Subscription contains indication whether the UE is only allowed to access CAG cells (UE is also configured accordingly); this is to address factory devices that are supposed to remain on the CAG cells

-
A UE without subscription to a CAG but makes an access attempt to that CAG, will be explicitly rejected by the NW.
-
A UE whose subscription indicates the UE is only allowed to access CAG cells but makes an access to a normal cell, will be explicitly rejected by the NW.
* * * End of Change * * * *

