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Abstract of the contribution: This paper is to examine the 5GS roaming scenarios that are applicable to support ATSSS.  Based on the observations and conclusions, this paper proposes the general agreements on the roaming support ATSSS. 
Background
As part of the conclusion for the study of ATSSS as captured in TR 23.793 Clause 7, it was stated: 
3b.
MA-PDU Session is supported only in non-roaming and LBO scenario (i.e. both accesses serving same PLMN).
However, during the SA2#130, there was concern raised that, the design of the Rel-16 ATSSS support could be compromised and not extensible for the legitimate 5GS roaming scenarios which have not been considered carefully. As a result, in the approved CR0735r3 (S2-1900883) from the last SA2#130 meeting, the following Editor’s note has been agreed and added to the General clause of ATSSS for TS 23.501: 
Editor's note:
 Some aspects of MA-PDU Session in LBO roaming scenarios may need further study. In addition, it is for further study if and how a MA-PDU Session can be supported in home-routed roaming scenarios and when the UE is registered to different PLMNs via 3GPP access and non-3GPP access.
The intent of this paper is to examine the various 5GS roaming scenarios and to identify which roaming scenarios are applicable to support ATSSS. The paper will then propose proper text to clarify in what roaming scenarios that are applicable for ATSSS. 
 Considerations

Since the UE registers with the 3GPP and non-3GPP accesses in separate operations, the three fundamental considerations to determine if the ATSSS can be supported in the given roaming scenario are:

a. whether both 3GPP and non-3GPP accesses are provisioned to serve the same S-NSSAI for the same PLMN, and 
b.  if both accesses are anchored to the “common” UPF, and
c.  if same PCF from the same PLMN is used to provide the SM policy ton control to the MA-PDU session

Based on these three principles, the following roaming scenarios that were specified in TS 23.501 are examined one by one as follows: 

1. LBO Roaming Scenario-1 (see Figure 4.2.8.2.2-1)
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In this LBO Roaming scenario for 5G Core Network with untrusted non-3GPP access - N3IWF in the same VPLMN as 3GPP access.  The UE could be provisioned with both the 3GPP and non-3GPP accesses to serve the same S-NSSAI for the same PLMN. The same UPF in the VPLMN that supports ATSSS could be selected to anchor the MA-PDU session. Also, same SM policy can be applied to both accesses. 
Observation-1: The LBO roaming scenario-1 as described in Figure 4.2.8.2.2-1 is a legitimate scenario to support ATSSS.       
2. LBO Roaming Scenario-2 (see Figure 4.2.8.2.2-2)
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In this LBO Roaming scenario, 5G Core Network with untrusted non-3GPP access - N3IWF is in a different PLMN from 3GPP access.  Even though both accesses could be associated with the same S-NSSAI provisioned by the HPLMN, however, both accesses could not be anchored to the same UPF that supports ATSSS.  Hence, ATSSS cannot be supported in this roaming scenario. 

Observation-2: The LBO roaming scenario-2 as described in Figure 4.2.8.2.2-2 is NOT a legitimate scenario to support ATSSS.       

3.  LBO Roaming Scenario-3 (see Figure 4.2.8.2.2-3)
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Same consideration is for this LBO Roaming scenario as the LBO Roaming scenario-1 above for 5G Core Network with trusted non-3GPP access which is serving in the same VPLMN as the 3GPP access. 
Observation-3: The LBO roaming scenario-3 as described in Figure 4.2.8.2.2-3 is a legitimate scenario to support ATSSS.       

4. LBO Roaming Scenario-4 (see Figure 4.2.8.2.2-4)
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Same consideration is for this LBO Roaming scenario as the LBO Roaming scenario-2 for 5G Core Network with trusted non-3GPP access that is serving a different PLMN than the 3GPP access. 
Observation-4: The LBO roaming scenario-4 as described in Figure 4.2.8.2.2-4 is NOT a legitimate scenario to support ATSSS.       

5. Home-routed Roaming Scenario-1 (see Figure 4.2.8.2.3-1)
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In this Home-routed Roaming scenario-1 that the 5G Core Network with untrusted non-3GPP access - N3IWF is in the same VPLMN as 3GPP access. The UE could be provisioned with both the 3GPP and non-3GPP accesses to serve the same S-NSSAI for the home PLMN. The same UPF in the VPLMN and in the HPLMN that supports ATSSS could be selected to anchor the MA-PDU session.  Also, same SM policy can apply to both accesses. 
Observation-5: The Home-routed roaming scenario-1 as described in Figure 4.2.8.2.3-1 is a legitimate scenario to support ATSSS.       

6. Home-routed Roaming Scenario-2 (see Figure 4.2.8.2.3-2)
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In this Home-routed Roaming scenario-2 for 5G Core Network with untrusted non-3GPP access - N3IWF is in a different VPLMN than 3GPP access.  Even though the UE is served by two different VPLMNs for the 3GPP and non-3GPP accesses, both VPLMNs could have similar SLAs to map their respective S-NSSAIs with the same S-NSSAI in the HPLMN. Furthermore, the same UPF that supports ATSSS could be assigned to anchor the traffic for both accesses.  The only question is that, given the two accesses are served by different VPLMN, could the compatible QoS support be feasible to support some ATSSS applications?  Therefore, in order to allow this roaming scenario to be viable, both VPLMNs need to comply to the same SLA for the QoS requirements defined by the HPLMN to support the given application. 

Observation-6: The Home-routed roaming scenario-2 as described in Figure 4.2.8.2.3-2 is legitimate ONLY if both VPLMNs can comply to the same SLA for the QoS requirements defined by the HPLMN to support the given application. 

7. Home-routed Roaming Scenario-3 (see Figure 4.2.8.2.3-3)
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In this Home-routed Roaming scenario-3, the 5G Core Network with untrusted non-3GPP access - N3IWF is resided in HPLMN whereas the 3GPP access is supported through the VPLMN.  The UE could be provisioned with the 3GPP access to serve the same S-NSSAI for the home PLMN through the SLA. The same UPF in the HPLMN that supports ATSSS could be selected to anchor the MA-PDU session. Also, the same SM policy can apply to both accesses. 
Observation-7: The Home-routed roaming scenario-3 as described in Figure 4.2.8.2.3-3 is a legitimate scenario to support ATSSS.       

8. Home-routed Roaming Scenario-4 (see Figure 4.2.8.2.3-4)
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Same consideration is for this Home-routed Roaming scenario-4 as Home-routed Roaming scenario-1 for 5G Core Network with trusted non-3GPP access served by the same VPLMN as 3GPP access. 
Observation-8: The Home-routed roaming scenario-4 as described in Figure 4.2.8.2.3-4 is a legitimate scenario to support ATSSS.       

Conclusion-1: For local breakout roaming scenarios, only the scenario-1 and scenario-3 are feasible to have the same anchor UPF to serve the MA-PDU session as long as they are provisioned to serve the same S-NSSAI and the same PCF from the same PLMN is used to serve the UE to support policy control for the given MA-PDU session.       

Conclusion-2: All the Home-routed roaming scenarios are feasible to have the same anchor UDF to serve the MA-PDU session as long as they are provisioned to serve the same S-NSSAI and the same PCF from the same PLMN is used to serve the UE to support policy control for the given MA-PDU session.       

Proposed Agreements
Based on the conclusion-1 and conclusion-2 above, it is proposed to clarify that, not all local breakout roaming scenarios are applicable to ATSSS, and roaming scenarios are applicable to ATSSS as long as: 
a. both 3GPP and non-3GPP accesses are provisioned to serve the same S-NSSAI for the same PLMN, and 

b. both accesses are anchored to the “common” UPF, and

c. same PCF from the same PLMN is used to provide the SM policy to control to the MA-PDU session

The companion CR to implement this agreement is S2-1901671. 
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