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[bookmark: _Toc462478989]Abstract of the contribution: This contribution addresses the editor’s note introduced at SA2#130 about Indirect Communication and Delegated Discovery and Network Slicing
1	Introduction
At SA#130, the following editor’s note was added in CR 0903 rev 2 to 23.502 (S2-1901402)
3. If the NF service consumer is authorized to communicate with the NF service producer, the SCP forwards the request to the selected NF service producer according to the configuration of the Network Slice, e.g. the expected NF instances are only reachable by NFs in the same network slice. 
Editor's note: Further impact due Indirect Communication and Delegated Discovery on Network Slicing is FFS. 

In this paper we describe some of the challenges related to indirect communication and delegated discovery if isolation between slices is necessary and propose how those challenges may be addressed/mitigated.
2	Discussion
2.1	Some aspects of Network Slicing in Rel-15 
TS 23.501 section 6.2.6 NRF, states that the NRF
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):
-	PLMN level (the NRF is configured with information for the whole PLMN),
-	shared-slice level (the NRF is configured with information belonging to a set of Network Slices),
-	slice-specific level (the NRF is configured with information belonging to an S-NSSAI).
We also note that NFs may be at 
· PLMN level (e.g. the NSSF)
· shared-slice level (e.g. AMF)
· slice-specific level (e,g. PCF)
A possible motivation behind the NRF and other NFs deployments alternatives may be, albeit not explicitly stated in TS 23.501, a requirement of isolation between slices, e.g. to avoid for instance that details of network slices of different enterprises are disclosed outside the network slice. It shall however be noted that any NF shared at PLMN level or at shared-slice level will have some visibility of the details of the network slices it includes, e.g. the NSSF will know all AMFs and respective supported S-NSSAIs, and an AMF will be able to discover NFs in all Network Slices it supports. 

2.2	Some consideration related to Rel-16 Indirect Communication and Network Slicing
Two possible approaches may be adopted with respect to the SCP in communication alternative C, i.e. Indirect Communication:
1) The routing of messages may be seen as an integral part of the infrastructure shared by all NFs of all Network Slices. It is assumed in this case that the privacy and integrity of slice specific information is guaranteed by the security functions inherent to the services. As such no specific solution is needed wrt to SCP deployments and slicing.
2) The routing of messages may cater for the load balancing between service instances and this may in turn imply that the SCP itself is to some extent aware of the network topology/details it serves. So in principle an e.g enterprise utilizing a specific network slice of an operator may not be willing to share load information with other enterprising utilizing other network slices and some specific solution wrt to SCP deployments and slicing is needed
2.3	Some consideration related to Rel-16 Delegated Discovery and Network Slicing 
In case of delegated discovery, as the SCP is appointed to act on behalf of a consumer to do service discovery towards the appropriate NRF, it appears that adopting SCP deployments aligned with the three deployments options of the NRF is necessary, i.e.: 
-	PLMN level (a SCP interacting with the NRF configured with information for the whole PLMN),
-	shared-slice level (a SCP interacting the NRF configured with information belonging to a set of Network Slices),
-	slice-specific level (a SCP interacting with the NRF configured with information belonging to an S-NSSAI).
In case of centralised deployment of the SCP, the SCP deployment may match the deployment of the NRF and would therefore be trivial.
In case of a distributed SCP deployment, to avoid an unnecessary fragmentation and proliferation of SCP functions in the network a possible approach may be to adopt hierarchical SCP architecture, i.e.: 
· a consumer may be served by a single SCP instance
· an SCP may discover and interact with services within its responsibility domain, and if needed interact with a higher level SCP
3	Proposal
The following text is proposed for inclusion in 23.501:
In the context of Network Slicing, based on network implementation, multiple SCPs can be deployed at different levels:
-	PLMN level (i.e. a SCP able to communicate with the NRF configured with information for the whole PLMN),
-	shared-slice level (i.e. a SCP able to communicate with the NRF configured with information belonging to a set of Network Slices)
-	slice-specific level (i.e. a SCP able to communicate with the NRF configured with information belonging to an S-NSSAI).
In case of a distributed SCP deployment a consumer may be served by a single SCP instance which may discover and interact with services within its responsibility domain, and if needed interact with a higher level SCP. 
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