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 START of CHANGEs
[bookmark: _Toc532896511][bookmark: _Hlk198310]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "Technical Specification Group Services and System Aspects; System Architecture for the 5G System".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
[5]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[6]	3GPP TS 23.179: "Functional architecture and information flows to support mission-critical communication service; Stage 2".
[7]	3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".
[8]	3GPP TS 32.240: "Charging management; Charging architecture and principles".
[9]	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[10]	3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".
[11]	3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".
[12]	3GPP TS 23.167: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; IP Multimedia Subsystem (IMS) emergency sessions".
[bookmark: _Hlk494379414][13]	3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".
[14]	Void.
[15]	3GPP TS 22.011: "Service Accessibility".
[16]	3GPP TS 23.221: "Architectural requirements".
[17]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[18]	3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[19]	3GPP TS 24.526: "UE Equipment (UE) policies for 5G System (5GS); Stage 3".
[20]	3GPP TS 32.291: "Charging management; 5G system, Charging service; stage 3".
[21]	3GPP TS 32.255: "Telecommunication management; Charging management; 5G Data connectivity domain charging; Stage 2".
[bookmark: _GoBack] [22]	3GPP TS 23.288: “Architecture enhancements for 5G System (5GS) to support network data analytics services”. 
Next Change
6.1.2.4	Negotiation for future background data transfer
The AF may contact the PCF via the NEF (and Npcf_BDTPolicyControl_Create service operation) to request a time window and related conditions for future background data transfer.
NOTE 1:	The NEF may contact any PCF in the operator network.
The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window, the External Group Identifier and optionally, Nnetwork Aarea Iinformation. The AF provides as Network Area Information either a geographical area (e.g. a civic address or shapes), or an area of interest that includes a list of TAs or list of NG-RAN nodes and/or a list of cell identifiers. When the AF provides a geographical area, then the NEF maps it based on local configuration into of a short list of TAs and/or NG-RAN nodes and/or cells identifiers that is provided to the PCF.
NOTE 2:	A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.
The PCF shall first retrieve all existing background transfer policies stored for any ASP from the UDR. The PCF retrieves analytics on “Network Performance” in the area where the UEs of this ASP are expected to be located at a certain time period, note that multiple time periods may be included in the request. The “Network Performance” Analytics includes one or multiple instances of (expected load in the area of interest and the expected number of UEs of this ASP in the area of interest) per each of the time period, following the procedure and services described in TS 23.288 [x]. Afterwards, the PCF shall determine, based on the information provided by the AF, the analytics on “Network Performance” and other available information (e.g. network policy, level information in a S-NSSAI and load status estimation for the required time window, network area, and existing background transfer policies) one or more background transfer policies. The PCF may be configured to map the ASP identifier into a target DNN and slicing information (i.e. S-NSSAI).
A background transfer policy consists of a recommended time window for the background data transfer, a reference to a charging rate for this time window and optionally a maximum aggregated bitrate (indicating that the charging according to the referenced charging rate is only applicable for the aggregated traffic of all involved UEs that stays below this value). Finally, the PCF shall provide the candidate list of background transfer policies or the selected background transfer policy to the AF via NEF together with the Background Data Transfer reference ID. If the AF received more than one background transfer policy, the AF shall select one of them and inform the PCF about the selected background transfer policy.
NOTE 3:	The maximum aggregated bitrate (optionally provided in a background transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.
NOTE 4:	It is assumed that the 3rd party application server is configured to understand the reference to a charging rate based on the agreement with the operator.
The selected background transfer policy is finally stored by the PCF in the UDR together with the Background Data Transfer reference ID and the network area information. The same or a different PCF can retrieve this background transfer policy and the corresponding network area informationArea of Interest from the UDR and take them into account for future decisions about background transfer policies for background data related to the same or other ASPs.
At the time the background data transfer is about to start, the AF provides for each UE the Background Data Transfer reference ID together with the AF session information to the PCF (via the N5 interface). The PCF retrieves the corresponding background transfer policy from the UDR and derives the PCC rules for the background data transfer according to this transfer policy.
NOTE 5:	The AF will typically contact the PCF for the individual UEs to request sponsored connectivity for the background data transfer.
NOTE 6:	A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies from the UDR is up to implementation.
End of Changes
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