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Abstract of the contribution: This paper proposes introducing support for push notifications to downloadable IMS applications.
Introduction
To save battery, new smart phone operating systems do not allow downloaded IMS applications to run in the background. This means that a downloaded IMS application in the phone will be shut down by the OS soon after IMS registration is completed, and then the Gm connection will be gone. Hence if a terminating request arrives, then the application is not able to receive it. In addition, when the registration needs to be refreshed the IMS application will not be able to reregister. Operating systems such as Android, or IOS, have their own rules as to when to shut down an application from running in the background. 

It is important to emphasize that the above behaviour applies to all downloaded applications, regardless of the protocol used. Hence this is not an IMS specific issue.
Native applications, such as a VoLTE implementation integrated in the OS, do not have this problem, but any application that is downloaded and runs on top of the OS will need to be woken up, once it stops running (under control of the OS, and in accordance with its rules). And while an application can in principle stay active by regularly sending messages to the network, and trying to beat the OS rules, such behaviour would defeat the purpose of saving phone battery time. Hence such a solution is neither viable nor supported by most, if not all, applications.
This means that the network needs to have a mechanism to wake up an application when a terminating request is received or when the application needs to perform autonomous tasks such as refreshing a registration.

The figure depicts the control and user plane for a downloaded IMS application accessing an IMS network via WLAN (or fixed access)
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It is important to emphasize that downloaded IMS applications use the internet APN as opposed to the IMS APN to register in IMS, and the list of P-CSCF is configured in the UE, via managed objects.
Discussion 
To enable applications on any device to wakeup, device vendors implemented “push service” servers that can send a wake-up notification to the OS in order to trigger the OS to wake up any application. These servers need to be notified by the network when an application needs to be woken up. 

To that effect, the application that desires to be woken up registers with the device vendor “push service” application server (AS) and also informs the network how to contact the “push service” AS. When a terminating request is received in the network, the network stores this request and sends a push request to the registered “push service” AS for the target application. The “push service” notifies the target application which wakes up and reregisters with the network enabling the network to send the stored request to it.

The above solution is based on the IETF draft, draft-ietf-sipcore-sip-push. The proposal is to use this solution within the IMS architecture to enable downloaded IMS applications to be awakened when the IMS network desires that. 

The following three options are considered viable options for supporting push services within the IMS architecture. 
Option 1: P-CSCF based solution 

In this solution depicted in the Figure below, the P-CSCF is responsible for sending the push request to the “push service” AS to wake up the application when there is a terminating request targeted to that application, or when the P-CSCF wants to wake up the application for re-registration.

To that effect, the following information is conveyed by the registering IMS application to the P-CSCF at IMS registration:-
· The address of the “push service” AS.
· Additional information required by the device vendor OS to identify the application

The acquisition by the IMS application of both of the above items is defined in draft-ietf-sipcore-sip-push.
The P-CSCF stores this information within the registration record for the registering IMPI/IMPU pair. When there is an incoming request targeted for this IMS application, the P-CSCF constructs a push notification request in accordance with draft-ietf-sipcore-sip-push, and sends it to the “push service” AS. The AS sends the request to the target device and wakes up the target IMS application. This results in the IMS application re-registering in IMS., and subsequently receiving the incoming request, and handling the request accordingly.
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The call flow depicts the procedure:
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The following is a brief description of the call flow:
· In step 1, the UE IMS application registers with the “push service” AS as per draft-ietf-sipcore-sip-push
· In step 2 the AS sends back the information required to be inserted by the UE IMS application in its IMS registration request to the network so that the network can contact the “push service” AS when needed, and be able to identify the target application to the AS.

· In step 3 the UE IMS application performs regular IMS registration, as per TS 23.228, and includes the information received in step 2 within its contact information.

· In step 4, the response to the IMS registration is received, and is conveyed to the UE. The P-CSCF supporting this feature stores the “push service” related information within the IMPI/IPMU record for the registered contact.
· In step 5, the response to the IMS registration request is sent back to the UE.
· In step 6 an incoming request arrives at the P-CSCF and is targeting the IMS application that requires it to be woken up. The P-CSCF makes that determination based on the information stored within the contact information.

· In step 7, the P-CSCF sends a push request to the “push service” AS as per draft-ietf-sipcore-sip-push.

· In step 8 the “push service” AS as per draft-ietf-sipcore-sip-push sends a request to the UE targeting the IMS application to be woken up.
· In step 9 the targeted IMS application wakes up and registers in IMS as per existing procedures in TS 23.228 complemented by the support for draft-ietf-sipcore-sip-push.
· In step 10, the P-CSCF proxies the received SIP request received in step 6 to the UE and target application.  The UE handled the SIP request as per existing procedures. 

Option 2: TAS based solution 

In this option depicted in the Figure below, the TAS is responsible for sending the push request to the “push service” AS to wake up the application when there is a terminating request targeted to that application, or when the TAS wants to wake up the application for re-registration.
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As is the case with option 1, the TAS stores this information within the registration record for the registering IMPI/IMPU pair upon receipt of a third-party registration. When there is an incoming request targeted for this IMS application, the TAS constructs a push notification request in accordance with draft-ietf-sipcore-sip-push, and sends it to the “push service” AS. The “push service” AS sends the request to the target device and wakes up the target IMS application. This results in the IMS application re-registering in IMS. Receiving the incoming request and handling the request accordingly.
The call flow depicts the procedure, and the steps are identical to the steps in option 1 with the difference that the TAS performs the role of the P-CSCF for pushing the request to the “push service” AS
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Option 3: S-CSCF based solution 

Yet another variant of option 1 and where the S-CSCF performs the task of sending the push request to the “push service” AS to wake up the IMS application when there is a terminating request targeted to that application, or when the S-CSCF wants to wake up the application for re-registration
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Analysis
Looking at all 3 alternatives, option 1 or option 3 are the most appropriate options given the tasks that needs to be performed. It is not the TAS role or any other IMS AS to keep track of the need to refresh registration related to a downloadable IMS application. This would require every deployed AS to have to support this feature which is rather unreasonable.
Between options 1 and option 3, option 1 where the P-CSCF supports this feature is the optimal choice. The P-CSCF is at the edge of the network, in the path of every IMS registration, and is access independent.  It is also possible to do signalling optimization, for example the UE may not need to re-register again after being awaken and before delivering the terminating request to the application.
Conclusion and proposal
It is proposed that the P-CSCF supports this feature in accordance with option 1.
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