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Abstract of the contribution: This paper proposes to add the update the procedure to request Network Performance Analytics from NWDAF and the functional description.
1. Discussion
There is a description on how to request Network Performance Analytics by a NF, however the following aspects were not so clear last SA2 meeting and then it was agreed to have more details on this as follows:
· A description of Network Performance Analytics is included to help the reader to decide when to use it and what input and output data is needed.
· Load information is retrieved from OAM, but the PM counters are not listed yet, so an Editor´s note is added.
· Clarifications on the Network Performance Analytics that aims to align with the Nnwdaf service description.
· The procedure is completed to retrieve input data and to provide analytics. A subscription based procedure is proposed, since the one time request/response is not studied so far and may not request retrieval of input data by NWDAF.
2. Proposal
The following changes are proposed in TS 23.288.
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[bookmark: _Toc536808710]6.6.1	General
Network Performance Analytics provides either statistics or predictions on the load in an Area of Interest, in addition it may provide statistics or predictions on the number of UEs that are located in that Area of Interest. 
The consumer of these analytics may indicate in the request:
· AnalyticsId set to “Network Performance”
· The Area of Interest where the load at the time indicated in the Observation period is requested. If no Area of Interest is provided, then the request applies for the Area of Interest where the UEs that belong to the Internal Group are estimated to be located at the time indicated in the Observation period. 
· An Internal Group Identifier that refers to the UEs that belong to the Internal Group that are located in the Area of Interest at the time indicated in the Observation period. 
· An Observation period indicates the time when the statistics or prediction are requested.
· In a subscription, the Notification Correlation Id and the Notification Target Address are included.
In order to determine the Area of Interest where the UE within an Internal Group are located, the NWDAF estimates the UE mobility for each of the UEs within that Internal Group at the time the Observation period applies.
The NWDAF notifies the result of the analytics to the consumer as indicated in clause 6.6.3.
he clause 6.6 defines how NWDAF derives the Network Performance Information Analytics.
There are 2 options:
1.	the AF provides the area of interest.
2.	NWDAF derives the area of interest based on Group ID provided by the AF, and predictions on UE Mobility.
NOTE:	NWDAF derives the UE Moving Trajectory by collecting the UE level information such as location information from AMF.
[bookmark: _Toc536808711]6.6.2	Input Data
The NWDAF collects Load information in an Area of Interest from the sources listed in Table 6.6.2-1 and location information of each of the UEs within an Internal Group Identifier from the sources listed in Table 6.6.2-2.  Note that the table below shows the information provided to the NWDAF, in other words the information provided by NWDAF is not shown here but in the procedures in clause 6.6.4.The  UE level or group level information is defined in Table 6.6.2-1 to help NWDAF derive the network performance information.
Table 6.6.2-1:  Load information collected by NWDAF
	Load information
	Source
	Description

	 Area of interest
	OAM
	A list of TAi or Cell IDs

	 Load information
	OAM

	Statistics on load per TAI or per CellId

	Load information
	NRF
	Load per NF




Table 6.6.2-2:  Location Information collected by NWDAF 
	Location information
	Source
	Description

	SUPI
	AMF
	SUPI

	Location Information
	AMF
	UE location

	Age of the location information
	AMF
	Timestamp, see 23.501 clause 5.6.2 [2]



NOTE: The NWDAF can provide an Internal Group Identifier or a SUPI to AMF to request reporting Location Information. The AMF reports Location information and its age per each registered SUPI within an Internal Group Identifier when provided by NWDAF.
Table 6.6.2-1:  Network performance information
	Information
	Source
	Description

	UE ID or  group Identifier
	
	Present if NWDAF requests location information

	Location info
	
	

	> Timestamp
	AMF
	The age of the information

	> Location Info
	AMF
	The location info for the UE e.g. Cell ID or TA ID

	Network performance info
	
	

	> Area of interest
	OAM
	

	> Load information
	OAM
&NRF
	Statistics on load in the area of interest



[bookmark: _Toc536808712]6.6.3	Output Analytics
The NWDAF provides Network Performance Analytics to a consumer that includes the load in the area of interest and the number of UEs located in the area of interest or both at the time requested by the consumer in the Observation Period:
· Analytics ID set to “Network Performance”
· Notification Target Address including the address of the consumer
· Notification Correlation Id, for the consumer to correlate notifications from NWDAF if subscription applies.
· Analytic specific parameters including one or multiple instances of the load in the Area of Interest and the number of UEs in the Area of Interest, one instance per time indicated in the Observation period.

Table 6.6.3-1 and 6.6.3-2 show the analytic id and the network performance information output by the NWDAF based on the input information described in Table 6.6.2-1.
Table 6.6.3-1: Analytic ID
	Analytic ID
	Analytic Filter
	Description

	Network Condition list
	Group ID,
Time,
Date,
Network area
	Provides the network condition list in the area where the ASP will send background data traffic.



Table 6.6.3-2: Content of Network Condition List
	IE
	Semantics description

	Network Condition list
	

	> Network Condition IEs
	

	>> number of UEs
	

	>> Network area
	 Network area where the UEs are expected to be located.

	>>Network Performance Information
	Performance information on the NF where the UEs are expected to be located in the network area

	>>Time and Date
	



[bookmark: _Toc536808713]6.6.4	Procedures




Figure 6.6.4-1: Procedure for subscriptionreporting of analytics for network performance information
1. 1.	The NF sends Nnwdaf_AnalyticsSubscription_Subscribe Request (AnalyticsId=”Network Performance”, AnalyticsFilter=”Area of interest” or “Area of interest” and “Internal Group Identifier” or “Internal Group Identifier”. Observation Period(s)) to the NWDAF., indicating request for analytics for network performance information in a specific location (e.g. Cell IDs, TA).
2. If no Area of Interest was provided by the NF then the NWDAF estimates the Area of Interest using the procedure defined in clause 6.10.4 “UE mobility analytics” to determine the Location of the UEs that belong to the Internal Group Identifier at the Observation Period as defined in clause 6.10.4 “UE mobility analytics”. If the NWDAF has the load information in the area of interest the procedure continues in step 5.
2-4. The NWDAF subscribes to OAM to get the load information on the Area of Interest network performance information status for the requested location, and OAM provides back the first report for requested information in the response.
Editor's note:	The exact SA5 service and counters that are used is FFS.
5.	The NWDAF derives the number of UEs located in the Area of Interest at the time indicated in the Observation period, input data from AMF is requested using Namf_EventExposure service including the Internal Group Identifier.The NWDAF derives requested analytics.
6.	The NWDAF sends Nnwdaf_AnalyticsSubscribe_Response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion) provides the analytics for network performance information to the NF.
7.	A change of network performance information, i.e. change in the load in the area of interest at the observed period  is detected by OAM or a change in the UE location reported by AMF is and notified to NWDAF.
8.	The NWDAF derives new analytics.
9.	The NWDAF provides a notification using for analytics for Nnwdaf_AnalyticsNotify_Response (one or more instances of the n-tuple (Load in Area of Interest and number of UEs, timestamp) SubscriptionCorrelationId, Probability of assertion the user plane congestion to the NF.
* * * End of changes * * * *
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