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1.	Discussion
1.1	Existing specifications
The existing specifications support capabilities enabling most aspects required to support mutually exclusive network slices.
The specifications support the ability to select the S-NSSAIs to serve the UE with and which NFs that will serve those S-NSSAIs e.g. selection of AMF Set. That selection is done in the AMF, if the AMF can support all S-NSSAIs. However, for mutually exclusive network slices that is then not the case and therefore it is more appropriate to use the NSSF for such network slice selection. The NSSF is able to select network slices based e.g. on input provided by AMF, SLAs, policies.
As an output of the selection, the network will provide the UE with e.g. an Allowed NSSAI indicating the registered S-NSSAIs and the NFs serving those S-NSSAIs. As can be seen by the below note.
"NOTE 2:	In this Release of the specification it is assumed that in any (home or visited) PLMN it is always possible to select an AMF that can serve any combination of S-NSSAIs that will be provided as an Allowed NSSAI."
Further, the existing "rejected S-NSSAI" allows the network to reject S-NSSAIs for a PLMN or per RA. Mutually exclusive network slices should not be rejected for PLMN or RA as they were not registered due to other network slices were registered instead. Therefore, those S-NSSAIs that are neither in the Allowed NSSAI nor rejected are consequently possible for the UE to try to register with again as explained below.
"S-NSSAIs that the UE provides in the Requested NSSAI which are neither in the Allowed NSSAI nor provided as a rejected S-NSSAI, shall, by the UE, not be regarded as rejected, i.e. the UE may request to register these S-NSSAIs again next time the UE sends a Requested NSSAI."
If the UE would only try to register those that can be registered simultaneously, then what we have is enough (see example in 1.2 for how that can be done). If the UE would try to register S-NSSAIs that are mutually exclusive, then for the network to select which ones to register the network would benefit to know which S-NSSAIs the UE requires to use at that point in time (see 1.3 for how that can be done).
1.2	Example of UE configuration by implementation specific logic
The UE is used by a user who works as a Safety personal of some kind and to avoid the user to use two different devices the UE is able to support the user in the work as well as off-work i.e. the UE is a normal mobile phone.
When at work the user switches an API to "On Duty", in that mode the UE (as per regulations and law etc.) interacts with the network using a special S-NSSAI (and follows any other aspects as required for the work e.g. uses special credentials etc.).
After work, the user switches an API to "Off Duty", in that mode the UE follows any existing signalling for a "normal" mobile phone.
Conclusion; as can be seen by above example there is no need for any additional support as instead of the user uses two different devices, the user uses one UE and switches between two modes of usage (or dual persona) i.e. between "On Duty" and "Off Duty".
1.3	Indicating the UEs, users, preferences
1.3.1	Indicating the important S-NSSAI(s)
Currently the URSP/NSSP may indicate, in priority order, the S-NSSAIs an Application should use i.e. we have the Application to S-NSSAI relation defined by the URSP/NSSP.
The UE/user then selects Application to use and the URSP/NSSP indicates the related S-NSSAI which is to be used in the Requested NSSAI (in addition Configured NSSAI and mapping information is used).
The UE/user may have multiple applications to use which maps to different S-NSSAIs. It has been questioned, for the solution of UE ordering the S-NSSAIs in priority order, whether all S-NSSAIs in the Requested NSSAI needs to be set in priority order. Whether all or a subset should be prioritized is dependent on whether there can be common S-NSSAIs also between S-NSSAIs that are mutually exclusive.
It has not been concluded whether two mutually exclusive S-NSSAIs can still use a common S-NSSAI as described in the figure below. Also, if that is possible, how many of these common S-NSSAIs there could be for a UE.


Figure 1: No common Slices between set of mutually exclusive slices


Figure 2: One common Slice between set of mutually exclusive slices
If there are x common S-NSSAIs then it is beneficial if the UE prioritize x+1 (with x taking a value from 0 to max S-NSSAIs – 1). Likely, we will have either no common S-NSSAIs or one common S-NSSAI for eMBB i.e. in such case it is beneficial if the UE at least indicate the priority order for the 1-2 S-NSSAIs.
It should be noted that it is likely not often a single UE will make use of many S-NSSAIs for same subscription, and likely even less common that they are mutually exclusive. 



1.3.2	Example with priority between applications
Currently the mobile phones always by default register for operator voice service (using CS in old systems and now with IMS). Let's assume that an OTT voice service (OTT-Voice) is to be treated as mutually exclusive from operator voice service (Operator-Voice). Normally there is no known need to tie voice applications to different mutually exclusive network slices, i.e. this is only an example. The following is then an example how that can be done using current API principles and the S-NSSAIs in the Requested NSSAI are put in priority order.
URSP: 
1. Operator-Voice is set to use S-NSSAI-1
2. OTT-Voice is set to use S-NSSAI-2
A UE is at manufacturing set to always enable the Operator-Voice service i.e. when the user starts the UE the UE issues a Requested NSSAI = (S-NSSAI-1).
The user downloads applications including the OTT-Voice service application. Now the user gets choices in the API i.e. whether to turn the OTT-Voice into the default voice application or continue to use existing Operator-Voice.
Option 1: Continue to use Operator-Voice.
Option 2: Select OTT-Voice as default voice application
If the user selects option 1, then the UE issues a Requested NSSAI (S-NSSAI-1, S-NSSAI-2).
If the user selects option 2, then UE issues a Requested NSSAI (S-NSSAI-2, S-NSSAI-1).
In case the S-NSSAIs in the Requested NSSAI are mutually exclusive, then the network uses the order of the S-NSSAIs in the Requested NSSAI as information of what the UE/user wants to prioritize and registers the first S-NSSAI and the corresponding NFs etc. The UE then displays to the user which application(s) been enabled and which ones that were not.
Now, if the user selected option 1, goes into the menus and wants to call another user, and for this call wants to use OTT-Voice. Then the UE checks that the application is off-line and therefore initiates a Registration with a Requested NSSAI (S-NSSAI-2, S-NSSAI-1). The network then directs the UE to the network slice resources for S-NSSAI-2 and the Allowed NSSAI (S-NSSAI-2) is given to the UE and the UE initiates the call.
1.3.3	Network configuration a network issue and learning about UE need
How the network been configured, and setup is something that should be kept in the network. Therefore, the UE should provide the information of what services the UE wants to enable, and it is then up to the network to enable as much of what the UE wants as possible in line with network configuration/support, SLAs and policies.
Enabling the UE/user to indicate its preferences including which S-NSSAIs it wants to use (based on URSP/NSSP) no matter if they are mutually exclusive or now enables the network to learn about what the users actually wants to use and may as a consequence re-discuss SLAs, policies and network support as to possibly enable the UE/users wishes in later developments of the network.
Conclusion
· The existing specifications support most of the required capabilities already e.g. network already can derive an Allowed NSSAI based on policies etc. What can be enhanced is the user preferences for which applications the user wants to enable at that point in time, i.e. approach 2 does not require any changes to the existing interfaces (only to internal logic of UE and AMF/NSSF).
· Existing UEs and APIs can be re-used also for mutually exclusive network slices. 
· Network learning about the UE/users preferences enables the network to evolve its business.
Proposal
It is proposed to move forward with approach 2 to support Mutually Exclusive Network Slices.
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