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Abstract of the contribution: This paper proposes to add the new featurture related to NWDAF-assited Background Data Transfer into TS 23.288.
1. Discussion
As discussed and studied in TR 23.791, Solution 18 and 28 are selected as the concluded solution for NWDAF-Assisted Future Background Data Transfer. This PCR proposes to add the new feature about NWDAF-Assisted Future Background Data Transfer into TS 23.288 as an implementation.
Here, we propose that the same information as NWDAF input and output is used for the features based on Solution 18 and 28, respectively.
2. Proposal
The following changes are proposed in TS 23.288.
[bookmark: _Toc517082226]* * * Start of Change (all text is new)  * * *
[bookmark: _Toc534280592][bookmark: _Toc532571723][bookmark: _Toc534714465]6.X	Network Performance Information Analytics
[bookmark: _Toc534714466][bookmark: _Toc534877992][bookmark: _Toc535263128]6.X.1	General
The clause 6.X defines how NWDAF derives the Network Performance Information Analytics.
[bookmark: _GoBack]There are 2 options:
1. the AF provides the area of interest. 
2. NWDAF derives the area of interest based on Group ID provided by the AF, and predictions on UE Mobility.
NOTE:	NWDAF derives the UE Moving Trajectory by collecting the UE level information such as location information from AMF.
[bookmark: _Toc534714467]
6.X.2	Input Data
The UE level or group level information is defined in Table 6.X.2-1 to help NWDAF derive the network performance information.
Table 6.X.2-1:  Network performance information
	Information
	Presence
	Source
	Description

	UE ID or  group Identifier
	
	
	Present if NWDAF requests location information

	Location info
	
	
	

	> Timestamp
	
	AMF
	The age of the information

	> Location Info
	
	AMF
	The location info for the UE e.g. Cell ID or TA ID

	Network performance info
	
	
	

	> Area of interest
	
	OAM
	

	> Load information
	
	OAM
&NRF
	Statistics on load in the area of interest



  

6.X.3	Output Analytics
Table 6.X.3-1 and 6.X.3-2 show the analytic id and the network performance information output by the NWDAF based on the input information described in Table 6.X.2-1.
Table 6.X.3-1: Analytic ID 
	Analytic ID
	Analytic Filter
	Description

	Network Condition list
	Group ID,
Time,
Date,
Network area
	Provides the network condition list in the area where the ASP will send background data traffic. 



Table 6.X.3-2: Content of Network Condition List
	IE
	Semantics description

	Network Condition list
	

	> Network Condition IEs
	

	>> number of UEs
	

	>> Network area
	 Network area where the UEs are expected to be located.

	>>Network Performance Information
	Performance information on the NF where the UEs are expected to be located in the network area

	>>Time and Date
	



[bookmark: _Toc534714468]6.X.3	Procedures


Figure 6.4.3-1: Procedure for reporting of analytics for network performance information

1.	The NF sends Nnwdaf_AnalyticsSubscription_Subscribe Request to the NWDAF, indicating request for analytics for network performance information in a specific location (e.g. Cell IDs, TA).
2-4. The NWDAF subscribes to OAM to get the network performance information status for the requested location, and OAM provides back the first report for requested information in the response.
Editor's note:	The exact SA5 service used is FFS.
5.	The NWDAF derives requested analytics.
6.	The NWDAF provides the analytics for network performance information to the NF.
7.	A change of network performance information is detected by OAM and notified to NWDAF.
8.	The NWDAF derives new analytics.
9.	The NWDAF provides a notification for analytics for the user plane congestion to the NF.

* * * Second Change (all text is new)  * * *
Annex A (Informative)

X.X.X	NWDAF assisted Notification to AF for Future Background Data Transfer
The AF in the ASP can subscribe the BDT warning notification to the PCF through the NEF. Then, the PCF subscribes to the NWDAF or periodically requests a network condition list for an ASP based on AF request. When the PCF judges that the background data traffic is impacted based on the information from the NWDAF, the PCF sends the BDT warning notification to the AF through the NEF.


Figure X.X.X-1: NWDAF assisted notification to AF for future background data transfer procedure
1. The AF subscribes to or cancels subscription to BDTNotification by invoking the Nnef_BDTNotification_Subscribe/ Nnef_BDTNotification_Unsubscribe service operation.
2. The NEF subscribes to or cancels subscription to BDTNofication by invoking the Npcf_BDTNotification_Subscribe/ Npcf_BDTNotification_Unsubscribe service operation.
3. The PCF subscribes to or cancels subscription to analytic information for background data transfer by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/Unsubscribe.
4. The NWDAF notifies the PCF with the analytic information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation.
5. The PCF judges whether that the background data traffic is impacted or not. 
6. When the PCF judges that the background data traffic is impacted,  the PCF notifies the NEF with BDT notification by invoking Npcf_BDTNotification_Notify service operation.
7. The NEF notifies the AF with BDT notification by invoking Nnef_BDTNotification_Notify service operation.

Table x.x.x-1: BDT warning notificationpolicy warning to renegotiate the BDT policy
	Event ID
	Event Filter
	Description

	BDT warning notificationpolicy warning
	ASP identifier,
Time, Date, Network area information
	PCF requests the ASP to renegotiate the BDT policy, due to potential delays in the transmission of background data. The ASP may trigger a procedure to negotiate the BDT policy with the MNO.



Table x.x.x-2: Content of List of BDT warning notificationpolicy warning
	IE/Group Name
	Presence
	Description

	List of BDT warning notificaitonpolicy warning
	
	

	> IEs
	
	

	>> ASP identifier
	
	Identifier to identify the ASP

	>>BDT policy reference ID
	
	Reference ID of agreed BDT policy

	>>Time
	
	It indicates the time when the background data of the UEs of this ASP may be delayed due to network conditions

	>>Date
	
	It indicates the date when background data of the UEs of this ASP may be delayed due to network conditions

	>>Network area
	
	indicates the network area where background data of the UEs of this ASP may be delayed due to network conditions

	>>UE ID
	
	Indicates the list of UEs whose background data of the UEs of this ASP may be delayed due to network conditions







* * * End of change * * *
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