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Abstract of the contribution: This contribution proposes to add the feature description and the related flow related to location privacy to new LCS TS

"
Discussion
In order to prohibit some privacy problems and legal risks, external AF or the requestor client cannot have the authorization to obtain the location of UE from core network without the permission of UE, and that permission is indicated by the UE privacy configuration information stored in the UDM. In the SA2 Meeting #129, several conclusion have been reached upon this issue. Therefore, it is reasonable to add the feature description and the related flow related to location privacy to new LCS TS.
Proposal

It is proposed to add the following changes to TS 23.273.
***** START of 1st CHANGE *****
5
High Level Features
5.X
Use of UE privacy setting
5.X.1
General

An LCS client may or may not be authorised to retrieve the UE location, if the UE is not intended to be positioned e.g. for commercial use.
The UE privacy setting is used to indicate whether the subsequent LCS request from the LCS client is allowed, and the UE privacy setting may further indicate the allowed LCS client type, e.g. NG-RAN, third party AF, etc.
The UE privacy setting is a Data Subset i.e. LCS data, of the Subscription Data stored in the UDR that is accessed by the UDM. UDM may also store the UE privacy setting locally. 
5.X.2
Provision of UE privacy setting
The UE privacy setting is set by the UE and provided to the network using N1 NAS message. It may be updated by UE any time later.

An authorized AF is allowed to provision the UE privacy setting for specific UE(s) via NEF. If the privacy setting provided by the UE and the AF conflict, the one provided by UE takes precedence.
UDM provides the UE privacy setting to AMF, NEF and GMLC, if this information is available.
The privacy setting may be updated by the target UE during the 5GC-MO-LR, 5GC-MT-LR and Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events. The updated value is stored into the UDR by the UDM after the interaction with the AMF.

In addition, a notification is sent by the UDM in order to notify the subscribed consumer i.e. GMLC, NEF and AMF about the change of UEs privacy setting:

-
Target UE identity, (one or both of MSISDN and IMSI);

-
Updated UE privacy setting
5.X.3
LCS service authorization based on UE privacy setting
UDM provides the UE privacy setting to AMF, NEF and GMLC, if this information is available.
For a 5GC_MT_LR request, the GMLC determines whether the LCS client is authorized to retrieve UE location, based on the UE privacy setting. It is the H-GMLC if the UE is registered in a VPLMN.
NOTE: the UE privacy setting is not sent to the V-GMLC.
For a 5GC_MT_LR, NEF determine whether the AF is authorized to retrieve UE location, based on the UE privacy setting.

For a 5GC-MO-LR request, the AMF determines whether the NF service consumer is authorized to retrieve UE location, based on the UE privacy setting.
***** END of 1st CHANGE *****
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