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1. Discussion
The following EN is captured and is proposed to be closed: 
Editor's note:
It is FFS which NAS message in Registration procedure will include the UE-capability-ID i.e. between Registration and Identity Response.

The reason for this EN is because at the time of writing the solution it was not clear whether a solution for ciphering and integrity protection will be available in rel.15 for the initial NAS message. The UE Capability ID needs to be ciphered and integrity protected and never sent as cleartext. 
Several figures include wrong terms and are updated.
2. Conclusion
It is proposed to agree on the following changes in TR 23.743.
>>>>Start Changes<<<<
6.5
Solution #5: UE radio capability reporting and management using UE-capability-ID
6.5.1
Introduction
Editor's note:
This clause lists the key issue(s) addressed by this solution.

This is a solution for key issues #2 and #3.

UE radio capability reporting will initially consist of possible pre-configured UE-capability-ID as part of initial Registration procedure. If the UE is not configured with UE-capability-ID, it will not report any capability profile at initial Registration and wait for one to be allocated by the AMF when the UE radio capabilities are successfully retrieved.
There does not seem to be a requirement to support multiple UE-capability-IDs simultaneously, but it may be possible to allow the UE to support multiple profiles and select the profile with each connection establishment. For example, a voice centric and a data centric profile; the UE capabilities may change after an OTA upgrade; or the UE may need to switch between two capability profiles optimized for two different regions or areas frequently visited by the UE. Both profiles may be common across many UEs, that are using one or the other. Thus, there may not be an increase in memory/resource usage in the network when both capability profiles are already saved in the network.

Alternatively, when the capabilities change the UE can re-Register indicating to AMF that radio capabilities have changed using the "UE radio capability update" flag as defined in TS 23.501 [3], clause 5.4.4.1.

6.5.2
Functional Description

Editor's note:
This clause outlines solution principles and documents any assumptions made.

For the UE capabilities reporting:

-
If the UE has pre-configured one or more UE-capability-ID(s) either manufacturer assigned or PLMN specific it will report one of the UE-capability-ID(s) ciphered as part of the initial Registration procedure.

-
The UE may update its UE-capability-ID e.g. when changing from voice to data centric (and vice versa) and report its updated UE-capability-ID in a new Registration procedure.
-
The AMF tries to retrieve the UE capabilities corresponding to the UE-capability-ID UE has reported and (if successful) provides the UE capabilities to the RAN in the initial UE context setup.

-
If the UE has no pre-configured UE-capability-ID, the UE reports nothing during the registration procedure.
-
The AMF will not include UE capabilities in the initial UE context setup, and the RAN will query the capabilities as in Rel-15 procedures defined in TS 23.501 [3]. Then the AMF may assign a corresponding UE-capability-ID for subsequent reporting (once it receives the UE capabilities from the RAN in the UE Capability Info Indication message).

-
The AMF may modify the UE-capability-ID associated with an existing set of UE capabilities.
-
When the UE modifies the radio capabilities, the UE may optionally provide a new UE-capability-ID (if available) via NAS signaling, e.g., based on device upgrade.
6.5.3
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
The following figures show the detailed UE Radio capabilities procedures based on the description above:

-
Figure 6.5.3-1 shows the call flow where the UE provides a UE-capability-ID as part of the registration procedure for the case where the network has the corresponding UE capabilities

-
Figure 6.5.3-2 shows the call flow where either (a) the UE does not provides a UE-capability-ID as part of the registration procedure; or (b) the network does not have the corresponding UE capabilities.
-
Figure 6.5.3-3 shows the call flow where the network modifies the UE-capability-ID.
-
Figure 6.5.3-4 shows the call flow where the UE modifies the set of UE radio capabilities and the corresponding UE-capability-ID.
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Figure 6.5.3-1: UE provides a UE-capability-ID as part of the registration procedure where the network has the corresponding UE radio capabilities
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Figure 6.5.3-2: Either (a) UE does not provides a UE-capability-ID as part of the registration procedure; or (b) the network does not have the corresponding UE capabilities
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Figure 6.5.3-3: Network modifies the UE-capability-ID with UE Configuration Update



[image: image8.emf]gNB UE AMF

Registration Request {͞Radio capability update needed͟}

Determine if UE 

capabilities for UE 

Capability ID are stored

Provide new

UE Capability ID

Follow procedures in Figure 1 or Figure 2 depending on whether radio capabilities for 

this UE Capability ID are stored or not


Figure 6.5.3-4: UE modifies the set of UE capabilities and the corresponding UE-capability-ID
6.5.4
Impacts on existing entities and interfaces

Editor's note:
This clause describes impacts to existing entities and interfaces.

UE, AMF and NG-RAN need to support the procedures indicated in this solution.
6.5.5
Evaluation

Editor's note:
This clause provides an evaluation of the solution.

This solution assumes UE sending the UE Capability ID in NAS (initial registration procedure) in ciphered form and as such provides protection. Configuration of UE Capability ID is performed using UE Configuration Update. 
>>>>End of Changes<<<<
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Follow procedures in Figure 1 or Figure 2 depending on whether radio capabilities for this UE Capability ID are stored or not
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Follow procedures in Figure 1 or Figure 2 depending on whether radio capabilities for this capability-profile-ID are stored or not
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