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Abstract of the contribution: The paper is to add descriptions on UE privacy setting storage, update and verification.
Discussion
Description on UE privacy setting storage, update and verification is added based on the conclusion of TR 23.731:
- 
UE indicates to the network the privacy setting, and the privacy setting can be stored as a Data Subset of the Subscription Data stored in the UDR that is accessed by the UDM.
-
For 5GC_MT_LR request, the GMLC determines whether to disallow subsequent LCS requests from external LCS clients based on the privacy setting obtained from the UDM.
For commercial use case, LCS service authorization may be required, thus the description on LCS service authorization is also added.
Proposal

It is proposed to update TS 23.273 as follows. All the proposed texts are new to TS 23.273.
FIRST CHANGE
5.X
Handling of UE privacy setting
UE privacy setting is an attribute of the target UE indicating whether it is allowed to be located that is used for commercial use case. It is stored in the UDR as a Data Subset of the Subscription Data of the target UE that is accessed by the UDM.

For the 5GC_MT_LR and the Deferred 5GC-MT-LR request, the GMLC determines whether to disallow subsequent procedure with the external AF or the external LCS client based on the privacy setting obtained from the UDM. For the 5GC-MO-LR request, the AMF determines whether to disallow subsequent procedure for location estimation of the target UE based on the privacy setting obtained from the UDM.
NOTE: Privacy verification for the target UE may be skipped when the location service is requested by an internal NF or an internal LCS client. 

The attribute value may be updated by the target UE during the 5GC-MO-LR, 5GC-MT-LR and Deferred 5GC-MT-LR Procedure for Periodic, Triggered and UE Available Location Events. The updated value is stored into the UDR by the UDM after the interaction with the AMF.
NEXT CHANGE
5.Y
LCS service authorization
For commercial use case, the usage of the location service by the requestor UE, the LCS client or the NF/AF needs to be authorized. 
NOTE: LCS service authorization may be skipped when the location service is requested by an internal NF or an internal LCS client. 

For the 5GC-MO-LR request, the AMF determines whether to authorize the requester UE to use the LCS service on the target UE based on the LCS service authorization information obtained from the UDM. For the 5GC_MT_LR and the Deferred 5GC-MT-LR request, the NEF or the GMLC determines whether to authorise the AF or the LCS client to use the LCS service on the target UE based on operator configuration.
END OF CHANGES
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