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*** BEGIN CHANGES ***

6.3.1
General

The NF discovery and NF service discovery enables an NF to discover a set of NF instance(s) for a specific NF service or an NF type. NF service discovery is enabled via the NF discovery procedure, as specified in TS 23.502 [3], clause 4.17.4 and 4.17.5.

Unless the expected NF and NF service information is locally configured on the requester NF, e.g. when the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the NRF. The Network Repository Function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.

In order for the requested NF type or NF service to be discovered via the NRF, the NF instance  need to be registered in the NRF. This is done by sending a Nnrf_NFManagement_NFRegister containing the NF profile. The NF profile contains information related to the NF instance, such as NF instance ID, supported NF service instances (see clause 6.2.6 for more details regarding the NF profile). The registration may take place e.g. when the producer NF instance and its NF service instance(s) become operative for the first time. The NF service registration procedure is specified in TS 23.502 [3], clause 4.17.1. 
In order for the requester NF to obtain information about the NF and/or NF service(s) registered or configured in a PLMN/slice, the requester NF may initiate a discovery procedure with the NRF by providing the type of the NF and optionally a list of the specific service(s) it is attempting to discover. The requester NF may also provide other service parameters e.g. slicing related information. For the detailed service parameter(s) used for specific NF discovery refer to clause 5.2.7.3.2 in TS 23.502 [3].

Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN of NF instance(s) or the Endpoint Address(es) of relevant NF services instance(s) to the requester NF for target NF instance selection. The NRF provides a list of NF instances and NF service instances relevant for the discovery criteria. The result of the NF discovery procedure is applicable to any subscriber that fulfils same discovery criteria. A requester NF may store the NF profile(s) received from the NF/NF service discovery procedure. The stored NF profile(s) may be used for NF selection for any subscriber matching the NF profile(s).
The requester NF uses the discovery result to select NF instance and a NF service instance that is able to provide a wanted NF Service (e.g., an instance of the PCF that can provide Policy Authorization). The requester NF may use the information from a previously stored discovery result for subsequent selections (i.e. the requester NF does not need to trigger a new NF discovery procedure to perform the selection).

A requester NF having selected an NF service instance within a NF instance may re-select another service instance of the same NF service within that same NF instance and get the same results as if the original selected NF service instance was used. Re-selecting may be needed if the requester NF fails to contact the original NF service instance.
The requester NF may subscribe  to receive notifications from the NRF of a newly updated NF profile of an NF (e.g. NF service instances taken in or out of service), or newly registered de-registered NF instances. The NF/NF service status subscribe/notify procedure is defined in TS 23.502 [3], clauses 4.17.7 and 4.17.8.



For NF discovery across PLMNs, the NRF in the local PLMN interacts with the NRF in the remote PLMN to retrieve the NF profile(s) of the NF instance(s) in the remote PLMN that matches the discovery criteria. The NRF in the local PLMN reaches the NRF in the remote PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF. The NF/NF service discovery procedure across PLMNs is specified in clause 4.17.5 of TS 23.502 [3].
NOTE:
See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the remote PLMN.
 
 For topology hiding, see clause 6.2.17.

6.3.2
SMF discovery and selection

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session. The SMF selection procedures are described in clause 4.3.2.2.3 of TS 23.502 [3].

The AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides NF profile(s) of SMF instance(s) to the AMF. The SMF selection function in the AMF selects an SMF instance and an SMF service instance based on the available SMF instances obtained from NRF or on the configured SMF information in the AMF.

NOTE 1:
Protocol aspects of the access to NRF are specified in TS 29.510 [58].

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The SMF selection for Emergency services is described in clause 5.16.4.5.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
NSI-ID.

NOTE 2:
The use of NSI -ID in the network is optional and depends on the deployment choices of the operator. If used, the NSI ID is associated with S-NSSAI.

-
Subscription information from UDM, e.g.

-
per DNN: whether LBO roaming is allowed.

-
per S-NSSAI: the subscribed DNN(s).

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed.

-
per (S-NSSAI, subscribed DNN): whether EPC interworking is supported.

-
Local operator policies.

-
Load conditions of the candidate SMFs.

-
Access technology being used by the UE.

If there is an existing PDU Session and the UE requests to establish another PDU Session to the same DNN and S-NSSAI and the UE subscription data indicates the support for interworking with EPS for this DNN and S-NSSAI, the same SMF shall be selected. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different SMF may be selected. For example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN. In the context of Network Slicing this is specified in clause 4.3.2.2.3.3 of TS 23.502 [3].
When the UE requests to establish a PDU Session to a DNN and an S-NSSAI, if the UE MM Core Network Capability indicates the UE supports EPC NAS and optionally, if the UE subscription indicates the support for interworking with EPS for this DNN and S-NSSAI, the AMF selects a combined SMF+PGW-C. Otherwise, a standalone SMF may be selected.

If the UDM provides a subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and S-NSSAI and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and S-NSSAI, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN and S-NSSAI is used to derive an SMF identifier from the HPLMN.

If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session Establishment Request message) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
6.3.3
User Plane Function Selection

6.3.3.1
Overview

The selection and reselection of the UPF are performed by the SMF by considering UPF deployment scenarios such as centrally located UPF and distributed UPF located close to or at the Access Network site. The selection of the UPF shall also enable deployment of UPF with different capabilities, e.g. UPFs supporting no or a subset of optional functionalities.

For home routed roaming case, the UPF(s) in home PLMN is selected by SMF(s) in HPLMN, and the UPF(s) in the VPLMN is selected by SMF(s) in VPLMN. The exact set of parameters used for the selection mechanism is deployment specific and controlled by the operator configuration.

The UPF selection involves:

-
a step of SMF Provisioning of available UPF(s). This step may take place while there is no PDU Session to establish and may be followed by N4 Node Level procedures defined in clause 4.4.3 of TS 23.502 [3] where the UPF and the SMF may exchange information such as the support of optional functionalities and capabilities.

-
A step of selection of an UPF for a particular PDU Session; it is followed by N4 session management procedures defined in clause 4.4.1 of TS 23.502 [3].

6.3.3.2
SMF Provisioning of available UPF(s)

SMF may be locally configured with the information about the available UPFs, e.g. by OA&M system when UPF is instantiated or removed.

NOTE 1:
UPF information can be updated e.g. by OA&M system any time after the initial provisioning, or UPF itself updates its information to the SMF any time after the node level interaction is established.

The UPF selection functionality in the SMF may optionally utilize the NRF to discover UPF instance(s). In this case, the SMF issues a request to the NRF that may include following parameters: DNN, S-NSSAI, SMF Area Identity. In its answer, the NRF provides the NF profile(s) that include(s) the IP address(es) or the FQDN of the N4 interface of corresponding UPF instance(s) to the SMF.

UPFs may be associated with an SMF Area Identity in the NRF. This allows limiting the SMF provisioning of UPF(s) using NRF to those UPF(s) associated with a certain SMF Area Identity. This can e.g. be used in the case that an SMF is only allowed to control UPF(s) configured in NRF as belonging to a certain SMF Area Identity.

The NRF may be configured by OAM with information on the available UPF(s) or the UPF instance(s) may register its/their NF profile(s) in the NRF. This is further defined in TS 23.502 [3] clause 4.17.

6.3.3.3
Selection of an UPF for a particular PDU Session

If there is an existing PDU Session, and the SMF receives another PDU Session request to the same DNN and S-NSSAI, and the UE subscription data indicates the support for interworking with EPC for this DNN and S-NSSAI, the same UPF should be selected. Otherwise, if UE subscription data does not indicate the support for interworking with EPS for this DNN and S-NSSAI, a different UPF may be selected.

For the same DNN and S-NSSAI if different UPF are selected at 5GC, when the UE is moved to EPC network, there is no requirement to enforce APN-AMBR. Whether and how to apply APN-AMBR for the PDN Connection associated with this DNN/APN is implementation dependent, e.g. possibly only per PDU Session AMBR enforcement applies.

The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:

-
UPF's dynamic load.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU Session Type (i.e. IPv4, IPv6, IPv4v6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.

-
SSC mode selected for the PDU Session.

-
UE subscription profile in UDM.

-
DNAI as included in the PCC Rules and described in clause 5.6.7.

-
Local operator policies.

-
S-NSSAI.

-
Access technology being used by the UE.

-
Information related to user plane topology and user plane terminations, that may be deduced from:

-
AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);

-
Information regarding the user plane interfaces of UPF(s).This information may be acquired by the SMF using N4;

-
Information regarding the N3 User Plane termination(s) of the AN serving the UE. This may be deduced from AN-provided identities (e.g. CellID, TAI);

-
Information regarding the N9 User Plane termination(s) of UPF(s) if needed;

-
Information regarding the User plane termination(s) corresponding to DNAI(s).

NOTE:
How the SMF determines information about the user plane network topology from information listed above, and what information is considered by the SMF, is based on operator configuration.

6.3.4
AUSF discovery and selection

The AMF performs AUSF selection to allocate an AUSF Instance that performs authentication between the UE and 5G CN in the HPLMN. The AMF shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on AMF. The AUSF selection function in the AMF selects an AUSF instance based on the available AUSF instances (obtained from the NRF or locally configured in the AMF).
The UDM shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on UDM. The UDM selects an AUSF instance based on the available AUSF instance(s) obtained from the NRF or based on locally configured information, and information stored (by the UDM) from a previously successful authentication.

AUSF selection in the AMF and UDM is applicable to both 3GPP access and non-3GPP access.

The AUSF selection function in AUSF NF consumers should consider one of the following factors when available to the AUSF NF consumer:

1.
Home network identifier (e.g., MNC and MCC) of SUCI/SUPI (by an NF consumer in a VPLMN) and Routing Indicator.

NOTE 1:
The UE provides the Routing Indicator to the AMF as part of the SUCI as defined in TS 23.003 [19] during initial registration. The AMF can provide the UE's Routing Indicator to other AMFs as described in TS 23.502 [3].

When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the AUSF NF consumer can select any AUSF instance within the home network for the UE.

2.
AUSF Group ID the UE's SUPI belongs to.

NOTE 2:
The AMF can infer the AUSF Group ID the UE's SUPI belongs to, based on the results of AUSF discovery procedures with NRF. The AMF provides the AUSF Group ID the SUPI belongs to other AMFs as described in TS 23.502 [3].

3.
SUPI; e.g. the AMF selects an AUSF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for AUSF discovery.

6.3.5
AMF discovery and selection

The AMF discovery and selection functionality is applicable to both 3GPP access and non-3GPP access. 
The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF instance for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G-AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:

1)
When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.

2)
When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).

3)
AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.

Other CP NFs selects an AMF from the AMF Set under the following circumstances:

4)
When the AMF has instructed CP NF that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.

The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:

-
AMF Region ID and AMF Set ID derived from GUAMI.

-
Requested NSSAI.

-
Local operator policies.

AMF selection functionality in the 5G-AN or CP NFs considers the following factors for selecting an AMF from AMF Set:

-
Availability of candidate AMFs).

-
Load balancing across candidate AMFs) (e.g. considering weight factors of candidate AMFs in the AMF Set).

When the UE accesses the 5G-AN with a 5G-S-TMSI or GUAMI that identifies more than one AMF (as configured during N2 setup procedure), the 5G-AN selects the AMF considering the weight factors.

When 5G-S-TMSI or GUAMI provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.

The AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the NF profile(s) of AMF instance(s) to the AMF or other CP NFs. The AMF selection function in the AMF or other CP NFs selects an AMF instance as described below..


-
In case AMF discovery and selection functionality in AMF or other CP NFs use GUAMI, TAI to discover the AMF instance(s), the NRF provides the NF profile of the associated AMF instance(s). If the associated AMF is unavailable due to AMF planned removal, the NF profile of the backup AMF used for planned removal is provided by the NRF. If the associated AMF is unavailable due to AMF failure, the NF profile of the backup AMF used for failure is provided by the NRF. If no AMF instances related to the indicated GUAMI can be found or AMF Pointer value used by more than one AMF is found, a list of NF profiles of candidate AMF instances in the same AMF Set is provided by the NRF. The NF profile may contain priority, TAI(s) and other relevant information. In this case, other CP NF can select any AMF instance from the list of candidate AMF instances.
-
In case AMF discovery and selection functionality in AMF use AMF Set ID to discover AMF instance(s), the NRF provides a list of NF profiles of AMF instances in the same AMF Set. together with additional information.

-
At intra-PLMN mobility, the AMF discovery and selection functionality in AMF can use source AMF Set ID, source AMF Region ID, the target location information, S-NSSAI(s) of Allowed NSSAI to discover target AMF instance(s). The NRF provides the target NF profiles of the AMF instance(s) in the target AMF set in target AMF Region..

-
At inter PLMN mobility, the source AMF selects an AMF instance(s) in the target PLMN from the list of discovered AMFs provided via the PLMN level NRF interactions. After the Handover procedure the AMF may select a different AMF instance as specified in clause 4.2.2.2.3 in TS 23.502 [3].
In the context of Network Slicing, the AMF selection is described in clause 5.15.5.2.1.
*** END CHANGES ***

*** BEGIN CHANGES ***

6.3.7
PCF discovery and selection

6.3.7.0
General principles

Clause 6.3.7.0 describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU Session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that the PCF may serve only specific DN(s). For example, Policy Control may be enabled on a per DNN basis.

-
Unique identification of a PDU Session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).

6.3.7.1
PCF discovery and selection for a UE or a PDU Session

PCF discovery and selection functionality is used by the AMF to select the PCF for a UE and by the SMF to select the PCF for a PDU Session, following the principle below:

-
The AMF may utilize the NRF to discover the candidate PCF instance(s) for a UE. In addition, PCF information may also be locally configured in the AMF. The AMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the AMF, depending on operator's policies.

-
The SMF may utilize the NRF to discover the candidate PCF instance(s) for a PDU Session. In addition, PCF information may also be locally configured in the SMF. The SMF selects a PCF instance based on the available PCF instances obtained from the NRF or locally configured information in the SMF, depending on operator's policies.


The following factors may be considered during the PCF selection by the SMF:

a)
Local operator policies.

b)
Selected Data Network Name (DNN).

c)
S-NSSAI of the PDU Session.

d)
SUPI range.

The selected PCF instance for serving the UE and the selected PCF instance for serving a PDU session of this UE may be the same or may be different.

In the following scenarios, information about the PCF that has been selected by the AMF (i.e. the PCF id) can be forwarded to another NF and used instead of performing PCF selection as described above (discovery may still be needed depending on what level of information is sent by the AMF, e.g. the address of the PCF instance may not be present):

-
During AMF relocation, the target AMF may receive a PCF id from the source AMF to enable the usage of the same PCF by the target AMF, and the target AMF may decide based on operator policy either to use the same PCF or select a new PCF.

-
The AMF may, based on operator policies, forward the selected PCF id to SMF instance(s) during the PDU Session Establishment procedure(s) to enable the usage of the same PCF for the AMF and the SMF instance(s). The SMF may decide based on operator policy either to use the same PCF or select a new PCF.

-
In the roaming case, the AMF may, based on operator policies, e.g. roaming agreement, select the H-PCF in addition to the V-PCF for a UE by performing the PCF discovery and selection as described above. The AMF sends the H-PCF id of the selected H-PCF instance to the V-PCF during the policy association establishment procedure.

6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE(s) (which, for example, belong to group of UE(s) defined by subscription or to any UE). Such policy requirements shall apply to any existing or future PDU Sessions that match the parameters in the AF request, and they may apply to multiple PCF instance(s).

NOTE:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement.

After relevant validation of the AF request (and possible parameter mapping), the NEF stores this request received from the AF into the selected UDR instance as the Data Subset of the Application data. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from GPSI to SUPI and/or from External Group Identifier to Internal-Group Identifier. Parameter mapping may also include mapping from the identifier of the Application Function towards internal identifiers such as the DNN and/or the S-NSSAI.

PCF(s) that need to receive AF requests that targets a DNN (and slice), and/or a group of UEs subscribe to receive notifications from the UDR about such AF request information. The PCF(s) can be configured (e.g. by OAM) to subscribe to receive notification of such AF request information from the UDR(s). The PCF(s) take(s) the received AF request information into account when making policy decisions for existing and future relevant PDU Sessions. In the case of existing PDU Sessions, the policy decision of the PCF instance(s) may trigger a PCC rule(s) change from the PCF to the SMF.

The PCF subscription to notifications of AF requests described above may take place during PDU Session Establishment or PDU Session Modification, when the PCF(s) receive request(s) from the SMF for policy information related to the DNN (and slice), and/or the Internal-Group Identifier of UEs. For the PCF(s) that have subscribed to such notifications, the UDR(s) notify the PCFs) of any AF request update.

The NEF associates the AF request with information allowing to later modify or delete the AF request in the UDR; it associates the AF request with:

-
When the AF request targets PDU Sessions established by "any UE": the DNN, the slicing information target of the AF request,

-
When the request targets PDU Sessions established by UE(s) belonging to an Internal-Group: the DNN, the slicing information and the Internal-Group Identifier target of the application request.

-
The AF transaction identifier in the AF request.

6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF

Binding an AF request to the relevant PCF instance is described in TS 23.503 [45].

6.3.8
UDM discovery and selection
The NF consumer performs UDM discovery to discover a UDM instance that manages the user subscriptions.

The NF consumers shall utilize the NRF to discover the UDM instance(s) unless UDM information is available by other means, e.g. locally configured on NF consumers. The UDM selection function in NF consumers selects a UDM instance based on the available UDM instances (obtained from the NRF or locally configured). The UDM selection function in NF consumers is applicable to both 3GPP access and non-3GPP access.

The UDM selection should consider one of the following factors when available to the UDM NF consumer:

1.
Home network identifier (e.g. MNC and MCC) of SUCI/SUPI and UE's Routing Indicator.

NOTE 1:
The UE provides the Routing Indicator to the AMF as part of the SUCI as defined in TS 23.003 [19] during initial registration. The AMF provides the UE's Routing Indicator to other UDM NF consumers as described in TS 23.502 [3].


When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the UDM NF consumer can select any UDM instance within the home network of the SUCI/SUPI.

2.
UDM Group ID of the UE's SUPI.

NOTE 2:
The AMF can infer the UDM Group ID the UE's SUPI belongs to, based on the results of UDM discovery procedures with NRF. The AMF provides the UDM Group ID the SUPI belongs to other UDM NF consumers as described in TS 23.502 [3].

3.
SUPI; e.g. the UDM NF consumer selects a UDM instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for UDM discovery.

4.
GPSI or External Group ID; e.g. UDM NF consumers which manage network signalling not based on SUPI/SUCI (e.g. the NEF) select a UDM instance based on the GPSI or External Group ID range the UE's GPSI or External Group ID belongs to or based on the results of a discovery procedure with NRF using the UE's GPSI or External Group ID as input for UDM discovery.

6.3.9
UDR discovery and selection

Multiple instances of UDR may be deployed, each one storing specific data or providing service to a specific set of NF consumers as described in clause 4.2.5.

The NF consumer shall utilize the NRF to discover the appropriate UDR instance(s) unless UDR instance information is available by other means, e.g. locally configured on NF consumer. The UDR selection function in NF consumers is applicable to both 3GPP access and non-3GPP access.

The NF consumer shall select a UDR instance that contains relevant information for the consumer, e.g. UDM selects a UDR instance that contains subscription data, while NEF (when used to access data for exposure) selects a UDR that contains data for exposure; or PCF selects a UDR that contains Policy Data and/or Application Data.

The following factors may be considered for UDR selection:

-
SUPI or GPSI or External Group Identifier.

-
A Data Set Identifier (see UDR service definition in TS 23.502 [3] clause 5.2.12).
-
UDM Group ID.

6.3.10
SMSF discovery and selection

The SMSF selection function is supported by the AMF and is used to allocate an SMSF instance that shall manage the SMS.

If the "SMS supported" indication is included in the Registration Request by the UE, the AMF checks SMS subscription from the UDM for the UE on whether the SMS is allowed for the UE.

If the SMS is allowed and the UE Context stored in AMF includes an SMSF address, the AMF uses the SMSF address included in UE Context (according to Table 5.2.2.2.2-1 of TS 23.502 [3]).

If the SMS is allowed and the UE Context stored in AMF does not include an SMSF address, the AMF discovers and selects an SMSF to serve the UE.

The SMSF selection may be based on the following methods:

-
SMSF instance(s) address(es) preconfigured in the AMF (i.e., SMSF FQDN or IP addresses); or

-
SMSF information available in the serving PLMN if received from an old AMF or the UDM; or

-
The AMF invokes Nnrf_NFDiscovery service operation from NRF to discover SMSF instancesas described in clause 5.2.7.3.2 of TS 23.502 [3].

For roaming scenario, the AMF discovers and selects an SMSF in VPLMN.

*** END CHANGES ***

