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Abstract of the contribution: This paper proposes to update interim conclusion for KI #1 & KI #2 & KI #3.
1	Discussion
This contribution proposes the following changes for interim conclusion for KI #1 & KI #2 & KI #3.
Change 1:
In the interim conclusion of KI #1, there are potential two collision interim conclusions for UE ID mapping as following:
[bookmark: OLE_LINK18][bookmark: OLE_LINK19][bookmark: OLE_LINK16][bookmark: OLE_LINK17]-	The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) or for remapping or OAM procedures in the network side;
-	The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.
For the first bullet, the remapping or OAM procedures is unclear, which is understood that the capability ID can presents different UE radio capabilities when remapping; however, in the second bullet, it is clear that the mapping of the capability ID and the radio capabilities are fixed and cannot be remapped. From the UE and network compatibility point of view, since once the UE is put to the market, it is unknown whether the UE can obtain the new mapping relationship, and whether the UE and the NW have the new mapping relationship  at the same time. Hence, it is more reasonable that one capability ID only present one set of radio capabilities in order to avoid potential non-aligned  understanding for the mapping between the NW and the UE.
Change #1: Remove  “ for remapping or OAM procedures” in the following bullet for KI #1 interim conclusion.
-	The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) or for remapping or OAM procedures in the network side;
Change 2: 
In legacy method, UE capabilities are stored in CN and provides to RAN when the connection is established considering that RAN scope is much smaller than the CN and when UE moves out of coverage of RAN node, the capability is invalid. For the UE capability optimized method, it is also beneficial to store the capability ID in the CN, and the CN derive the explicit capabilities providing to the RAN node.
Change #2: The capability ID is stored and management in the AMF and provides to the RAN based on RAN request.
Change#3: The AMF can obtain the mapping between UE Capability ID and corresponding UE capabilities from the AF via NEF and have the up to date mapping relationship.
[bookmark: OLE_LINK47][bookmark: OLE_LINK48][bookmark: OLE_LINK49][bookmark: OLE_LINK50]Change #4: For backwards compatibility between nodes that support the features, if the source node has the knowledge of the peer node supporting the RACS, the source node sends the capability ID to the peer node.
2	Proposal
It is proposed to the following changes to the interim conclusion for TR 23.743.
[bookmark: OLE_LINK51]-----------------------------------------------------------------Start of the change--------------------------------------------------------------
For key issue #1 (How UE radio capabilities are identified?) the following principles are agreed:
[bookmark: OLE_LINK20]-	The UE capability ID is a short pointer (few octets, the exact size is to be determined by RAN WG2) that is used to uniquely identify a set of UE Radio Capabilities;
[bookmark: OLE_LINK21][bookmark: OLE_LINK22]-	The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer, as follows:
-	Manufacturer-specific: The UE Capability ID may be assigned by the UE manufacturer in which case it is accompanied with the UE manufacturer information (e.g.TAC field in the PEI). In this case, the UE Capability ID uniquely identifies a set of UE Radio Capabilities for this manufacturer, and together with this UE manufacturer information uniquely identify this set of UE Radio Capabilities in any PLMN;
-	PLMN-specific: If a manufacturer-assigned UE Capability ID is not used by the UE or the serving network, or not recognised by the serving network, the serving core network may allocate a UE Capability ID.. In this case, the UE Capability ID is applicable to the serving PLMN and uniquely identifies this set of UE Radio Capabilities in this PLMN;
NOTE 1:	Which one of Manufacturer-specific or PLMN-specific and associated procedures for assignment are mandatory or optional in the UE, will be decided in normative phase of the work.
[bookmark: OLE_LINK23][bookmark: OLE_LINK24]-	When the UE Capability ID is allocated by the serving PLMN the same PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities or different PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities. The strategies for allocating PLMN-specific UE Capability ID are based on local policy;
NOTE 2:	When the UE Capability ID is allocated by the serving PLMN, the method that the core network detects that the same UE Radio Capabilities are signalled by multiple different UEs or the same "model" in order to allocate the same PLMN-specific UE Capability ID from SA2 point of view is left up to implementation or can be decided by RAN.
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]-	The UE stores the PLMN-specific UE Capability ID in non-volatile memory when in RM-DEREGISTERED state and can use it again when it registers in the same PLMN.
NOTE 3:	The number of PLMN-specific UE Capability IDs that UE stores in non-volatile memory is left up to UE implementation.
-	It shall be possible for a UE to change the set of UE Radio Capabilities in time and signal the associated UE capability ID, if available.
[bookmark: _Hlk535247406][bookmark: OLE_LINK14][bookmark: OLE_LINK25][bookmark: OLE_LINK26]-	The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) or for remapping or OAM procedures in the network side;
[bookmark: OLE_LINK27][bookmark: OLE_LINK28]-	At any given instant the UE has only one UE capability ID that is indicated to the network.
-	Solution #9 (UE Capability ID with delta set of capabilities) is recommended for normative work, subject to feasibility being confirmed by RAN WG2.
[bookmark: OLE_LINK15][bookmark: OLE_LINK29]-	The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.
[bookmark: OLE_LINK37][bookmark: OLE_LINK38]For key issue #2 the following principles are agreed:
-	Owing to the need to support UE Radio Access Capabilities > 65 536 bytes (i.e. > 524 288 bits), and, the need to support fast, reliable, low processing complexity mechanisms for frequently used procedures (at least Service Request, RRC Connection Resume, X2&Xn handover, secondary gNB addition), the full UE Radio Access Capabilities shall not normally be transferred as part of those procedures. This requires that the serving and target RAN stores a local copy of the mapping between the UE Capability IDs and the full UE Radio Access Capabilities for the UEs that frequently use that RAN node.
-	AMF that supports the RACS feature is mandated to have access to full set of UEs radio capabilities and the mapping between UE Capability ID and corresponding UE radio capabilities for at least the UEs registered in this AMF;
[bookmark: OLE_LINK42]-	NG-RAN that supports RACS, is mandatory to be able to maintain local storage of UE radio capabilities and have access to the mapping between the UE Capability ID and the full set of UEs radio capabilities;
-	A specific NG-RAN node that does not have the mapping between a specific UE Capability ID and the corresponding UE radio capabilities, shall be able to retrieve the mapping from CN.
-	The serving AMF stores the  UE Capability ID if received and provides the capability ID to NG-RAN via N2 message, e.g. INITIAL CONTEXT SETUP REQUEST.
For key issue #3, the following principles are agreed:
-	RACS procedures will apply to 5GS. If there is interest similar procedures may apply to EPS but will be decided based on the objectives of the related work item in normative phase;
[bookmark: _GoBack]-	From SA WG2 point of view, for UEs that support the RACS feature, for UEs that are already assigned with an applicable UE Capability ID, it is mandatory to signal the UE Capability ID in Initial Registration;
NOTE 4:	Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA WG3.
-	For backwards compatibility between nodes that support the feature and nodes that do not support the feature, if a peer node is not supporting RACS, the source node attempts to fall back to Rel-15 mechanism and to send to the peer node the UE capabilities that map to the UE capability ID. If the source node has the knowledge of the peer node supporting the RACS, the source node sends the capability ID to the peer node. 
-----------------------------------------------------------------End of the change--------------------------------------------------------------

