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1. Overall Description:

SA2 thanks SA3 for their LS and provides following answers.
Question 1: Is Scenario 2 in TR 23.716 (FN-RG connected to 5GC via W-5GAN) still considered a valid scenario for the SA2 study on Wireless and Wireline Convergence (Rel-16), i.e. has SA2 concluded to include this scenario in the normative work? 
Answer: Scenario 2 in TR 23.716 (FN-RG connected to 5GC via W-5GAN) is a scenario that will be supported by the SA2 normative work on 5WWC for 3GPP R16.
Question 2: Is the FN-RG allowed to connect to an operator's network even though the FN-RG does not have any valid 3GPP credentials? Who makes the decision (e.g. the 3GPP operator or broadband service provider)? 

Answer: The access network (under BBF responsibility) may perform any authentication of the FN-RG with a procedure defined by BBF (FN-RG is a legacy RG so cannot be updated to support procedures that 3GPP would define). A FN-RG may be allowed to connect to an operator's network even though the FN-RG does not have any valid 3GPP credentials. The AUSF in the 5GC decides whether to accept access to 5GC for an UE (FN-RG) even though the UE (FN RG) does not have any valid 3GPP credentials. This assumes that the AUSF trusts the UE ID (SUCI) provided by the Wireline Access.
Question 3: Are there any interfaces between 5GC and broadband “core network”, such as AAA server of the Broadband network, that could be relevant to security? 

Answer: None have been defined by SA2. Any security process carried out within the wireline access would be under BBF remit.
Question 4: Is the authentication of the FN-RG within the remit of SA3 or BBF, or both? 

Answer: Any authentication of the FN-RG that would take place within the wireline access would be within the remit of BBF. 
Conversely support of NAS security is under the remit of 3GPP SA3; 
Question 5: What is the current status of Scenario 2, including the solutions related to Scenario 2? Are there any conclusions on the solutions? 

Answer: FS_5WWC Conclusions for supporting FN-RG connecting to 5GC are defined in clause 8.2.11 of TR 23.716 (now approved by 3GPP SA WG). Especially the selected solution defines that “The AMF selects an AUSF based on information received in the SUCI and asks for authentication from the AUSF.  This solution assumes that, no authentication is carried out and the AUSF answers with the SUPI corresponding to the subscription”
Question 6: Is it correct that Scenario 2 only covers the non-roaming case? 
Answer: Whether 3GPP R16 5WWC needs to support roaming (in order to support wholesale scenario) is to be determined by BBF and has to consider mutual operator understanding of the Line ID. (Endorsed) TR 23.716 solution 28 reads “If roaming architecture is applicable, e.g. to support wholesale scenarios using the roaming architecture, SUCI needs to include the Home Network Identifier of the operator owning the subscription for the FN-RG. To support this, the Home Network Identifier of the FN-RG needs to be known by the AGF. This information is assumed to be available as part of setting up a wholesale arrangement between the access (visited) operator and the home network operator.”
Question 7: What is the current status of identifiers to be used for 5GC access in the context of Wireless and Wireline Convergence in scenario 2, e.g. related to using the line id? Are there any other kind of IDs that can be used in FN-RG authentication other than the line ID? 

Answer: this is defined in (Endorsed) TR 23.716 solution 28 that reads
“The Line Id may be used as the SUPI in UDM (also within SUCI) and then continue managing the RG using the Line Id (in PCF policies, in CDR, etc…) or the Line Id in SUCI as a pseudonym of the SUPI may be used to map it to a SUPI corresponding to an IMSI in UDM. Depending on SA3 requirements, Line ID in SUCI can still be concealed.

When Line ID is used as pseudonym identity in SUCI and UDM does a mapping of Line Id to IMSI, then the definition of SUCI need to be updated since it is currently defined to carry a concealed version of SUPI. In this case, the SUCI will contain a pseudonym identity (Line ID) that should be mapped by UDM into a SUPI.”

2. Actions:

To SA3 group.

ACTION: 
SA2 kindly asks SA3 to take into account the answers above.
ACTION: 
SA2 kindly asks BBF to indicate whether wholesale scenarios are to be supported by 3GPP R16.
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