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Introduction
LS S2-1900046/ BBF 275 (Response to 3GPP SA2 liaison S2-1812643) from BBF repeats the BBF requirement already expressed within their liaison LIAISE-245 that R16 5WWC shall “Address(ing) support for bridge RGs (see section 6.4; section 10.4 in SD-420 release 3)”. “These capabilities are considered [by BBF] essential in the release 16 timeframe.”
In wireline networks, bridge RGs are served by a BNG that acts as an access router that terminates the local Layer 2 link on its access side (V interface) and provides an IP service on its Core side. This is depicted by following Figure:
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NOTE: (**) the (L2) between the BBF Access and the BNG may correspond to a VLAN header added to the Ethernet L2 traffic exchanged with the Device

Figure 1: Protocol stack for the support of a bridge RG by a BNG
The requirement is thus to ensure that the 5GC can support the same functionality. In the following “UPF” depicts the UPF acting as PSA for the PDU Session.

The question is whether the current 3GPP TR 23.716 status meets this requirement and the answers is clearly “No” as explained below.
R15 specifications even when augmented by the conclusions of TR 23.716 supports 3 PDU Session types:
·  “Unstructured”: this PDU Session type is clearly out of scope as it cannot deliver an IP Service
· “IP”: the “IP” PDU Session type does not support the requirement as a bridged RG sends Ethernet frames and thus the UPF has to handle Ethernet frames (in order to be able to deliver service differentiation based on the MAC address). An alternative solution using IP PDU Session type where the AGF would terminate Ethernet (from the RG / Devices) and generate pure IP traffic (exchanged with the UPF) would mean that:
-
the 5GC cannot provide services based on the UE MAC address

-
there would be a mismatch between 5GC that would believe it is supporting an IP service and the UE (RG / devices) that is exchanging Ethernet traffic with the network
NOTE: this alternative solution using IP PDU Session type would then mean the IP PDU Session type has to support multiple DHCP requests for IP address from multiple devices.
·  “Ethernet”: the “Ethernet” PDU Session type as defined in 3GPP R15 does not support the requirement of delivering an IP service
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Figure 2: Protocol stack for the current support of Ethernet PDU Session type
It has been argued that the IP service (IP address allocation for the devices, Support of IP level traffic steering policies, IP level forwarding) could be enforced by external entities sitting at the network side of the UPF. This would mean the following protocol stack because the UPF is delivering an Ethernet service over its N6 interface:
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Figure 3: Protocol stack for the support of a bridge RG using currently defined Ethernet PDU Session type
This architecture boils down to keeping the BNG and using the 5GC just to forward Ethernet frames between the RG and the BNG. The benefit of this architecture is more than questionable (adding an extra entity to handle the User Plane, supporting user management both in 5GC and in the external BNG, …).
Furthermore the SMF/UPF cannot allocate 

The creation of a new PDU Session type has been rejected at the last meeting.
Thus, as 5WWC roughly aims at replacing the BNG by the 5GC, The Ethernet PDU Session type should be improved to support following features: 
a) SMF/UPF may allocate IP addresses to devices served by a RG working in bridge mode 

b) SMF may report both IP and MAC addresses (of the devices / RG) to the PCF

c) Allow UPF to not forward over N6 the Ethernet header received at access side 
d) Support IP level traffic steering policies (e.g. adding NSH etc…) over N6

This gives the following protocol stack: 
[image: image4.emf]BBF Access

 Protocol

Layers

L1

L2

UDP/IP

GTP-U

Ethernet L2 (*)

Relay

L1

L2

L1

L2

UDP/IP

GTP-U

BBF Access

UPF = Access Router

N3 N6

BBF Access 

 Protocol

Layers

IP

Ethernet L2 

(**)

Ethernet 

L2

IP

Device

Application

Ethernet 

Phy

Ethernet 

Phy

 RG (Bridge)


Figure 4: Protocol stack for the support of a bridge RG using new features allowed by R16 Ethernet PDU Session type
Proposal
It is proposed to endorse following principles:
1. To allow serving bridge RG, the Ethernet PDU Session type is improved to support following features: 

a) SMF/UPF may allocate IP addresses to devices served by a RG working in bridge mode 

b) SMF may report both IP and MAC addresses (of the devices /RG) to PCF
c) Allow UPF to not forward over N6 the Ethernet header received at access side 

d) Support IP level traffic steering policies (e.g. adding NSH etc…) over N6

2. The corresponding protocol stack is given by the Figure 4 above.
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