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Abstract of the contribution: This paper proposes a solution that reuses principles from UDM (i.e. organized in SDM, UECM, Authentication service operations) but that separates IMS services from non-IMS services. It proposes to have services that can be used by multiple NFs i.e. over Sh and Cx, not "per interface services". 
Discussion
In TR 23.794, two solutions are proposed for service-based Sh interface:

-
Solution 12: Enabling SBI-based Cx Using New Service
-
Solution 13: Reuse of UDM services and operations for SBA-based Cx interface
The main drawback of solution 12 is that it proposes services specific to an interface: one set of services for Sh, and a separate set of services for Cx. This is a point-to-point approach, rather than a service-based approach in which a set of services is assumed to be available for any NF over any interface. 

It is also claimed in solution 12 that this is for optimization reasons, but this is not in line with e.g. what has been specified for a 5GC Registration in TS 23.502 clause 4.2.2.2.2 where three service operations replace one message exchange.
However, one benefit of solution 12 is that it separates IMS services from non-IMS services. Indeed, the reuse of UDM services as proposed in solution 13 looks natural when both non-IMS and IMS data are handled by the UDM. However, in the light of UDICOM, as the IMS data may be handled by a separate HSS FE and its associated EPC/IMS UDR, it is needed to separate services for IMS from services for non-IMS. It is also noted that an IMS profile is independent from the type of access (4G, 5G, non-3GPP). 

Hence, it is proposed to define IMS specific service operations, based on both solution 13 (based on UDM services principles: SDM, UECM, UEAuthentication) and solution 12 (separating IMS services from non-IMS services), where service operations can be used by any NF i.e. interface agnostic (reused between Sh and Cx).
It is proposed that the IMS related service operations are prefixed with "Nhss_XXX" (it is assumed that the IMS data are managed by the HSS part of combo UDM/HSS or by a standalone HSS).
In addition, in the proposed solution, whether SDM or UECM is used is based on whether the Service Logic (in Front End) is involved or not: if the Service Logic is not involved SDM is used; if the Service Logic is involved UECM is used.
Proposal

It is proposed to update TS 23.794 as follows.
FIRST CHANGE
6.x
Solution x: IMS services for SBA-based Cx interface
6.x.1
Description
This solution addresses Key Issue 5 – exploring mapping of existing Cx procedures to currently defined Nudm services and operations and introducing an SBA-based interface to HSS.

The reuse of UDM services as proposed in solution 13 looks natural when both non-IMS and IMS data are handled by the UDM. However, in the light of UDICOM, as the IMS data may be handled by a separate HSS FE and its associated EPC/IMS UDR, it is needed to separate services for IMS from services for non-IMS. It is also noted that an IMS profile is independent from the type of access (4G, 5G, non-3GPP).

The principle of this solution is to define specific IMS services while reusing the principles of the UDM services specified in Rel-15 (i.e. SDM, UECM, UEAuthentication) where service operations are interface agnostic (e.g. reusable between Sh and Cx) and hence can be used by any IMS NF. 

The IMS related service operations are prefixed with "Nhss_XXX" (it is assumed that the IMS data are managed by the HSS part of combo UDM/HSS or by a standalone HSS).

The currently defined 5GC services for SBA-based Cx defined in the 3GPP TS 29.228 [10] and 3GPP TS 29.229 [11] can be replaced by new IMS services as summarized in the following table and described in detail below. 

Table 6.x.1-1: IMS services over Cx

	Diameter Command
	Service Operation(s)
	Producer
	Example consumer(s)

	Cx-UAR/UAA
	Nhss_UECM_Get
	HSS, combo HSS/UDM
	I-CSCF

	Cx-LIR/LIA
	Nhss_UECM_Get
	HSS, combo HSS/UDM
	I-CSCF

	Cx-MAR/MAA
	Nhss_UEAuthentication_Get + Nhss_UECM_Update
	HSS, combo HSS/UDM
	S-CSCF

	Cx-SAR/SAA
	Nhss_UECM_Registration / Nhss_UECM_Deregistration + Nhss_SDM_Get + Nhss_SDM_Subscribe / Nhss_SDM_Unsubscribe
	HSS, combo HSS/UDM
	S-CSCF

	Cx-RTR/RTA
	Nhss_UECM_DeregistrationNotification
	HSS, combo HSS/UDM
	S-CSCF

	Cx-PPR/PPA
	Nhss_SDM_Notification
	HSS, combo HSS/UDM
	S-CSCF


User registration status query (User-Authorization-Request/Answer)
This procedure is invoked by the I-CSCF during registration procedure to authorize registration, to provide a first security check (IMPU/IMPI) and to get the S-CSCF name (if already registered) or the capabilities the S-CSCF has to support. It is replaced by the following service operation:
Nhss_UECM_Get, used by consumer NFs (NEF) to retrieve registration information and to perform a first security check (with Service Logic involvement), with additional parameters
-
Required inputs: IMPI, IMPU, VPLMNID
-
Optional inputs: User_Auth_Type, Flags
-
Optional outputs: S-CSCF name, S-CSCF capabilities
User Location Query (Location Information Request/Answer)
This procedure is used between the I-CSCF and the HSS to obtain the name of the S-CSCF assigned to a Public Identity, or the name of the AS hosting a PSI for direct routing. The procedure is invoked by the I-CSCF. It is replaced by the following service operation:
Nhss_SDM_Get, allowing an NF consumer to get the NF ID or SMS address of the NF serving the UE (no Service Logic involvement), with additional parameters
-
Required inputs: IMPU 
-
Optional inputs: User_Auth_Type, Type of Authorization
-
Optional outputs: S-CSCF name, S-CSCF capabilities, Flags, Wildcarded-IMPU, NSN-Cs-Adaptation
Authentication (Multimedia-Auth-Request/Answer)
This procedure is used between S-CSCF and HSS to exchange information to support the authentication between the end user and its home IMS network. Invoked by S-CSCF. It is replaced by the following service operation:
Nhss_UEAuthentication_Get, used by the AUSF to request the authentication vectors and to inform the HSS about a successful/unsuccessful authentication, with following additional parameters
-
Required inputs: IMPU, Number auth. Items 
-
Optional inputs: IMPI, NSN encr. Key index, SIP authenticate
-
Optional outputs: IMPU, IMPI, Number auth. Items, Number auth. Items, Auth. Data, NSN encr. Key index, Proprietary data (Radius related)
S-CSCF registration/deregistration notification (Server-Assignment-Request/Answer)
This procedure is used by the S-CSCF to request the HSS to associate that S-CSCF to the Public Identity (registration), to download relevant user information from the HSS, to backup and retrieve S-CSCF Restoration Information, to provide a P-CSCF Restoration Indication to the HSS 
The various use cases (registration, deregistration, user data download) are described separately. Some use cases require two SBI service operations as follows:
Registration: in this case, SAR/SAA is replaced by the following exchanges, exactly like it is done for 5GC registration in TS 23.502 [4] clause 4.2.2.2.2 steps 14a-14c: 
i.
First, Nhss_UECM_Registration, with following additional parameters
-
Required inputs: S-CSCF name, Subs Assignt Type, User data already available
-
Optional inputs: IMPI, IMPU, Restoration data, Wildcarded IMPU, Served IP, Flags
-
Optional outputs: IMPI, Associated registered IMPIs Wildcarded IMPU
ii.
Second, Nhss_SDM_Get, with following additional parameters
-
Required inputs: IMPU, IMPI
-
Optional inputs: Wildcarded IMPU
-
Optional outputs: User data, Charging Info, Loose Route ind., Restoration data, Wildcarded IMPU, Proprietary data (Radius related)
iii.
Third, Nhss_SDM_Subscribe, with following additional parameters
-
Required inputs: IMPU, IMPI
-
Optional inputs: none
Deregistration: in this case, SAR/SAA is replaced by the two following exchanges:
i.
First, Nhss_UECM_Deregistration, with following additional parameters
-
Required inputs: S-CSCF name, Subs Assignt Type
-
Optional inputs: IMPI, IMPU, Wildcarded IMPU, Served IP, Flags
ii.
Second, Nhss_SDM_Unsubscribe, with following additional parameters
-
Required inputs: IMPU, IMPI
-
Optional inputs: none
Downloading user data from the HSS: in this case, SAR/SAA is replaced by:

Nhss_SDM_Get, with following additional parameters
-
Required inputs: IMPU, IMPI
-
Optional inputs: Wildcarded IMPU
-
Optional outputs: User data, Charging Info, Loose Route ind., Restoration data, Wildcarded IMPU, Proprietary data (Radius related)
Network initiated de-registration by the HSS, administrative (Registration-Termination-Request/Answer)
This procedure is used by the HSS in case of HSS initiated de-registration where the HSS changes the state of the Public Identities to Not Registered and send a notification to the S-CSCF indicating the identities that shall be de-registered. It is replaced by the following service operation:
Nhss_UECM_DeregistrationNotification, with following additional parameters:
-
Required inputs: IMPI, deregistration reason
-
Optional inputs: IMPU, Associated IMPIs
-
Optional outputs: Associated IMPIs
User Profile download (Push-Profile-Request/Answer)
This procedure is initiated by the HSS to update at least one of the following user information in S-CSCF: User profile information, Charging information, etc. It is replaced by the following service operation:
Nhss_SDM_Notification, used to indicate changes to UE's individual subscription data, with following additional parameters
-
Required inputs: IMPI

-
Optional inputs: Changed User data, Changed Authentication Data, Changed Charging Info, Changed Proprietary User Data
6.x.2
Impacts on existing nodes and functions

Editor's note:
This clause describes impacts to existing entities and interfaces.
I-CSCF is impacted as follows:

-
implementation of UECM service Nhss_UECM_Get
-
implementation of SDM service Nhss_SDM_Get
S-CSCF is impacted as follows:

-
implementation of Authentication service Nhss_UEAuthentication_Get
-
implementation of UECM services Nhss_UECM_Registration, Nhss_UECM_Deregistration, Nhss_UECM_DeregistrationNotification, Nhss_UECM_Get
-
implementation of SDM service Nhss_SDM_Get, Nhss_SDM_Subscribe, Nhss_SDM_Unsubscribe, Nhss_SDM_Notification, 
HSS is impacted as follows:

-
implementation of SDM, UECM and Authentication services for IMS
6.x.3
Solution Evaluation

Editor's note:
This clause provides an evaluation of the solution.
See clause 7.x
END OF CHANGES
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