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[bookmark: _GoBack]Abstract of the contribution: This paper discusses the issues when introducing 5GLAN.
1	Discussion
This contribution discusses the potential procedures when introducing 5GLAN architecture and communication, mainly including the following aspects.
[bookmark: OLE_LINK86][bookmark: OLE_LINK87]The 5GLAN group contains two types of user plane architecture: centralized and distributed user plane architecture. For centralized type, one UPF is configured to the PSA UPF for the group, and the PSA UPF is the user plane anchor point for the user plane path within the 5GLAN group. All the traffic of participating 5GLAN group UE traverses the PSA UPF. For distributed type, multiple PSA UPF can be configured for different UEs, and Nx interface is introduced between different PSA UPF, and the PSA UPF for the associated UE, and the PSA UPF is the anchor point for the UE to connect with other (PSA) UPF serving for other UEs within the group. Another distributed architecture is that the group communication can also be implemented on N6 interface. For centralized type, since only one PSA UPF is configured and all the traffic will traverse the PSA UPF, so when one group communication is centralized type, N6 interface is not used for this group. For distributed type, Nx and N6 interface can be mixed to used for one group communication.
[bookmark: OLE_LINK104][bookmark: OLE_LINK88][bookmark: OLE_LINK89]Proposal 1: When one group communication is centralized type, N6 interface is not used for this group.
Proposal 2: When one group communication is distributed type, N6 interface and Nx interface can be mixed to use for this group.
A UPF can be configured to be PSA UPF in the centralized type group and to the PSA UPF with Nx interface in the distributed group at the same time and A UPF can be configured for multiple groups.
[bookmark: OLE_LINK90][bookmark: OLE_LINK91][bookmark: OLE_LINK92][bookmark: OLE_LINK93]A group specific PDU Session and Nx tunnel can be established for one group, when the UPF or the UE receive the data from the PDU Session or from the Nx tunnel, the UE and the UPF will identify the group the use data belong to. And the UPF will forward the data to the next hop based on configured forwarding action rule.
Proposal 3: A group specific PDU Session and Nx tunnel is established for one group, and when the UPF or the UE receive the data from the PDU Session or from the Nx tunnel, the UE and the UPF will identify the group.
Proposal 4: The current packet detection rule (PAR) and the forwarding action rule is extended to implement group identification and forwarding.
The SMF is responsible for managing the PDU Sessions belonging to the 5GLAN group, including establish, modify and release the PDU Sessions, the PDU Sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request).
In a PDU Session Establishment Request message sent to the network, the UE shall provide a PDU Session ID and the group related information. This PDU Session is specific for the group. The group related information can be combination of S-NSSAI and DNN, or internal Group index.
[bookmark: OLE_LINK98][bookmark: OLE_LINK99]The SMF is responsible of checking whether the UE requests are compliant with the groups the UE belongs to. For this purpose, it retrieves and requests to receive update notifications on SMF level group data from the UDM. Such group data may be group index and the UE index (e.g. GPSI) within the group. 
The SMF can reject a PDU Session establishment if the group related information is not part of explicitly groups the UE belongs to according to the group data in SMF requested from the UDM.
An UE only establishes one PDU Session for one group, and an UE may establish multiple PDU Sessions for multiple groups the UE belongs to.
[bookmark: OLE_LINK105]Proposal 5: The UE include the group information when request to establish PDU Session for the group and the SMF check whether the UE requests are compliant with the groups the UE belongs to. 
[bookmark: OLE_LINK83][bookmark: OLE_LINK84][bookmark: OLE_LINK95][bookmark: OLE_LINK96]for IP type PDU Session, the SMF allocates one IP address/prefix to the UE during the 5GLAN group PDU Session establishment procedure. In order to support multicast within 5GLAN, the SMF can allocate the destination multicast address for the group and provide the multicast address to the UEs and the PSA UPF in the group. If the SMF does not allocate the destination multicast address, UE can use a wildcard address as the destination address for multicast in this group.
[bookmark: OLE_LINK106]Proposal 6: For IP type PDU Session, the SMF can allocate the destination multicast address for the group and provide the multicast address to the UEs and the UE set the allocated destination multicast address when multicast user data happens.
[bookmark: OLE_LINK76][bookmark: OLE_LINK77][bookmark: OLE_LINK80][bookmark: OLE_LINK81][bookmark: OLE_LINK78][bookmark: OLE_LINK79]The existing QoS model can be applied for 5GLAN communication. The PSA UPF enforces the QoS handling procedure for the group user data transmission. The SMF based on local configuration or PCF information may provide different QoS configurations for unicast and multicast communication. The QoS enforcement can be different for uplink and downlink traffic and the SMF provides the different QoS configurations for uplink and downlink traffic. In case of multicast, the SMF provide the uniform group QoS configuration for the downlink traffic target to different UEs in the group to the PSA UPF and the PSA UPF enforce the group QoS policy for multicast communication in the group.
[bookmark: OLE_LINK107]Proposal 7: The SMF provides the uniform group QoS configuration to the PSA UPF for the multicast user data handling and the PSA UPF enforces the group QoS policy for user data multicast.
[bookmark: OLE_LINK57][bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60][bookmark: OLE_LINK56][bookmark: OLE_LINK55]Alt1: The PSA UPF detects the user data from one PDU Session associated to the group and detects the destination address is the address for other UE in the other (PSA) UPF in the group, the PSA UPF forwards the user data to the (PSA) UPF via Nx interface. With this alternative, the SMF will provide all the UE addresses in the group to each PSA UPF in the group, and the PSA UPF information (e.g. CN Tunnel info.) each address is associated (the PDU Session with the address is terminated). 
[bookmark: OLE_LINK129][bookmark: OLE_LINK130]Alt2: The PSA UPF of the transmitting UE detects the user data from one PDU Session associated to the group, the PSA UPF forwards the user data to all the other PSA UPF(s) according to the configured CN tunnel information for the group. The other PSA UPF(s) detect the destination address of the user data and if the destination address is the address for the PDU Session terminated to itself, the PSA UPF(s) forward the user data to the PDU Session; otherwise, the PSA UPF(s) discard the user data. 
From the complexity simplicity point of view, Alt2 is more preferred than Alt1.
Proposal 8: For distributed user plane, in case of unicast communication, the PSA UPF forwards the user data to all the other PSA UPF(s) and N6 interface. The other PSA UPF(s) detect the destination address of the user data and if the destination address is the address for the PDU Session terminated to itself, the PSA UPF(s) forward the user data to the PDU Session; otherwise, the PSA UPF(s) discard the user data.
2	Proposal
This contribution discusses the potential issues when introduction 5GLAN communication into stage 2, and provides the following proposals.
Proposal 1: When one group communication is centralized type, N6 interface is not used for this group.
Proposal 2: When one group communication is distributed type, N6 interface and Nx interface can be mixed to used for this group.
Proposal 3: A group specific PDU Session and Nx tunnel is established for one group, and when the UPF or the UE receive the data from the PDU Session or from the Nx tunnel, the UE and the UPF will identify the group.
Proposal 4: The current packet detection rule (PAR) and the forwarding action rule is extended to implement group identification and forwarding.
Proposal 5: The UE include the group information when request to establish PDU Session for the group and the SMF check whether the UE requests are compliant with the groups the UE belongs to. 
Proposal 6: For IP type PDU Session, the SMF can allocate the destination multicast address for the group and provide the multicast address to the UEs and the UE set the allocated destination multicast address when multicast user data happens.
Proposal 7: The SMF provides the uniform group QoS configuration to the PSA UPF for the multicast user data handling and the PSA UPF enforces the group QoS policy for user data multicast.
Proposal 8: For distributed user plane, in case of unicast communication, the PSA UPF forwards the user data to all the other PSA UPF(s) and N6 interface. The other PSA UPF(s) detect the destination address of the user data and if the destination address is the address for the PDU Session terminated to itself, the PSA UPF(s) forward the user data to the PDU Session; otherwise, the PSA UPF(s) discard the user data.


