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1. Introduction

Policies are administratively prescribed rules and conditions that specify actions in response to defined criteria. In practice, policies are implemented and executed as a set of rules, each of which has a set of conditions and a corresponding set of actions. For example, based on user/call-specific QoS policies such as the service access eligibility, the required bandwidth and delay, etc.  the call admission  control will decide if there are enough resources to admit this user/call.  Therefore, policy based admission control or, in general, policy based QoS control, is the preliminary requirements for QoS schemes to work.

In addition to the policies that specify the requirements and behavior for call admission, resource allocation/reservation and, in general, the QoS provisioning, there are other policies such as security policies, network topology and management policies, etc. This contribution focuses on the definition and classification of policies that relates to the provisioning of QoS in UMTS. The issues that relate to other policies and the other open issues such as the location and interfaces that relates to UMTS network elements are for further study.

2. Proposal

It is proposed that the following text is added to section 9 ("QoS") of TR 23.821 in a new subsection "QoS Policies".

 QoS Policies

Introduction

Policies are administratively prescribed rules and conditions that specify actions in response to defined criteria. Policies are a method to control and manage an UMTS network as a whole.
In practice, policies are implemented and executed as a set of rules, each of which has a set of conditions and a corresponding set of actions. For example, based on user/call-specific QoS policies such as the service access eligibility, the required bandwidth and delay, etc.  call admission  control will decide if there are enough resources to admit this user/call.  Therefore, policy based admission control or, in general, policy based QoS control, is the preliminary requirement for QoS schemes to work.

In UMTS the QoS Policies  can be applied on 

· User Service Level, 

· IP Bearer Service Level and 

· UMTS Bearer Service Level. 

Different QoS policies allow network operators and manufacturers to differentiate their services and products. Policies can be characteristic to an operator’s  network and  can be dynamically  configured via management interfaces, where a network operator will be enabled to assign policies to selected services. 

Classification of QoS Policies


User Service Level Policies

Policies on the UMTS User Service Level (UMTS Service Policies) are applied to the QoS control in intra-domain and inter-domain service access. They provide a means to realize service level agreements (SLA). There are two main methods to define this type of policy: priorities (absolute, relative) and bandwidth settings.

Examples:

· provide emergency calls with a high priority

· set priorities for speech and real-time services 

· provide high quality ('gold') data services with conversational QoS class and fixed reservation

· set different priorities based on protocols, e.g. HTTP, FTP, SMTP

· set different priorities based on applications, e.g. Telnet, Oracle, SAP, WAP services, e-Commerce

· priorities based on Web addresses

· bandwidth allocation based on services or protocols, e.g. set minimum bandwidth for WAP services or set maximum bandwidth for Web browsing. Bandwidth settings can apply to applications, users or groups.

User Service level policies can be network or user specific. The location and the interfaces between policy control elements such as PEPs (Policy Enforcement Points) /PDPs (Policy Decision Points)/Policy Repository  are for further study.

In general, all policies which apply to the User Service Level can be variable from call to call. This allows a network to provide different QoS levels depending on parameters such as the time or location of the call. This functionality allows for  further service differentiation  by  network operators. 

IP Bearer Level  Policies

IP Bearer Service  Level Policies (IP BS Policies) apply to QoS control, in particular,  the call admission and resource allocation/reservation, at the IP Bearer Service  Level.

A typical example of IP BS Policies are the  QoS policies applied to  the DiffServ model. This includes classification, policing, marking and shaping of IP packets. IP BS  Policies enforcement is integrated with IP layer protocols and mechanisms. Some examples for policy control that are applied in DS domain are listed as follows:

· the packet classification and marking rules (policies) that are applied to packets entering the DS domain and the consistent PHB (Per Hop Behavior) through the DS domain.

· classification, marking or discard of out of profile traffic

· changing the characteristics of a packet stream, e.g. traffic shaping, max./mean packet rate

· re-mapping of DiffServ classes. In general it cannot be assumed, that the DiffServ mapping rules of the UMTS network and an external network are identical. A mapping between different class assignments may be required and will be located in the GGSN.

UMTS Bearer Service Level Policies

The policies at the UMTS Bearer Service Level (UMTS BS Policies) provide the rules that define the behaviours for the control activities for QoS provisioning at the UMTS Bearer Service Level. They include (not necessarily exclusively) the set of rules that define  the behaviours of the subscription control in CN edge node (SGSN), the admission control and capacity control,  and resource allocation/reservation in UE/UTRAN/SGSN/GGSN. The policies that are applied at the UMTS BS Level may take different policies and approaches from the IP BS Policies that may well use the IETF Policy Framework [1],[2]. 

Examples:

· mapping of QoS classes to UMTS radio bearer types, e.g. dedicated or shared channels 

· mapping of QoS classes to radio bearer parameters, e.g. using different FEC codes or retransmission modes
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