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 1.  Introduction
This contribution is an update of Tdoc S2-000840, incorporating comments received from the QoS drafting group during the QoS drafting meeting which took place in Berlin. 

2.  Proposal
New text on UMTS and IP QoS Policy Requirements is proposed.  A new element “IP Policy Control” is also introduced in the R00 QoS model.

The following additions/modifications are proposed for Chapter 9 of TR23.821 Architecture Principles for Release 2000.

Note:  The proposed changes are shown against TR23.821 V0.2.0 incorporating the already approved (endorsed by the QoS drafting meeting in Stockholm) texts in Tdoc. S2-000732 (IP BS Manager Capabilities) and Tdoc. S2-000735 (QoS Control of the IP Bearer Service).

9  QoS

[Note:  The following sections are intended to be included in TS23.107 (proposed chapter, if any):

· 9.1.1 (new Chapter 4.4)

· 9.1.2  (new Chapter 4.5)
· 9.2 (Chapter 6.2)

9.1 Requirements

9.1.1 End-to-End QoS Negotiation Requirements

(no change)

9.1.2 QoS Policy Requirements

· The UMTS policy mechanisms described in TS 23.060 shall be used for control of the UMTS bearers. 
· Interaction between UMTS bearer services and IP bearer services shall only occur at the translation function in the UE and GGSN.  
Note: The following general guidelines shall apply (these notes will not be included in the normative portion of the specification):  

· The IP policy framework employed in UMTS shall, as far as possible, conform to IETF “Internet Standards”.  The IETF policy framework may be used for policy decision, authorization, and control of the IP level functionality, at both user and network level.   

· There shall be separation between the scope and roles of the UMTS policy mechanisms and the IP policy framework.  This is to facilitate separate evolution of these functions.
9.2  QoS End-to-End Functional Architecture

To provide QoS end-to-end, it is necessary to manage the QoS within each domain. An IP BS Manager is used to control the external IP bearer service. Due to the different techniques used within the IP network, this communicates to the UMTS BS manager through the Translation function.

To enable coordination between events in the application layer and resource management in the IP bearer layer, an element called IP Policy Control is used as a logical policy decision element.  It is also possible to implement a policy decision element internal to the IP BS Manager in the GGSN.  The IP policy architecture does not mandate the policy decision point to be external to the GGSN. 
Whenever resources not owned or controlled by the UMTS network are required to provide QoS, it is necessary to interwork with an external resource manager that controls those resources. 

IP BS Manager
The IP BS Manager uses standard IP mechanisms to manage the IP bearer service. These mechanisms may be different from mechanisms used within the UMTS, and may have different parameters controlling the service. The translation/mapping function provides the interworking between the mechanisms and parameters used within the UMTS and the external IP bearer service, and interacts with the IP BS Manager.

If an IP BS Manager exists both in the UE and the Gateway node, it is possible that these IP BS Managers communicate directly with each other by using relevant signalling protocols.

The required options in the table define the minimum functionality that shall be supported by the equipment in order to allow multiple network operators to provide interworking between their networks for end-to-end QoS. Use of the optional functions listed below, other mechanisms which are not listed (eg over-provisioning), or combinations of these mechanisms are not precluded from use between operators.

The IP BS Managers in the UE and GGSN provide the following set of capabilities for the IP bearer level:

Capability
UE
GGSN

DiffServ Edge Function
Optional
Required

RSVP/IntServ
Optional
Optional

IP Policy Enforcement Point
Optional
Required (*)

Provision of the IP BS Manager is optional in the UE, and required in the GGSN. 

(*)  Although the capability of IP policy enforcement is required within the GGSN, the control of IP policy through the GGSN is a network operator choice. Where the APN is not located at the GGSN, the location of policy enforcement point is for further investigation.

IP Policy Control 
The IP Policy Control is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2573] “A Framework for Policy-based Admission Control” where the IP Policy Control is effectively a Policy Decision Point (PDP).  The IP Policy Control makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

A protocol interface between the IP Policy Control and application servers/proxies (e.g. local SIP proxy) supports the transfer of policy related information from the application layer to the policy decision point.  (Editorial note: The exact mechanisms, protocols whether proprietary or standardized, and how they are used are for further study.)
A protocol interface between the IP Policy Control and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN.  (Editorial note:  The exact mechanisms, protocols whether proprietary or standardized, and how they are used are for further study.  One possible candidate is the COPS protocol [RFC2748] which describes a simple query and response protocol that can be used to exchange policy information between a policy server (PDP) and its client (PEP).  Where RSVP is used as the signalling protocol in the IP bearer level, a COPS protocol variant carrying embedded RSVP information, i.e., COPS-RSVP, defined in [RFC2749] may be used.)
The IP Policy Control bases policy decisions only on information obtained from nodes / elements within its domain or from nodes with which it has a trust relationship.  The IP Policy Control needs to be in the same domain as the GGSN or have a trust relationship with the GGSN. 

Note:  Currently in IETF, inter-domain policy interactions are not defined. 

Note:  The security issues regarding the trust relationship between the nodes / elements is outside the scope of this chapter.
(Editorial note:  Additionally, the IP Policy Control may have protocol interfaces to other devices (e.g., AAA, bandwidth broker) which support transfer of information (e.g., authentication, availability of resources, etc.) for use in policy decisions.  These are for further study. )   

(Editorial note:  Where the access point of the APN is not located at the GGSN, the location of policy enforcement point is for further investigation.  The IP policy architecture for cases where the access point of the APN is located in a third party network, e.g., a corporate network, is for further study.)
Resource Manager
Within the UMTS network, there is resource management performed by various nodes in the admission control decision. The resources considered here are under the direct control of the UMTS network.

In IP Networks, it is also necessary to perform resource management to ensure that resources required for a service are available. Where the resources for the IP Bearer Service to be managed are not owned by the UMTS network, the resource management of those resources would be performed through an external resource management function for the IP network.

In addition, where the UMTS network is also using external IP network resources as part of the UMTS bearer service (for example for the backbone bearer service), it may also be necessary to interwork with an external IP resource manager.

Figure 9-1 shows the scenario for control of an IP service using IP BS Managers in both possible locations in the UE and Gateway node and an external Resource Manager. The figure also indicates the optional communication path between the IP BS Managers in the UE and the Gateway node.
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Figure 9-1: QoS management functions for UMTS bearer service in the control plane for an external IP Service
Note: This  does not cover the cases of a circuit switched service, or an IP service interworking with an ATM service at the gateway node.

Editorial note: The actual split of the UE into separate elements (as described in TS 23.002 and TS 24.002) as well as the terminology regarding the UE elements and the distribution of functionalities between the UE elements is for further study. The modeling of the UE in TS 23.107 is not in line with TS 23.002 and TS 24.002, which makes this clarification necessary.


Editorial note:  Elements external to the nodes are used to highlight and explain possible solutions to requirements that have been identified within the QoS drafting group.  If elements or interfaces are specified or mandated within 3GPP, they shall be included in the Reference Architecture.
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